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NCT192 User Interface

Chapter 1  Preface

Purpose

This preface describes the “NCT192 IP-DSLAM System Configuration Guide” about how it is
organized, and its document conventions. It contains the following topics:

® Purpose

®  Organization

® Conventions

The purpose of this guide is to provide detailed information and description of NCT192
IP-DSLAM, which includes software configuration and other specific features. This document is
intended to help system operator to operate the software and understand the NCT192 IP-DSLAM
system configurations as quickly as possible.

Organization

This guide contains the following chapters:

Preface

NCT192 User Interface

Initialing the NE

Managing the System Profiles
Managing the Subscriber Interface
Managing the Network Interface
Managing the Connection Services
Managing the System Functions
Diagnosis and Performance Monitoring
Appendix

Conventions

This section describes the conventions used in this guide.

The NCT192 IP-DSLAM is the Next-Generation xDSL Broadband Access Network comprises a
Gigabit Ethernet and a number of ATU-Rs, STU-Rs, and POTS splitter to construct a broadband
access network between central office and customer premises. The NCT192 IP-DSLAM uses
statistically multiplexing and ATM over xDSL technologies to provide the broadband data
communication services, such as high speed Internet access and multimedia services, across
existing twisted pair telephone line.

NCT192 IP-DSLAM (Digital Subscriber Line Access Multiplexer) represents NCT192.
All statement in this document applies to the NCT192 IP-DSLAM. However it is noted that the

valid range of port and slot are different for each model. The following table lists the valid range
of slot and port.

NCT192 IP-DSLAM
System Configuration Guide
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Model Name | Valid range of Network Card | Valid range of Line Card | Range of ADSL/SHDSL port
NCT192 1 1~4 1~48

NE/NEsS hereinafter referred as NCT192 medium capacity IP-DSLAM, unless specifically
indicated.

ADSL mention in this document covers ADSL, ADSL2, and ADSL2+, unless specifically
indicated.

XDSL hereinafter referred as ADSL, unless specifically indicated.

The XDSL specified in this document compliance with ITU-T Rec. G.992.1, G992.2, G.992.3 and
G.992.5 for ADSL.

CLI Ex — The command line management with a local console or Telnet through in-band or
out-of-band IP interface for CIT (Craft Interface Terminal) connection.

NCT192 LCT — NCT192 Local Craft Terminal (LCT), a stand-along host with SNMP base EMS
(Element Management System) provides GUI operation under single section through in-band or
out-of-band IP management interface.

This sign indicates the NOTICE. A note contains helpful suggestions or reference relay on the
topical subjects.

This sign indicates the TIP. Performing the information described in the paragraph will help you
solve a problem. The tip information might not be troubleshooting or even an action, but could be
useful information.

This sign indicates the CAUTION. In this situation, you might do something that could result in
equipment damage or loss of data.

® 0 06

This sign indicates the DANGER. You are in situation that could cause bodily injury. Before
you work on any equipment, you must be aware of the hazards involved with electrical
circuitry and be familiar with standard practices for preventing accidents.
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Chapter 2 NCT192 User Interface

This chapter describes the NCT192 user interface, the instructions describe how to using the
command-line interface, and also describes the command editing and command history features
that enable you to recall previous command entries and edit previously entered commands.
User Interface Mode

Access via the Console Port

Access using the Telnet Session

Managing the Session Login Account

Command Syntax and Operating Regulation

User Interface Mode

The NCT192 provides the CLI Ex mode to access the device in either one of the following ways:

®  Remote Telnet via in-band port
®  Remote Telnet via out-band port
® T ocal RS232 Console

Access via the Console Port

Table 2-1

The NCT192 provides RS232 port for the operator to perform configuration operations via a
directly connected VT-100 compatible terminal.

Follow the following procedure to enter the CLI Ex mode via a direct VT100-compatible terminal,
for example, the hyper terminal in Microsoft Windows environment.

Step 1 Set the communication parameters of a VT100-compatible terminal shown in Table
2-1.

NCT192 Console Management Setting

Parameter Setting
Baud rate 9600
Data bits 8
Parity None
Start bits 1

Stop bits 1

Flow control None

Step 2 Connect the VT100-compatible terminal to the Console Port on the NCT192 front
panel.

Step 3 Press <Enter> a number of times until the “Login:” is displayed on the screen.

Step 4 Enter the username and password. The default administration username and password
are listed below (case sensitive):
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Login: admin
Password: admin

@ See the Section “Managing the Session Login Account” of Chapter 2 for detail information.
F

Access using the Telnet Session

Enter the CLI Ex mode by establishing a Telnet session between the local host and NCT192
though either the in-band (UGE) or out-band (M-ETH) port.

Follow the following procedure to enter the CLI Ex mode:
Step 1 Open the MS-DOS prompt window in Microsoft Windows environment.

Step 2 Type the “telnet xx.xx.xx.xx (IP address)” in the MS-DOS prompt window to establish
a telnet connection to the target NCT192.

Step 3 Enter the username and password. The default administration username and password
are listed below (case sensitive):

User Name: admin
Password: admin

If the IP address of NCT192 is changed during configuration, the Telnet session will be broken.
The operator needs to build a new Telnet session to continue the configuration process.

If the assigned IP has been changed and forgotten, locally access NCT192 via Console port with
the command shown in Example 1 to retrieve the IP address assigned to the system.

(2

The IP address assigned must be unique in use with the device on the network segment. Refer to
the Section “Configuring the Management Interface” of Chapter 3 for more information.

Example 1 Display the system management IP addresses
CLI# config ip show

UGE
IP address 2 172.17.192.1
subnet mask 1 255.255.0.0
MAC address : 00:60:64:dc:7a:17
UGE VLAN 1D 1 4092

NME
IP address : 192.168.192. 1
subnet mask 1 255.255.255.0
MAC address : 00:60:64:dc:7a:16

Gateway
IP address 2 172.17.192. 254

The single NE supports up to 12 concurrent telnet sessions. Only one concurrent telnet session is
allowed to enter by admin account user at a time (Console access included),the default “admin”
account user is with administrator privilege level, see the Section “Managing the Session Login
Account” of Chapter 2 for detail information.
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Session Logout

The following command is to terminate the Telnet session or quit the console session from CLI Ex
mode.

To logout the sessions using the “logout” command at the prompt for CLI#.

Table 2-2 Session Logout Command

The following command is to logout the session (Telnet or Console).
CLI# logout

If you are using Telnet access for the CLI Ex mode, the command “logout” will terminate the
current Telnet session, and the CLI Ex will return to the login prompt if using Console access.

Telnet Timeout

The following command is to set the Telnet session time-out timer from CLI Ex mode.
Telnet session will terminate when the telnet time-out times ends, and the CLI Ex will return to the
login prompt if using Console access.

Table 2-3 Telnet Session Timeout Command

Use this command to set the telnet time-out of the system.

CLI(config mgt)# telnet-timeout set <min>

Use this command to view the telnet time-out of the system.

CLI(config mgt)# telnet-timeout show

Parameters Task

<min> This specifies the telnet time out of the system
Type: Mandatory

Valid values: 1~1440 minutes.

Default values: 2 minutes

Example 2 Display the telnet time-out of the system

CLi(config mgt)# telnet-timeout set 5
0K

CLi(config mgt)# telnet-timeout show

Telnet time-out : 5 min (5 min)

Managing the Session Login Account

For security reason, the CLI Ex mode provides two groups of user account privileges, “admin”
group and “guest” group. Admin group has read/write access privileges while guest group has
only the read privileges.

Table 2-4 shows the system default login account and session information.

Table 2-4 NCT192 Default Login Account Index

Group Default Account Login Mode | Session Session Timeout
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Table 2-5

Admin Username: admin Console, Single session Console: limitless
Password: admin Telnet occupying on either Telnet: 120
Console access or Seconds
Telnet access.
Guest Username: guest Console, 1 session for Console Console: limitless
Password: guest Telnet access, up to 12 Telnet: 120
sessions for Telnet Seconds
access.

The user account management performs how to create, delete and change the user password.
Enter to the “config mgt user” sub-group directory. Table 2-5 shows the commands to perform
user account management. Example 3 presents how to generate a new account user and join to the
admin group; Example 4 and Example 5 show how to change the user password and delete a user
account respectively.

CLI# config mgt user
CLi(config mgt user)#

User Account Management

The following command is to create the account user and its group privileges of console or telnet, while valid user
name was defined, the password prompt will appear.

CLI(config mgt user)# add <name> [<user-group>]

The following command is to delete a user login of console or telnet.

CLI(config mgt user)# del <name>

The following command is to change the user password.

CLI(config mgt user)# set password <name>

The following command is to change the user group privileges.

CLI(config mgt user)# set group <name> [<user-group >]

The following command is to display information of all the users. Password information is not included.

CLI(config mgt user)# show

Parameters

Task

<name>

This specifies the user name and password to be created.
Type: Mandatory
Valid values: String of up to 16 characters (‘A’— Z’, ‘a’—‘z’, ‘0°—“9”, <=, ¢ *, ", ‘@)

<user-group >

This specifies group privilege of the name user.
Type: Option

Default value: guest

Valid values: admin, guest

Example 3 Create a new user account
CLi(config mgt user)# add abc
Enter password (up to 16 characters):
Confirm password:

0K

CLi(config mgt user)# set group abc admin
0K

CLi(config mgt user)# show

management VLAN 1 4092
user : guest (guest)



10

NCT192 User Interface

user : admin (admin)

user : abc (admin)

Example 4 Change the user password

CLi(config mgt user)# password abc

Enter new password:
Confirm new password:

0K

Example 5 Delete a user account

CLi(config mgt user)# del abc
0K

CLi(config mgt user)# show

management VLAN : 100
user : guest (guest)
user : admin (admin)

Command Syntax and Operating Regulation

This section describes the syntax notation, structure, context-sensitive, command history features,

and command syntax help.

Syntax Notation Conventions

CLI Ex command syntax using different bracket form to display syntax notation, Table below lists

the notation information.

Table 2-6 Syntax Notation of CLI Ex
Notation Descriptions
Keyword Keywords in a command that you must enter exactly as shown.
<Parameter> Parameter values must be specified.
[<Parameter>] Parameter values are optional.

[Parameter 1 | Parameter 2 | .. | Parameter n]

Parameter values are enclosed in “[ .. | .. ] ” when you optional
use one of the values specified.

{Parameter 1 | Parameter 2 | .. | Parameter

nj

Parameter values are enclosed in “{ .. | .. }”” when you must use
one of the values specified.

Structure of a CLI Command

The CLI Ex commands conform to the following structure in group base. Each group contains
sub-group directory or action command that can be used directly with proper syntax.

CLI# {[<Group-A> | <Action-A>] | [<Group-B> | <Action-B>] | [<Group-C> | <Action-C>] | <Action-D>}

or

CLi# [<Group-A> | <Action-A>]
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Table 2-7

CLI(Group-A)# [<Group-B> | <Action-B>]
CLI(Group-B)# [<Group-C> | <Action-C>]
CLI(Group-C)# <Action-D>

The command structure can complete in a single sentence or access into specific group directories.

Structure of CLI Ex Mode

Keyword Descriptions

<Group-#> This is the group directory of a CLI Ex command which contains
relative keywords. It indicates the type of group to be performed.
“config” is an example of the group directory.

<Action-#> This is the keyword of a CLI Ex command. It indicates the type
of operation to be performed. “ping” is an example of this action
keyword.

Command Descriptions

exit Jump to the upper group directory.

exit all Jump to the root directory CLI#

clear Clear the screen.

Press Enter / Return Execute the command.

Command Syntax and Context Sensitive Help

Table 2-8

Fully utilize the “ ? ” command to assist your task; this command can be used to browse command
and to be assisted on the command keywords or arguments.

To get help specific to a command, a keyword, or argument, performs one of these tasks:

CLI Ex Syntax Help

Command Task
? To list all commands available of CLI Ex mode.
Command ? To list the associated keywords and arguments for a command.

Abbreviated-command-entry | Complete a partial command or group directory name.
<Tab>

To list the command keywords, enter a question mark “ ? “ to complete the command keywords
and arguments. Include a space before the ?. This form of help is called command syntax help.

The CLI Ex mode provides an error announce that appears in which you have entered an incorrect
or incomplete command, syntax, keyword, or argument.

If you have entered the correct command but invalid syntax or a wrong keyword parameters, the
CLI Ex will automatically prompt the error messages and reprint the commands with cursor
indexed on wrong syntax.

Command History and Editing Features

By default, the system records ten command lines in its history buffer. To recall commands from
the history buffer, perform one of these commands:

11
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Table 2-9 Command History and Editing
Command Task
Press the Up arrow key To recall commands in the history buffer. Beginning with the

most recent commands. Repeat the key sequence to recall the
older commands.

Press the Down arrow key To return to more recent commands in the history buffer. Repeat
the key sequence to recall the more recent commands.

Press the left arrow key To move the cursor back one character.

Press the right arrow key To move the cursor forward one character.

Press Backspace To erase the character to the left of the cursor.

This CLI Ex mode includes an editing feature. You can move cursor around on the command line
to insert or delete the character.

.

L

@ The arrow keys function only on ANSI-compatible terminals such as VT100s.

Ending a Session

If you access using the Telnet session, you can type “logout” command to terminate the Telnet
session instantly.

Console port will stay in life until you close the terminal session.
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Chapter 3 Initialing the NE

This chapter describes how to configure the NCT192 IP-DSLAMs initially, and contains the

following sections:

Port Interface Indication

Constructing the NE Objects
Configuring the SNMP Manager
Configuring the Management Interface
Maintaining the GE Network Interface
Maintaining the NE

Configuring the System Date and Time
Configuring the Internet Time Server

Configuring the DNS Server

Ambient Temperature

Port Interface Indication

The NCT192 IP-DSLAM slot structure is descibed as follows:

® NCT192: single shelf and five slots, 1 for NC (Network Card) and 4 for xDSL LC (Line
Card), each xDSL LC contains 48 ADSL ports or 48 SHDSL ports. Figure 3-1 shows the

shelf, slot, and port addressing outward on NCT192.

Figure 3-1 NCT192 Port Addressing Diagram

Shelf 1

The CLI described in all chapters applies to the NCT192 IP-DSLAM. The following table lists the

valid range of slot and port.

Model Name | Valid range of Network Card | Valid range of Line Card

Range of ADSL/SHDSL port

NCT192 NCI 1~4

1~48

Table 3-1 shows the commands to perform the port interface indication format.

NCT192 IP-DSLAM
System Configuration Guide
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Table 3-1 Port Interface Indication Format
Parameters Descriptions
<slot-id> Format: slot #
Valid values: slot # (1 ~4)
Default value: slot _# (1)
<port-id> Format: [slot #] . port #

Valid values: slot # (1 ~4), port_# (1 ~48)
Default value: slot_# (1)

<slot-range>

Format (Continuously): slot_# - slot_#
Format (Individually): slot #

Valid values: slot # (1 ~4)

Default value: slot _# (1)

<port-range>

Format (Continuously): [slot_#] . port # - port #
Format (Individually): [slot #] . port #

Valid values: slot # (1 ~4), port_# (1 ~ 48)
Default value: slot # (1)

Through the document, the notations <slot-id>, <port-id>, <slot-range>, and <port-range> are
used to identify the particular slot/port interface or range of slot/port inside the CLI Ex mode. The
<slot-range> and <port-range> parameters use “-” notation to identify the continuously range.

The form of “slot_#” is for the slot-based CLI command. Example 6 shows the usage of “slot_#”
to indicate a specific slot in a slot-based CLI command.

Example 6 The usage of “slot_#" to indicate a specific slot in a slot-based CLI

command.

CLI# status
CLi(status)# lc show 4

LC4
current card type
planned card type
hardware version
software version
serial number
oper status
system up time
RFC2684 encapsulation
tagged mode (configured)
tagged mode (run-time)

VLAN tag pass through (configured)
VLAN tag pass through (run-time)

CLI# status
CLi(status)# Ic show 3-4

LC3
current card type
planned card type
hardware version
software version
serial number
oper status
system up time
RFC2684 encapsutiation
tagged mode (configured)

: ADSL

: SHOSL

: NCT1901-V3

1 6.5.7.2.4.0

: NCT1901-8169S009034
Toup

: 4day / 1Shr / 48min / 26sec
T LLC

: tagged-oniy

: untagged-oniy

: enabied

: disabied

: ADSL

. ADSL

: NCT1901-V3

1 6.5.7.2.4.0

: NCT1901-8169S009033

Tup

: 4day / 20nhr / 6min / 32sec
. LLC

: untagged-oniy
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tagged mode (run-time)
VLAN tag pass through (configured)
VLAN tag pass through (run-time)

LC4
current card type
planned card type
hardware version
software version
serial number
oper status
system up time
RFC2684 encapsulation
tagged mode (configured)
tagged mode (run-time)
VLAN tag pass through (configured)
VLAN tag pass through (run-time)

Initialing the NE

: untagged-oniy
: disabied
: disabied

. ADSL

: SHOSL

: NCT1901-V3

: 6.5.7.2.4.0

: NCT1901-8169S009034
T up

: 4day / 20hr / Bmin / 55sec
T LLC

: tagged-oniy

: untagged-oniy

: enabied

: disabied

The form of “slot_#. port_#” is for the port-based CLI command. If slot_# is not specified,
CLI_Ex will apply the default value (slot 1) automatically to the syntax. Example 7shows the
usage of “slot_#. port_#” to indicate a specific port in a port-based CLI command. It is noted that
Example 7 also depicts the CLI commands with different forms of port index which indicates the

same port (slot 1, port 6).

Example 7 CLI commands to show the physical status of (slot 1 . port6)

CLI# status port show 6
Port: 1.6

admin status
oper status
power state
iine standard

[physical status]
item

: enabied
Toup
: L0
: G.992.5 Annex A

us DS

attainabie rate
attenuation

SNR margin
output power

{channel status]
item

1343 30644 kbps
0.0 0.0 dB
6.5 8.5 dB

12.1 12.6 dBm

Tx rate
interieave delay
CRC block iength

INP symbol time

us DS

1342 29204 kbps
0 0 ms
39 255 ms

C.00 0.00 OMT symboi

CLI# status port show 1.6

Port: 1.6
admin status
oper status
power state
iine standard

[physical status]
item

: enabied
Tup
. L0
: G.992.5 Annex A

us DS

attainablie rate
attenuation

SNR margin
output power

{channe! status]
item

1343 30649 kbps
0.0 0.0 dB
6.6 8.5 dB

12.1 12.6 dBm

us DS
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Tx rate
interieave delay
CRC block iength

INP symbol time

CLi(status)# port show 1

Port: 1.6
admin status
oper status
power state
iine standard

[physical status]
item

1342 29204 kbps
0 0 ms
39 255 ms

0.00 0.00 OMT symboi
.6-25
: enabied
Toup

. LC
: G.992.5 Annex A

us DS

attainabie rate
attenuation

SNR margin
output power

{channel status]
item

1343 30644 kbps
0.0 0.0 dB
6.5 8.5 dB

12.1 12.6 dBm

Tx rate
interieave delay
CRC block iength

INP symbol time

Port: 1.21
admin status

oper status

Port: 1.23
admin status
oper status
power state
iine standard

{physical status]
item

us DS

1342 29204 kbps
0 0 ms
39 255 ms

C.00 0.00 OMT symboi

: enabied
: down

: enabied
Tup

. L0
: G.992.5 Annex A

us DS

attainabie rate
attenuation

SNR margin
output power

{channe! status]
item

1343 30649 kbps
0.0 0.0 dB
6.4 8.5 dB

12.1 12.6 dBm

Tx rate
interieave delay
CRC block iength

INP symbol time

us DS

1351 29204 kbps
0 0 ms
39 255 ms

0.00 0.00 DMT sympol

Constructing the NE Objects
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The NCT192 IP-DSLAM provides the flexibility to be equipped with various card modules such
as ADSL-LC and SHDSL-LC. Constructing the NE board type of card module is the first task you
need to perform.

Once the equipped card modules to the NCT192 IP-DSLAM are determined, you need to set the
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planned type according to their correspondent slot to secure the system operation. For any reason
(removed or type error); if the planned type is not the same as the online type detected from the
system, the board mismatch alarm message will be reported.

Planning the System Card Type

Enter to the “config nc” sub-group directory to plan the NC (Network Control) card.

CLI# config nc
CLi(config nc)#

Enter to the “config Ic” sub-group directory to plan the LC (Line Card) card.

CLI# config Ic
ClLi(config 1c)#

Table 3-2 shows the CLI commands to configure the planned-type of LC/NC in the NE. Example
8~ Example 9 shows the usage of these commands as well as their related parameters.

Table 3-2 Planning the system card type

The following command is to modify the planning NC card type.

CLI(config nc)# set planned-type <nc-id> {none | cpu}

The following command is to modify the planning LC card type.

CLI(config Ic)# set planned-type < lc-range> <card-type>

Parameters Task

<nc-id> Identify the slot range of the NC card
Type: Mandatory
Valid values: 1 ~ 2 (value = 2 does not apply to NCT192)

{none | cpu} Identify the NC type.

<lc-range> Identify the slot range of the Line card.
Type: Mandatory
Valid values: See the Section “Port Interface Indication” of Chapter 3.

<card-type> Identify the line card type
Valid values: none, adsl, shdsl

Example 8 CLI commands to modify the planning NC card type
CLI# config nc
CLi(config nc)# set planned-type 1 cpu
OK
CLi(config nc)# show

NC:
pilanned-type current-type  tagged-mode

CPU CPU untagged-oniy

UGE:
UGE oper-status admin-status auto negotiation use-mode

1 down enabied enabied uptink
2 down disabied enabied uplink

Subtend VLAN 1D:
n/a

Example 9 CLI commands shows how to modify the planning LC card type
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CLI# config lc
CLi(config ic)# set planned-type 1.1 ads!

LC 1. 1: 0K
CLi(config ic)# show

planned current rfc2684 vian-tag service configured

LC  type type encap pass type tagged-mode
1 ADSL ADSL LLC disabied disabied untagged-only
2 SHDSL n/p LLC disabied disabled untagged-only
3 SHOSL ADSL LLC disabled disabled untagged-oniy
4 SHOSL n/p LLC enabied disabied tagged-oniy

ClLi(config ic)# set planned-type 3-4 ads!
LC 1. 3: 0K

LC 1. 4: OK

CLi(config ic)# show

planned current rfc2684 vian-tag service configured

LC  type type encap pass type tagged-mode
1 ADSL ADSL LLC disabied disabied untagged-only
2 SHDSL n/p LLC disabied disabied untagged-only
3 ADSL ADSL LLC disabled disabled untagged-oniy
4 ADSL n/p LLC enabied disabied tagged-oniy

Verifying Current Software and Hardware Versions

Follow the commands to display the inventory information of NE software/ hardware version,
card serial number, card type etc.

Use the “nc show” or “lc show” command under the “status” group directory to display the
system H/W and S/W version of each plug-in card module and slot planning type.

Enter to the “status” group directory to verify the software and hardware versions.

CLI# status
CLi(status)#

Table 3-3 shows the commands to retrieve the NC board-level information. Example 10 shows the
usage of these commands.

Table 3-3 Retrieve the software and hardware information of NC card

The following command is to display the version and plugging status of NC card.

CLI(status)# nc show

Example 10 Monitoring the NC board-level information

CLi(status)# nc show

NC
current card type : CPU Module
planned card type : CPU Module
role : active
hardware version : NCT1902-V5

software version
serial number

1 1.0v2.0.20R134
: NCT1902-81695008952
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oper status Doup
system up time : 2day / Ohr / 23min / l4sec
tagged mode : untagged-oniy

Table 3-4 shows the commands to retrieve the LC board-level information. 0 shows the usage of
these commands.

Table 3-4 Software and Firmware Verify of LC on-board card

The following command is to display the LC card version and plugging status.

CLI(status)# Ic show [<lc-range >]

Parameters Task

<|C_ra_nge> Identify the slot range of the Line card.
Type: Mandatory
Valid values: See the Section “Port Interface Indication” of Chapter 3.

Example 11 Monitoring the LC board-level information

CLi(status)# Ic show

LCI
current card type : ADSL
pianned card type . SHDSL
hardware version : NCT1901-V3
software version 1 6.5.7.2.4.0
serial number : NCT1901-8169S009031
oper status Loup
system up time : Oday / 16hr / 5min / 44sec
RFC2684 encapsulation : LLC
tagged mode (configured) : untagged-oniy
tagged mode (run-time) . untagged-only
VLAN tag pass through (configured) : disabled
VLAN tag pass through (run-time) : disabled

VC-to-VLAN setting (see Table 6-9) in the following case.
NC tagged mode = Tagged
LC tagged mode Run-Time Status = Tagged
LC VTP Run-Time Status = Enabled

. It is noted that the NE will drop the tagged Ethernet frames of VLAN-ID not configured by the
@

The tagged mode (run-time) indicates the operational status of tagged mode.
@ Tagged-only: LC (or NC) only forwards the tagged Ethernet frame and drops the untagged

Ethernet frame.

Untagged-only: LC (or NC) only forwards the untagged Ethernet frame and drops the tagged
Ethernet frame.

It is noted that the value of configured Tagged mode and its Run-Time Status may be different.

Please refer to Table 6-9 for the NE behavior when configuring NC and ADSL LC with various

Tagged mode and VTP parameters.

Configuring the System Information

The system information contains system name, location, and person contact information as
defined in RFC1213.

Enter to the “config sys-info” sub-group directory to configure the system information.

CLI# config sys-info
CLi(config sys—info)it

Table 3-5 shows the commands to perform the configuration of system information. Example 12
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Table 3-5

shows the usage of these commands as well as their related parameters.

System Information Configuration

Use this command to modify the system location.
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CLI(config sys-info)# set location <string>

Use this command to modify the system contact information.

CLI(config sys-info)# set contact <string>

Use this command to modify the system name.

CLI config (sys-info)# set name <string>

Use this command to monitor the system information.

CLI(config sys-info)# show

Parameters Task
<string> This specifies the textual identification of the information on the given field
Type: Mandatory
Valid values: String of up to 255 characters ('0'~'9', 'A'~'Z', 'a'~'z', -, ',".",'@").
Example 12 Modifying the name of system information

CLi(config sys-info)# set location Sydney
0K

ClLi(config sys-info)# set contact NetCommlLimited@02-94242000
0K

ClLi(config sys-info)# set name NCT192_IP_DSLAM
0K

CLi(config sys-info)# show

System Name : NCT192_1P_DSLAM

System Contact : NetCommL imited@02-94242000
System Description : IP-DSLAM

System Location : Sydney

Teinet time-out : 2 min (2 min)

Configuring the SNMP Manager

SNMP (Simple Network Management Protocol) is an application-layer protocol designed to
facilitate the exchange of management information between network devices. By using SNMP,
network administrators can more easily manage network performance, find and solve network
problems, and plan for network growth.

In NCT192 IP-DSLAM, we use SNMP to exchange management information between a NE and
LCT (or NCT192 server). SNMP enables the administrators to manage the NE by the LCT (or
NCT192 server). In the term of SNMP, the NE plays the role of SNMP agent and the LCT (or
NCT192 server) serves as the SNMP server. This section describes how to configure the SNMP on
the NE.

®

Beware of the SNMP community setting, this will affect the communication between the NCT192
LCT (or NCT192 server) and NE, you must re-login the NCT192 LCT if the SNMP community
has been modified.
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Configuring the SNMP Community

The SNMP community is a string representing the password to access the MIB of NE with the
associated privilege. The NE supports two levels of privilege (Permission) as follows:

. Read / Write / Create — Allow the SNMP server to read and write all objects in the MIB, as
well as the community strings.

. Read-only — Only allow the SNMP server to read all objects in the MIB except the
community strings.

The community string definitions on your NCT192 LCT (or NCT192 Server) must match at least
one of those community string definitions on the NE. Otherwise, the LCT (or NCT192 Server) is
not allowed to access the NE.

Table 3-6

The SNMP Community setting allows you to assign the community privilege levels. Two privilege
levels are supported, read-only and read-write.

Enter to the “config mgt snmp” sub-group directory to configure the SNMP community.

CLI# config mgt snmp
CLi(config mgt snmp)#

Table 3-6 shows the commands to perform the setting of SNMP community. Example 13 shows
the usage of these commands as well as their related parameters.

SNMP Community Setting

The following command is to create new SNMP community information. It is noted that the system supports at
most 8 community settings.

CLI(config mgt snmp)# add community <community-name> {rw | ro}

The following command is to delete the SNMP community information.

CLI(config mgt snmp)# del community <community-name>

The following command is to monitor the status of SNMP community sets (Community Table).

CLI(config mgt snmp)# show community <option>

Parameters

Task

< community-name > This specifies the community name

Type: Mandatory
Valid values: String of up to 20 characters ('0'~'9", 'A'~'Z, 'a'~'z', -, ',".,'@").

<option>

This specifies the community types
Type: Mandatory
Valid values: community | trapstation

{rw | ro}

This specifies the access permissions given by managers with this community name. ‘ro’ implies
read only permission and ‘rw’ implies read-write permission.

Type: Mandatory

Example 13 Add a new SNMP community to the system

CLi(config mgt snmp)# add community xxx ro
0K

CLi(config mgt snmp)# show

Community Table:
Community Permission

"public" read-only
" " .
netman’ read-write
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n '
XXX read-only

Trap Station Table:
No entry

Configuring the IP Address of SNMP Trap Station
SNMP Trap Manager records the hosts (any SNMP server, like LCT, NCT192 Server, and so on)

to be notified whenever the NE encounters abnormalities. When a trap condition happens, the NE
sends the corresponding SNMP trap message to the hosts (SNMP server).
Enter to the “config mgt snmp” sub-group directory to configure the Trap station.

CLI# config mgt snmp
CLi(config mgt snmp)it

Table 3-7 shows the commands to perform the setting of SNMP Trap Station. Example 14 shows
the usage of these commands as well as their related parameters.

Table 3-7 SNMP Trap Station Setting

The following command is to create a new trap station, system allows of 8 trap stations in maximum.
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CLI(config mgt snmp)# add trapstation <ip-addr> <community-name>

The following command is to delete the trap station information.

CLI(config mgt snmp)# del trapstation <ip-addr>

The following command is to monitor the status of trap stations (Trap Station Table).

CLI(config mgt snmp)# show <option>

Parameters Task

<ip-addr> This indicates the IP address (Server / Host IP) of SNMP Manager.
Type: Mandatory

<community-name> This specifies the SNMP trap community of NE (Send Trap).
Type: Mandatory

<option> This specifies the community types
Type: Mandatory
Valid values: community | trapstation

Example 14 Add a new Trap station

CLi(config mgt snmp)# add trapstation 192.168.1.1 public
0K

CLi(config mgt snmp)# show trapstation
Trap Station Table:
IP Address Community Version

192.168. 1.1 "pubiic” vac

Configuring the Management Interface

NCT192 provides 2 kinds of management interfaces on the NC (Network Control) card:

® Network management Ethernet interface (nme)
The nme is an out-of-band management Ethernet port on the NC card. Packets received on
this interface will never reach the switching fabric. Instead, packets are transported
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between the CPU and the nme port directly.

® Uplink network interface (uge)
The uge, an in-band management interface connects to the switching fabric, presents the
uplink gigabit Ethernet port that has ability to join the VLAN membership. Packets
received on this interface are transported to the CPU via switching fabric and vice versa.

This section depicts the CLI commands to configure the IP address of nme and uge ports.
Enter to the “config ip” sub-group directory to configure the management interface IP address.

CLi# config ip
CLi(config ip)#

Enter to the “config mgt” sub-group directory to configure the VLAN-ID associated with the uge
in-band interface.

CLI# config mgt
CLi(config mgt)#

Table 3-8 shows the commands to perform the management interface setting of IP address.

Example 15 and Example 16 shows the usage of these commands as well as their related
parameters.

Table 3-8 Management Interface IP Address Setting

The following command is to assign the IP address and subnet mask for management Ethernet interface (nme).

CLI(config ip)# set nme <ip-addr> <netmask> <gatewayip>

The following command is to assign the IP address and subnet mask for uplink Network interface (uge).

CLI(config ip)# set uge <ip-addr> <netmask> <gatewayip>

The following command is to assign the default gateway. The NCT192 IP-DSLAM sends all off-network IP traffic
to the default gateway.

CLI(config ip)# set gateway <ip-addr>

The following command is to monitor the management interface information.

CLI(config ip)# show

The following command is to identify the VLAN ID for in-band management traffic.

CLI(config mgt)# vlan-id set <vid>

The following command is to view the VLAN ID for in-band management traffic.

CLI(config mgt)# vlan-id show

Parameters Task
<ip_add r> This specifies the network IP address for nme and uge interface, this IP address is only for system
management.

Type: Mandatory
Valid values: Any valid class A/B/C address
Default value: None

<gatewayip> This specifies the gateway IP address for system, this gateway IP address is only for system
management.

Type: Mandatory

Valid values: Any valid class A/B/C address
<netmask> This specifies the subnet mask configured for the interface.
Type: Mandatory

Valid values: 255.0.0.0 ~ 255.255.255.255

<vid> Assign the in-band interface to the proper VLAN (Making sure the VLAN will be associated with
the network to which the IP address belongs).

Type: Mandatory

Valid values: 1 ~ 4094
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Example 15 Assign the IP address and subnet mask for nme

Cli(config ip)# set nme 192.168.192.1 255.255.0.0 100. 168. 1. 254
0K

Example 16 Assign the IP address and subnet mask for uge

Cli(config ip)# set uge 100.168.1.31 255.255.0.0 100. 168. 1.254
0K

CLi(config ip)# show

UGE
IP address : 100.168.1. 31
subnet mask 1 255.255.0.0
MAC address : 00:60:64:dc:7a:17
UGE VLAN D 1 4092
NME
IP address : 192.168.192.1
subnet mask 1 255.255.0.0
MAC address : 00:60:64:dc:7a:16
Gateway
IP address : 100.168. 1. 254

Setting the Management Ethernet (NME) Interface IP Address

Before accessing telnet session to the NCT192 IP-DSLAM or SNMP, you must assign an IP
address to either the in-band (uge) interface or the management Ethernet (nme) interface.

You can specify the subnet mask (netmask) in dotted decimal format.

To set the management Ethernet (nme) interface IP address, perform these procedures in CLI Ex
mode:

Step 1 Assign an [P address and subnet mask to the management Ethernet (nme) interface.

Step 2 Verify the default gateway, if necessary.

Example 17 depicts the CLI commands with how to assign an IP address and subnet mask to the
management Ethernet (nme) interface and how to verify the interface configuration.

Example 17 Setup the out-of-band management interface

CLi(config ip)# set nme 172.16.1.1 255.255.0.0 172.16. 1. 254

0K

CLi(config ip)# show

UGE
IP address : 100.168.3.97
subnet mask 1 255.255.0.0
MAC address : 00:60:64:dc:7a:17
UGE VLAN D 1 4092
NME
IP address 2 172.16.1.1
subnet mask 1 255.255.0.0
MAC address : 00:60:64:dc:7a:16
Gateway

IP address : 172.16.1.254
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Setting the in-band Interface (UGE) IP Address

Before accessing telnet session to the NCT192 IP-DSLAM or SNMP, you must assign an IP
address to either the in-band (uge) interface or the management Ethernet (nme) interface.

You can specify the subnet mask (netmask) in dotted decimal format.

Initialing the NE

To set the IP address and VLAN membership of the in-band (uge) management interface, you can
perform the following procedures in CLI Ex mode:

Step 1 Assign an [P address and subnet mask to the in-band (uge) management interface.

Step 2 Verify the default gateway, if necessary.

Step 3 Assign the in-band interface to the proper VLAN.

The Example 18 and Example 19 depict the CLI commands with how to assign an IP address,

specify the subnet mask, and assign the VLAN for the in-band (uge) interface.

Example 18

Setup the in-band management interface

CLi(config ip)# set uge 192.168.100.1 255.255.255.0 192. 168. 100. 254

0K

CLi(config ip)# show

UGE
IP address
subnet mask
MAC address
UGE VLAN iD

NME
IP address
subnet mask
MAC address

Gateway
IP address

ClLi(config ip)#t exit

Example 19

CLI# config mot

: 192.168. 100. 1

1 255.255.255.0

: 00:60:64:dc:7a:17
. 4092

1 192.168.192.1
1 255.255.248.0
: 00:60:64:dc:7a:16

1 192.168. 100. 254

Assign the in-band interface to the proper VLAN

CLI(mgt)# set vian 10

0K
CLi(mgt)# show

management

VLAN
user
user
user

.10

: guest (guest)
: admin (admin)
: abc (admin)

Configuring the Default Gateway

A gateway is a node that serves as an entrance to another network, and vice-versa. Gateways are

most commonly used to transfer data between private networks and the Internet.

The NCT192 IP-DSLAM sends IP packets destined for other IP subnets to the default gateway
(typically a router interface in the same network or subnet as the switch IP address). The NCT192
IP-DSLAM does not use the IP routing table to forward traffic from connected devices, IP traffic
only generated by the NCT192 IP-DSLAM itself (for example: Telnet, TFTP, and ping).
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The switch sends all off-network IP traffic to the primary default gateway. Both the in-band (uge)
and management Ethernet (nme) interfaces are specified with common default gateway, the
system forward traffic automatically determines through which interface of the default gateway
can be reached.

Configuring the Secured Host

The security host mechanism protects the NCT192 IP-DSLAM against unauthorized access from
untrustful host. This feature allows you to specify up to 10 sections of IPs of trusted hosts and
authorized services (e.g. SNMP, TELNET, and FTP)

Enter to the “config secure” sub-group directory to configure the secured host IP address.

CLI# config secure
CLi(config secure)#

Enter the “enable” CLI command in sub-group directory to enable the secured host.
CLi(config secure)# enable

0K

Table 3-9 shows the commands to perform the configuration of secured host. Example 20 and
Example 21 shows the usage of these commands as well as their related parameters.

Table 3-9 Secured Host Configuration

The following command is to specify the secured host with all permission services.

CLI(config secure)# allow <index> all

The following command is to specify the secured host without any permission service.

CLI(config secure)# allow <index> none

The following command is to specify the secured host in a specifics service.

CLI(config secure)# allow <index> <snmp,telnet,ftp,tftp>

The following command is to enable the secured host feature.

CLI(config secure)# enable

The following command is to disable the secured host feature.

CLI(config secure)# disable

The following command is to specify the secured host IP range.

CLI(config secure)# set <index> <from-ip> [<to-ip>]

The following command is to display the information of secured host.

CLI(config secure)# show [<index>]

Parameters Task
<index> This specifies the entry number of secured host list.
Valid values: 1 ~ 10
<snmp,te|net,ftp,tftp> This indicates the services (any combination of SNMP, TELNET, FTP and TFTP) the specified

secured hosts are allowed.
Valid values: snmp, telnet, ftp, tftp

<fr0m-ip> This indicates the beginning of the IP address range of the secured hosts.
Valid values: 0.0.0.0 ~ 255.255.255.255

<to_ip> This indicates the end of the IP address range of the secured hosts.
Valid values: 0.0.0.0 ~ 255.255.255.255
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Example 20

Set the secured host IP range

CLi(config secure)# set 2 192.168.192.1 192. 168. 192. 255

0K
CLi(config secu

Secured host co

re)# show

nfiguration:

to IP

aliowed type

Admin Status: enabied
index from IP

1 0.0.0.0

2 192.168.192. 1

3 0.0.0.0

4 0.0.0.0

5 0.0.0.0

6 0.0.0.0

7 0.0.0.0

8 0.0.0.0

9 0.0.0.0

10 0.0.0.0

Example 21

Allow the secured host with the permission services

255. 255. 255. 255
192. 168. 192. 255

0.0.0.
0.0.0.
0.0.0.
0.0.0.
0.0.0.
0.0.0.
0.0.0.
0.0.0.

CLi(config secure)tt allow 2 all

0K
CLi(config secu

Secured host co

re)# show

nfiguration:

0

[eNeNeoNelNolNelNe)

SNMP + telnet + FTP
none
none
none

atl
none
none
none
none
none

Admin Status: enabied
index from IP to IP aliowed type
1 0.0.0.0 255.255.255.255 SNMP + teinet + FTP
2 192.168.192.1 192.168. 192. 255 all
3 0.0.0.0 0.0.0.0 none
4 0.0.0.0 0.0.0.0 none
5 0.0.0.0 0.0.0.0 all
6 0.0.0.0 0.0.0.0 none
7 0.0.0.0 0.0.0.0 none
8 0.0.0.0 0.0.0.0 none
9 0.0.0.0 0.0.0.0 none
10 0.0.0.0 0.0.0.0 none

Maintaining the GE Network Interface

Configuring the UGE Negotiation Mode

Initialing the NE

The NE supports auto-negotiable uge Ethernet port. Enter to the “config nc” sub-group directory
to configure the UGE Negotiation Mode.

CLI# config nc
CLi(config nc)#

Table 3-10 shows the commands to perform the configuration of the UGE Negotiation Mode.

Example 22 shows the usage of these commands as well as its related parameters.
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Table 3-10 Configuring the UGE Negotiation Mode

The following command is to modify the UGE negotiation mode.

CLI(config nc)# set autoneg <uge-id> {off | on}

Parameters Task

{Oﬁ | on} Identify the auto negotiation mode of specified UGE port.
Type: Mandatory
Valid values: off | on

<uge-id> Identify the slot range of the UGE port
Type: Mandatory
Valid values: 1 ~ 2

Example 22 The modification of the UGE negotiation mode

CLi(config nc)#t set autoneg 1 enabled
0K

CLi(config nc)#t show

NC:
planned-type current-type  tagged-mode

CPU CPU untagged-oniy

UGE:
UGE oper-status admin-status auto negotiation use-mode

1 down enabied enabied uptink
2 down disabied enabied uplink

Subtend VLAN 1D:
n/a

Checking the SFP module information
NCT192 IP-DSLAM supports 2 SFP (Small Form Pluggable) Mini-GBIC modules on the NC.

Enter to the “status” group directory to verify the SFP module information.

Use the “gbic show” command under the “status” group directory to display the SFP information.

CLI# status
CLi(status)#

Table 3-11 shows the commands to perform the check of the SFP module information. Example 23
shows the usage of these commands as well as its related parameters.

Table 3-11 Checking the SFP module information

Using this command to display the system plugged SFP mini GBIC module.

CLI(status)# gbic show <uge-id>

Parameters Task

<uge-id> This specifies the index of UGE.
Type: Mandatory
Valid values: 1|2

Example 23 Display the system plugged SFP mini GBIC module
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CLi(status)# gbic show 2

identifier
connector

SONET compiiance codes
ethernet compiiance codes
fiber channel 1ink length

fiber channei
fiber channei
fiber channel
encoding

BR, nominai
tength(9um)
tength(9um)
iength(50um)

transmitter tech
transmitter media
speed

- 100Mbps
- km

- 100m

- 10m

iength(62. 5um)- 10m
tength(Copper)- 1m

vendor name
vendor QU
vendor PN
vendor SN

faser wave length

Maintaining the NE

. SFP
: LC

: 1000BASE-LX

. long distance (L)
: longwave laser (LC)
: single mode (SM)
: 100 MBytes/Sec

: 88108

13

.10

: 100

. 55

: 55

: 0

: 00:00:00

: SFP-LX

1 3119980079
: 1310 nm

Initialing the NE

The NE supports the storing, backup/restore configuration and firmware upgrade functions as
described in the following sub-sections.

Storing the Active System Configuration
Backup and Restore the Active System Configuration
File System Management

Managing the Boot Section

NE Firmware Upgrade
NE Firmware Upgrade in Cascade mode
SHDSL Firmware Upgrade

Storing the Active System Configuration

The modified configuration will be lost due to the rebooting of hardware without saving (storing).
Use “save” command under “config file” sub-group directory to save your active configuration in
system flash, NCT192 IP-DSLAM will load the saved configurations and execute them whenever
the system reboots.

Enter to the “config file” sub-group directory to operate.

CLI# config file
CLi(config file)#
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Table 3-12 Store the Active System Configuration

The following command is to save current configuration and backup old configuration.

CLI(config file)# save

The following command is to remove all saved configuration files.

CLI(config file)# erase

The following command is to show configuration information.
CLI(config file)# Is

Saving system configurations takes about 15 seconds to finish.

Example 24 Save the system configuration

ClLi(config file)# save
0K

ClLi(config file)# Is

Listing directory {cfg:]

Nov 19 2007 18:14 37 mac.cfg

Oct 10 2000 12:58 146150  default.cfg
Nov 30 2007 20:43 32 defauit.md5
Oct 17 2000 13:38 146993  config.cfg
Oct 11 2000 13:38 32 config.md5

Backup and Restore the Active System Configuration

NE provides the backup and restore related CLI commands to backup or restore the NE
configuration via FTP. The backup procedures are as following:

Step 1 Open the DOS prompt window (or environment) on personal computer (PC).

Step 2 Go to the directory where the backup file is saved and then login the NCT192 by
FTP

Step 3 Get the configuration file from NE to the target partition via FTP by following
commands:

ftp> cd cfg:

ftp> get default.cfg
or

ftp> put default.cfg

It is noted that login device via FTP must be used the read-write authorization. The default
username/password is admin/admin.

E)

It is noted that the NE configuration is saved in “default.cfg” on the NE. The operator can backup
the “default.cfg” and save it with a different filename on the local host. However, the operator has
to restore (by the ftp “put” command) the NE configuration with filename of “default.cfg”.

E)

Example 25 and Example 26 show the process to backup the configurations and restore the
configurations, respectively..

Example 25  Backup the configurations from the NE via FTP.
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D:\>ftp 192.168.192.1

. Connected to 192.168.192.1.

220~ -
220~ Weicome to the IP-DSLAM FTP Server -
220~ -
220- CAUTION: it™s your responsibility to use the FTP service correctly -
220~ , please put the right fiies into the right file system. -
220 -

User (192.168.192.1:(none)): admin

331 Password required

Password:

230 User logged in

ftp> cd cfg:

250 Changed directory to "cfg:/"

ftp> get default.cfg D:\DSLAM-TPE-4. txt

200 Port set okay

150 Opening BINARY mode data connection

226 Transfer complete

ftp: 152231 bytes received in 0.45Seconds 335.31Kbytes/sec
ftp> bye

221 Bye...see you later

D:\>

Example 26  Restore the configurations to the NE via FTP.

25.

D:\>ftp 192.168.192.1

Connected to 192.168.192. 1.

220-===============

220~ Welcome to the IP-DSLAM FTP Server

220~

220- CAUTION: it s your responsibility to use the FTP service correctly
220~ , please put the right files into the right file system.
220

User (192.168.192.1:(none)): admin

331 Password required

Password:

230 User logged in

ftp> cd cfg:

250 Changed directory to "cfg:/"

ftp> put DSLAM-TPE-4.cfg default.cfg

200 Port set okay

150 Opening BINARY mode data connection
226~ CAUTION:Piease wait for 120 seconds -
226 Transfer compiete

ftp: 152231 bytes sent in 0.80Seconds 191.01Kbytes/sec
ftp> bye

227 Bye...see you later

File System Management

Initialing the NE

This section depicts the CLI commands for the maintenance of file system in the on-board flash.

Enter the “filesystem” in sub-group directory to operate.

CLI# filesystem
CLI(filesystem)#
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Table 3-13 File System Co

33

nfiguration

The following command is to delete a file.

CLI(filesystem)# del {opCodeA | opCodeB | cfg} <filename>

The following command is to list files inside file system partition.

CLI(filesystem)# Is [opCodeA | opCodeB | cfg]

Parameters

Task

{opCodeA | opCodeB | cfg}

This specifies the partition of NC on-board flash.
opCodeA/opCodeB: the partition to store the NE firmware and LC firmware.
cfg: the partition to store the configuration file.

<filename>

This specifies the file name of file to be stored in the partition of NC on-board flash.
Type: Mandatory
Valid values: nct192. enc

nct1901fw. enc

nct1901br. enc

config.cfg

config.md5

Example 27

CLI# filesystem Is
Listing directory

Listing directory

Listing directory

CLI# filesystem de
ERROR: Can't delet

Configuration of file system in NE

(opCodeA: ]
Dec 18 2007 10:23 2679217  nct192.enc
Dec 18 2007 15:55 457808 nct1901fw. enc
Dec 18 2007 15:55 32892  nct1901br.enc
(opCodeB: ]
Dec 15 2007 10:21 2679217  nct192.enc
Dec 15 2007 13:25 457808  nct1901fw. enc
Dec 15 2007 13:25 32892 nct1901br.enc
(cfg:]
Nov 19 2007 18:14 37  mac.cfg
Nov 30 2007 20:43 146150  defauit.cfg
Nov 30 2007 20:43 32 defauit.mds
Oct 15 2000 09:30 146689  config.cfg
Oct 15 2000 09:30 32 config.md5

| cfg default.cfg
e default configuration file.

It is noted that the follwing files can not be deleted via CLI/LCT.

@ default.
default.

cfg
md5

mac.cfg

Two kinds of .cfg files, config.cfg and default.cfg, are kept in the NE for the NE to boot up
@ with a set of deterministic configuration parameters. In order to guarantee these .cfg files are
not corrupted, the NE also protect them by MDS5 encryption.

Whenever the NE boots up, it executes the following procedure.

1. TheNE

first reads and checks config.cfg and try to rebuild the previous configuration

accordingly.

2. If the config.cfg is absent or is corrupted, the NE will read and check default.cfg and try
to rebuild the default configuration accordingly.

3. If the default.cfg is absent or is corrupted, the NE will use its internal setting to rebuild
the factory-default configuration accordingly
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Managing the Boot Section

The NE supports two boot sections ‘opCodeA’ and ‘opCodeB’, each contains the necessary
firmware for the system. With 2 boot sections, the original NE firmware can be kept as it is. As a
result, the operator is able to recover the NE whenever it fails to upgrade NE firmware due to any
reason (ex. the upgraded firmware is corrupted due to network failure.)

To this end, it is recommened the operator to upload the new firmware to the ‘opCodeA’ if the
current boot partition is ‘opCodeB’.

Please refer to Section “NE Firmware Upgrade” of Chapter 3 for the example of their usage.

Use the command “boot-device” to manage the boot section of the system.

CLI# boot-device

Table 3-14 Managing the Boot Section

The following command is to identify the startup boot section.

CLI# boot-device set {opCodeA | opCodeB}

The following command is to display the current boot device and firmware file.

CLI# boot-device show

NE Firmware Upgrade

NE provides NC/ADSL LC Firmware Upgrade related commands to load the new firmware to the
NC on-board flash (non-violent memory) by FTP. The firmware upgrade procedures are as
follows.

Step 1 Check the current boot partition via the CLI command:.

CLI# boot-device show

current boot device : opCodeB: xxxxx. enc
next boot device : opCodeB: xxxxx. enc
Step 2 Open the DOS prompt window (or environment) on personal computer (PC).

Step 3 Go to the directory where the new firmware is saved, and then login the NCT192 by
FTP

Step 4 Upload the new firmware to the target partition via FTP by the following commands.
Example 28 shows an example of uploading firmware to NE.
ftp> cd opCodeB: (or ftp> cd opCodeA: )
ftp> bin
ftp> put xXxxxx.enc

Step5  Change the next boot partition to let the NE be rebooted by executing the new image
(Refers to Table 3-14 Managing the Boot Section)

CLI# boot-device set opCodeA

CLI# boot-device show

current boot device : opCodeB: xxxxx. enc
next boot device : opCodeA: xxxxx. enc

It is noted that login device via FTP must be used the read-write authorization. The default
@ username/password is admin/admin.
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Example 28 Upload NC/ADSL LC Firmware to Flash Memory of NC through FTP
Upgrade nct192.enc (image file of NC)

root@redhat9:/tmp> ftp 192.168. 192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> cd opCodeA:

250 Changed directory to "opCodeA:"

ftp> bin

200 Type set to I, binary mode

ftp> put nct192.enc

200 Port set okay

150 Opening BINARY mode data connection

226- CAUTION:Piease wait for 120 seconds or check the Flash LED -
226 Transfer compiete

ftp: 3126797 bytes sent in 6.91Seconds 452. 70Kbytes/sec
ftp> bye

227 Bye...see you later

Upgrade nct1901fw.enc (DSP code of LC)

root@redhat9:/tmp> ftp 192.168.192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> cd opCodeA:

250 Changed directory to "opCodeA:"

ftp> bin

200 Type set to i, binary mode

ftp> put nct1901fw. enc

200 Port set okay

150 Opening BINARY mode data connection

226~ CAUTION:Piease wait for 120 seconds or check the Fiash LED -
226 Transfer complete

ftp: 457808 bytes sent in 1.03Seconds 444.04Kbytes/sec
ftp> bye

221 Bye...see you later

Upgrade nct1901br.enc (Booter of LC)

root@redhat9:/tmp> ftp 192. 168. 192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> cd opCodeA:

250 Changed directory to "opCodeA:"

ftp> bin

200 Type set to i, binary mode

ftp> put nct1901br.enc

200 Port set okay

150 Opening BINARY mode data connection

226- CAUTION:Piease wait for 120 seconds or check the Flash LED -
226 Transfer compiete

ftp: 32892 bytes sent in 0.11Seconds 299.02Kbytes/sec
ftp> bye

227 Bye...see you later
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Make sure the source image file that you select is accordant to the NE model; else the NE may not
run well with the upgraded firmware image after rebooting.

NE Firmware Upgrade in Cascade mode

NE provides NC/ADSL LC Firmware Upgrade related commands to load the new firmware to the
NC on-board flash (non-violent memory) by FTP. The Remote-NE firmware upgrade procedures
are as follows.

Step 1 “Clogin” to check the current boot partition of Remote-NE via the CLI command:.

CLi# clogin 1
CLI#

Please type "@.<cr>" to jocally close connection
Login:admin
Password:

CLI# boot-device show
current boot device : opCodeB: xxxxx. enc
next boot device : opCodeB: xxxxx. enc

Step 2 Open the DOS prompt window (or environment) on personal computer (PC).

Step 3 Go to the directory where the new firmware is saved, and then login the NCT192 by
FTP

Step 4 Upload the new firmware to the target partition via FTP by the following commands.
Example 29 shows an example of uploading firmware to Remote-NE.

ftp> bin
ftp> put xxxxx.enc (Client filename) \\1 (Remote 1D) \ opCodeB:\xxxxx.enc (Remote filename)

Step5  Change the next boot partition to let the Remote-NE be rebooted by executing the
new image (Refers to Table 3-14Managing the Boot Section)

CLI# boot-device set opCodeA

CLI# boot-device show

current boot device : opCodeB: xxxxx. enc
next boot device . opCodeA: xxxxx. enc

% It is noted that login device via FTP must be used the read-write authorization. The default
@‘ username/password is admin/admin.

Example 29 Upload NC/ADSL LC Firmware to Flash Memory of a Remote-NE
through FTP

Upgrade nct192.enc (image file of NC)

root@redhat9:/tmp> ftp 192.168. 192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> bin

200 Type set to i, binary mode

ftp> put nct192.enc \\1\opCodeA:\nct192. enc

200 Port set okay

150 Opening BINARY mode data connection

226~ CAUTION:Piease wait for 120 seconds or check the Fiash LED -
226 Transfer compiete

ftp: 3126797 bytes sent in 6.91Seconds 452. 70Kbytes/sec
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ftp> bye
227 Bye...see you later

Upgrade nct1901fw.enc (DSP code of LC)

root@redhat9:/tmp> ftp 192.168. 192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> bin

200 Type set to i, binary mode

ftp> put nct1901fw. enc \\1\opCodeA:\nct1901fw. enc

200 Port set okay

150 Opening BINARY mode data connection

226~ CAUTION:Piease wait for 120 seconds or check the Fiash LED -
226 Transfer compiete

ftp: 457808 bytes sent in 1.03Seconds 444.04Kbytes/sec
ftp> bye

227 Bye...see you later

Upgrade nct1901br.enc (Booter of LC)

root@redhat9:/tmp> ftp 192.168. 192. 1
Connected to 192.168.192.1 (192.168.192.1).

Name (192.168.192.1:axds!): admin

331 Password required

Password:

230 User logged in

ftp> bin

200 Type set to i, binary mode

ftp> put nct19C1br.enc \\1\opCodeA:\nct1901br. enc
200 Port set okay

150 Opening BINARY mode data connection

226- CAUTION:Piease wait for 120 seconds or check the Flash LED -
226 Transfer compiete

ftp: 32892 bytes sent in 0.11Seconds 299.02Kbytes/sec
ftp> bye

227 Bye...see you later

0,

Make sure the source image file that you select is accordant to the Remote-NE model; else the NE
may not run well with the upgraded firmware image after rebooting.
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SHDSL Firmware Upgrade

This section depicts the procedures to upgrade the firmware version of the SHDSL line card; the
higher version will bring new features and functions of the SHDSL line card.

CLI employs a NE SHDSL Firmware Upgrade utility to transfer the new code files to the memory
of NC card by FTP (File Transfer Protocol), and then upgrades this new version from memory to
SHDSL line card. You can follow the procedures below to update your SHDSL line card if
necessary.

Step 1 Open the DOS prompt window and go to the directory where the new firmware is.

Step 2 Upload the new SHDSL firmware to the flash memory of NC through FTP. Example
30 shows an example of uploading SHDSL firmware from local host to the flash
memory of NC.
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Step 3 Use the commands described in Table 3-15 to upgrade the new firmware to SHDSL
line card and wait for the state of upgrade to be finished. Example 31 shows an
example of uploading SHDSL firmware from NC to NE.

Example 30 Upload SHDSL Firmware to Flash Memory of NC through FTP

D:\image\SHDSL Firmware>ftp 192. 168. 192. 1
Connected to 192.168.192. 1.

220~ -
220~ Weicome to the IP-DSLAM FTP Server -
220~ -
220- CAUTION: it™s your responsibility to use the FTP service correctly -
220~ , please put the right files into the right file system. -
220 -

User (192.168.192.1:(none)): admin

331 Password required

Password:

230 User logged in

ftp>

ftp> cd shdsi:

250 Changed directory to "shdsi:/"

ftp> put TEImage.bin. gz

200 Port set okay

150 Opening BINARY mode data connection

226- CAUTION:Please wait for 120 seconds or check the Flash LED -
226 Transfer compiete

ftp: 1834196 bytes sent in 1.30Seconds 1414. 18Kbytes/sec
ftp>

ftp> bye

221 Bye...see you later
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Table 3-15

SHDSL Firmware Upgrade

The following command is to upgrade SHDSL firmware from flash memory to SHDSL line card.

39

CLI# shdsl-fw-upgrade start <lc-range>

The following command is to show the upgrade status.

CLI# shdsl-fw-upgrade show

Parameters

Task

<lc-range>

This specifies the slot index of target SHDSL line card.
Type: Mandatory
Valid values: 1 ~ 4

Example 31 Upload SHDSL Firmware from NC to SHDSL Line Card

CLI# shdsi-fw-upgrade start 4
OK: Please reset LC after "finished" state

CLI# shdsi-fw-upgrade show

SHDSL firmware upgrade state

LC type state

1 ADSL n/a
2  ADSL n/a
3 ADSL n/a
4 SHOSL transmission of firmware image

Configuring the System Date and Time

You can set the date and time parameters as part of the initial system configuration and set the
system date and time by using the “datetime” command at the prompt of CLI#.

o

The date and time will be reset due to reboot system. However, the NE will synchronize its date
and time with the configured time server’s.

(Please refer to Section “Configuring the Internet Time Server” for the setting of time server.

Table 3-16 shows the CLI commands to perform the configuration of system data and time.
Example 32 shows the usage of these commands as well as its related parameters.
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Table 3-16 System Date and Time Configuration

The following command is to set the system date time.

CLI# datetime set <date> <time>

The following command is to set the GMT time zone for system.

CLI# datetime timezone <zone>

The following command is to monitor the current system time.
CLI# datetime show
Parameters Task

<date> Identify the year, month, and date.
Type: Mandatory
Valid values: yyyy-mm-dd

<time> Identify the time in hour, minute, and second.
Type: Mandatory
Valid values: hh:mm:ss

{zone} Identify the GMT time zone.
Type: Mandatory
Valid values: -12 ~ +13

Example 32 Configure the system date and time

CLI# datetime set 2005-03-10 10:38:00
0K

CLI# datetime timezone 48
0K

CLI# datetime show
datetime: 2005-03-10 10:38:11 GMT+8

Configuring the Internet Time Server

A time server is a server that reads the actual time from a reference clock and distributes this
information to its clients using a computer network. The NE supports to synchronize its date and
time with the configured time server’s via the Simple Network Time Protocol (SNTP)

We use the following steps to configure the time sever of NCT192 IP-DSLAM:

Step 1:  Set the time server to let the clock of NCT192 IP-DSLAM be synchronized with an
Internet time server’s.

Step 2:  Enter the “config time-service” sub-group directory to configure the Internet time
server.

CLI# config time-service
CLi(config time-service)#

Table 3-17 shows the CLI commands to perform the Internet Time Server setting. Example 33
shows the usage of these commands as well as their related parameters.
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Table 3-17 Internet Time Server Setting

The following command is to enable the time server IP address or domain name.

CLI(config time-service)# servers set <serverl | server2 | server3> <address>

The following command is to disable the time server.

CLI(config time-service)# servers delete <serverl | server2 | server3>

The following command is to define the synchronization protocol.

CLI(config time-service)# set protocol <none | sntp>

The following command is to define the synchronization time period.

CLI(config time-service)# set timezone <zone-value>

The following command is to define the synchronization time period.

CLI(config time-service)# set period <time>

The following command is to display the time server configuration information.

CLI(config time-service)# show

The following command is to manually synchronize with time server.

CLI(config time-service)# update

Parameters Task

<address> This specifies the network IP address or domain name for Internet time server.
Type: Mandatory
Valid values: Any valid class A/B/C IP address or domain name

<zone-value> Identify the GMT time zone.
Type: Mandatory
Valid values: -12 ~ +13

<time> This specifies the automatic synchronizing time period
Type: Mandatory
Valid values: 1 ~ 1440 Minutes

Example 33 Set the time server IP address or domain name

CLi(config time-service)# servers set serverl 220.130. 158.52
0K

CLi(config time-service)# set protocol sntp
0K

ClLi(config time-service)# set timezone +12
0K

ClLi(config time-service)# update
0K

CLi(config time-service)# show

Time protocoi: SNTP
Update period: 12 hr O min
Time servers:
{servert]
internet address: 220.130. 158. 52
status: backup mode
{server2]
internet address:
status: not set
{server3]
internet address:
status: not set
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{time zone]l GMT+12

Configuring the DNS Server

Table 3-18

The DNS (Domain Name System) server is used for the resolution of domain name. For example,
a query for www.cisco.com will receive a reply with the IP address of the web server of Cisco.
Therefore the DNS Server is designed for the resolution of domain name. In other words, the DNS
replies the corresponding IP address to the URL like the given example.

Enter to the “config dns” sub-group directory to configure the DNS server.

CLI# config dns
ClLi(config dns)#

Table 3-18 shows the CLI commands to perform the DNS server setting. Example 34 shows the
usage of these commands as well as its related parameters.

DNS Server Setting

The following command is to define the DNS server IP address.

CLI(config dns)# set {dnsl | dns2 | dns3} <ip-addr>

The following command is to delete the DNS server.

CLI(config dns)# del {dnsl | dns2 | dns3}

The following command is to display the DNS server.

CLI(config dns)# show

Parameters

Task

<ip-addr>

This specifies the DNS server IP address.
Type: Mandatory

Example 34 Add a new DNS server to the system

CLi(config dns)# set dns? 168.95.1.1
Set OK.

CLi(config dns)# set dns2 168.95.1.88
Set OK.

CLi(config dns)# show
DNS server 1P
dns' dns2 dns3

168.95. 1.1 168.95.1.88 0.0.0.0

Ambient Temperature

Ambient temperature is a common term to denote a certain temperature within enclosed space in
which the NCT192 IP-DSLAM is accustomed.

Enter the “config hw-sensor” sub-group directory to set the temperature threshold of hardware
sensor of NCT192 IP-DSLAM.

CLI# config hw-sensor
CLi(config hw-sensor)#
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Table 3-19 shows the CLI commands to perform the configuration of ambient temperature.
Example 35 shows the usage of these commands as well as its related parameters.

Table 3-19 Configuring Ambient Temperature

The following command is to set the temperature threshold of the system.

CLI(config hw-sensor)# set temp <temp-high> <temp-low>

The following command is to show the current setting.

CLI(config hw-sensor)# show

Parameters Task

<temp_high> This specifies the high temperature threshold. Whenever the ambient temperature is higher than
<temp-high>, the NE sends alarm traps to the configured trap hosts (NCT192 LCT or NCT192
server)

Type: Mandatory
Valid values: -20 ~ 100 (degrees centigrade)

<temp_|ow> This specifies the low temperature threshold. Whenever the ambient temperature is lower than
<temp-low> , the NE sends alarm traps to the configured trap hosts (NCT192 LCT or NCT192
server)

Type: Mandatory

Valid values: -20 ~ 100 (degrees centigrade)

Example 35 Set the temperature threshold of the system

CLi(config hw-sensor)# set temp 70 -10
0K

CLi(config hw-sensor)# show
sensor temperature threshoids: high low

70 -10
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Chapter 4 Managing the System Profiles

A profile is a named list of configuration parameters with a value assigned to each parameter. By
using a profile, the operator can configure the NE without keying in a lot of configuration
parameters. However, when the operator modifies a profile, the modification will affect all ports
using that profile.

This chapter describes the management of two kinds of profiles, data transport related profiles and
alarm definition profile. The alarm definition profile defines the attributes of the report (alarm) of
abnormality launched by the NE.

As to the data transport related profiles, they are

) xDSL Profile
(] VLAN Profile

The xDSL Profile indicates the ADSL Profile and SHDSL Profile. It defines the attributes of the
connection established via the xXDSL subscriber loop. As to the VLAN Profile, it defines the
attributes of services/applications applied to the xDSL subscriber.

Figure 4-1 and Table 4-1 help you to understand each profile and their interrelationship.

As shown in Figure 4-1, NE forwards traffic on 2 kinds of connections, unicast connection and
multicast connection, on the Data Level. For the unicast connection, it carries all traffic (unicast
and broadcast) except multicast traffic. The attributes of unicast connection are specified by the IP
Traffic Profile. As for the multicast connection, its attributes are specified by the Multicast
Channel Profile. Moreover, the NE also supports to restrict the subscriber to receive a set of
specific Multicast Channels. Multicast Service Profile records the set of specific Multicast
Channels.

Figure 4-1 Interrelationship of Data Transport Related Profiles
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Table 4-1 Data Transport Related Profiles
Profile Capacity | Level Category | Description
Line Profile 60 sets Link Loop Define the attributes of xDSL loop
connection.
xDSL PM Threshold Profile 60 sets Link Loop Report the message if loop
Profile connection error across the
threshold.
Traffic Policing Profile 60 sets Data User Define the rule of traffic policing for
(ADSL LC only) Data user data.
IP Traffic Profile 60 sets Data Unicast Define the traffic bandwidth of
Unicast connection.
VLAN Multicast Service Profile | 60 sets Data Multicast | A set of service selected from menu
list.
Profile
Multicast Channel 800 sets Data Multicast | A menu list of multicast channel, it
Profile also defines the traffic bandwidth of
Multicast connection.

E)

To make Traffic Policing Profile take effect, it needs to set IP Traffic Profile properly. Please refer
to the NOTE under “Configuring the Traffic Policing Profile”.

To make an xDSL line work normally, the IP Traffic Profile is essential. As to the Traffic Policing
Profile, it is optional and is only applicable to ADSL LC.

© @

A profile is a named list of configuration parameters with a value assigned to each parameter.
When you delete a profile you will affect the change on all port or connection using that profile. If
you want to change a single port or a subset of ports, you can create another profile with desired
parameters, and then assign the new profile to the desired port.

This chapter contains the following sections:

®  Configuring the xDSL Profile
B Configuring the ADSL Connection Profile
B Configuring the ADSL Performance Alarm Profile
B Configuring the Traffic Policing Profile
B Configuring the SHDSL Connection Profile
B Configuring the SHDSL Performance Alarm Profile
®  Configuring the VLAN Profile
B VLAN Profile contains 2 categories of profiles.
®  Configuring the IP Traffic Profile
®  Configuring the Multicast Service Related Profile

Configuring the xDSL Profile

The xDSL profiles enable you to simplify the process to configure the different xDSL loops with
the same loop/data connection attributes. For example, you may classify the subscribers to several
categories like category of residential customers, category of small office customers, category of
enterprise customers and so on. Each category of subscribers is with the same loop/data
connection attributes. Different categories are with their specific attributes like the line speed and
performance parameters to secure their particular service quality. Once the profiles are created,
you can easily assign the xXDSL subscriber with the request xDSL loop attributes.
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This section depicts the supported xDSL profiles.
Configuring the ADSL Connection Profile
Configuring the ADSL Performance Alarm Profile
Configuring the Traffic Policing Profile
Configuring the SHDSL Connection Profile
Configuring the SHDSL Performance Alarm Profile

Configuring the ADSL Connection Profile

Table 4-2

The ADSL connection profile indicates the expected overall physical parameters of the ADSL line
port. This profile describes the communication at the ADSL layer. A number of parameters will be
specified such as fast/interleaved, rate adaptation mode, noise margin, power spectrum density,
and transmit rate.

Enter to the “config profile adsl-conf” sub-group directory to manage the ADSL connection
profile.

CLI# config profile adsi-conf
CLi(config profile adsi-conf)#

Table 4-2 shows the connection profile configuration of the ADSL line. Example 36 shows the
usage of these commands as well as its related parameters

ADSL Connection Profile Configuration

The following command is to generate a new ADSL connection profile.

CLlI(config profile adsl-conf)# add <profile-name>

The following command is to remove the specific ADSL connection profile.

CLI(config profile adsl-conf)# del <profile-name>

The following command is to activate the specific ADSL connection profile.

CLlI(config profile adsl-conf)# enable <profile-name>

The following command is to deactivate the specific ADSL connection profile.

CLI(config profile adsl-conf)# disable <profile-name>

The following command is to modify the profile rate mode to adaptive with desired parameters.

CLI(config profile adsl-conf)# set adaptive-rate <profile-name> <us-min-rate> <us-max-rate>

<ds-min-rate> <ds-max-rate>
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Table 4-2 ADSL Connection Profile Configuration (continued)

The following command is to modify the profile rate mode to dynamic with desired parameters.

47

CLI(config profile adsl-conf)# set dynamic-rate <profile-name> <us-min-rate> <us-max-rate>
<ds-min-rate> <ds-max-rate> <us-down-shift>
<us-up-shift> <ds-down-shift> <ds-up-shift>

The following command is to modify the profile rate mode to fix with desired parameters.

CLlI(config profile adsl-conf)# set fixed-rate <profile-name> <us-rate> <ds-rate>

The following command is to modify the profile line mode to interleaved path with latency.

CLI(config profile adsl-conf)# set line-mode <profile-name> interleave <max-us-latency>
<max-ds-latency> <min-us-inp>
<min-ds-inp>

The following command is to modify the profile line mode to fast path.

CLI(config profile adsl-conf)# set linemode <profile-name> fast

The following command is to modify the profile PSD (Power Spectrum Density) with desired parameters.

CLI(config profile adsl-conf)# set psd <profile-name> <us-psd> <ds-psd>

The following command is to modify the upstream or downstream shelf SNR margin due to dynamic rate mode.

CLI(config profile adsl-conf)# set snr-margin <profile-name> {us | ds} <target-snr>
<min-snr><max-snr>

The following command is to modify the upstream or downstream shelf SNR margin due to dynamic rate mode.

CLI(config profile adsl-conf)# set shift-snr <profile-name> {us | ds} <down-shift-snr>
<up-shift-snr>

The following command is to modify the ADSL2/ADSL2+ power automatic management for L2 state.

CLI(config profile adsl-conf)# set pwr-mgt <profile-name> 12 automatic <I2-min-rate> <I2-max-rate>
<12-low-time> <10-time>

The following command is to modify the ADSL2/ADSL2+ power manual management for L2 state.

CLI(config profile adsl-conf)# set pwr-mgt <profile-name> 12 manual <12-min-rate> <I2-max-rate>

The following command is to modify the ADSL2/ADSL2+ power management for L3 state.

CLI(config profile adsl-conf)# set pwr-mgt <profile-name> I3 <denied | accepted>

The following command is to monitor the ADSL connection profile information.

CLI(config profile adsl-conf)# show [<profile-name>]
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Table 4-2 ADSL Connection Profile Configuration (continued)
Parameters Task
<profi le-name> This specifies the ADSL connection profile name
Type: Mandatory
Valid values: String of up to 32 characters ('0'~'9', 'A'~'Z', 'a'~'z', -, ',".",'@").
<us-min-rate> Defines upstream minimum transmit rate, this parameter is available for adaptive

and dynamic rate mode.

Type: Mandatory

Valid values: 64 ~ 2976 (multiple of 32 kbps)
Default value: 64 kbps (due to profile generated)

<us-max-rate> Defines upstream maximum transmit rate, this parameter is available for adaptive
and dynamic rate mode.

Type: Mandatory
Valid values: 64 ~ 2976 (multiple of 32 kbps)
Default value: 64 kbps (due to profile generated)

<ds-min-rate> Defines downstream minimum transmit rate, this parameter is available for
adaptive and dynamic rate mode.

Type: Mandatory
Valid values: 32 ~ 29984 (multiple of 32 kbps)
Default value: 32 kbps (due to profile generated)

<ds-max-rate> Defines downstream maximum transmit rate, this parameter is available for
adaptive and dynamic rate mode.

Type: Mandatory
Valid values: 32 ~ 29984 (multiple of 32 kbps)
Default value: 32 kbps (due to profile generated)

<us-rate> Defines upstream transmit rate, this parameter is available for fixed rate mode.
Type: Mandatory

Valid values: 64 ~ 2976 (multiple of 32 kbps)

Default value: 64 kbps (due to profile generated)

<ds-rate> Defines downstream transmit rate, this parameter is available for fixed rate mode.
Type: Mandatory

Valid values: 32 ~ 29984 (multiple of 32 kbps)

Default value: 32 kbps (due to profile generated)

< us-down-shift > Defines the minimum time interval during which the upstream noise margin should
stay below the Downshift SNR before the ATU-R triggers the SRA process to
decrease the line rate.

Type: Mandatory

Valid values: 0 ~ 16383 (seconds)

Default value: 0 sec (due to profile generated)

< us-up-shift > Defines the minimum time interval during which the upstream noise margin should
stay above the Upshift SNR before the ATU-R triggers the SRA process to increase
the line rate.

Type: Mandatory
Valid values: 0 ~ 16383 (seconds)
Default value: 0 sec (due to profile generated)
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Table 4-2 ADSL Connection Profile Configuration (continued)
Parameters Task
< ds-down-shift > Defines the minimum time interval during which the downstream noise margin

should stay below the Downshift SNR before the ATU-C triggers the SRA process
to decrease the line rate.

Type: Mandatory
Valid values: 0 ~ 16383 (seconds)
Default value: 0 sec (due to profile generated)

< ds-up-shift > Defines the minimum time interval during which the downstream noise margin
should stay above the Upshift SNR before the ATU-C triggers the SRA process to
increase the line rate.

Type: Mandatory
Valid values: 0 ~ 16383 (seconds)
Default value: 0 sec (due to profile generated)

< max-us-latency> Defines the maximum upstream interleaved path latency.

It applies only to the interleave channel and defines the mapping between
subsequent input bytes at the inter-leaver input and their placement in the bit
stream at the interleave output. Larger numbers provide greater separation between
consecutive input bytes in the output bit stream, allowing for improved impulse
noise immunity at the expense of payload latency.

Type: Mandatory

Valid values: 1 ~ 255 (milliseconds)

Default value: 0 msec (due to profile generated)

< max-ds-latency> Defines the maximum downstream interleaved path latency.

It applies only to the interleave channel and defines the mapping between
subsequent input bytes at the inter-leaver input and their placement in the bit
stream at the interleave output. Larger numbers provide greater separation between
consecutive input bytes in the output bit stream, allowing for improved impulse
noise immunity at the expense of payload latency.

Type: Mandatory

Valid values: 1 ~ 255 (milliseconds)

Default value: 0 msec (due to profile generated)

<min-u5-inp> Defines the minimum upstream INP (Impulse Noise Protect) capability. It indicates
the multiple of INP symbol.

Type: Mandatory
Valid values: {0]1/2|1]2|4|8]16}
Default value: 0 (due to profile generated)

<min—ds-inp> Defines the minimum downstream INP (Impulse Noise Protect) capability. It
indicates the multiple of INP symbol.

Type: Mandatory
valid values: {0]1/2]1|2]4]8]16}
Default value: 0 (due to profile generated)

<us-psd> Defines upstream power spectrum density level.
Type: Mandatory

Valid values: -40.0 ~ 4.0 (dB/Hz)

Default value: 0 dB/Hz (due to profile generated)

<ds-psd> Defines downstream power spectrum density level.
Type: Mandatory

Valid values: -40.0 ~ 4.0 (dB/Hz)

Default value: 1.0 dB/Hz (due to profile generated)
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Table 4-2 ADSL Connection Profile Configuration (continued)

Parameters

Task

<target-snr>

Defines target SNR (Signal-to-Noise Ratio) margin for upstream or downstream
signal.

Type: Mandatory

Valid values: 0.0 ~ 31.0 (dBm)

Default value: 6.0 dBm (due to profile generated)

<min-snr> Defines minimum SNR margin for upstream or downstream signal.
Type: Mandatory
Valid values: 0.0 ~ 31.0 (dBm)
Default value: 0 dBm (due to profile generated)

<max-snr> Defines maximum SNR margin for upstream or downstream signal.

Type: Mandatory
Valid values: 0.0 ~ 31.0 (dBm)
Default value: 31.0 dBm (due to profile generated)

<down-shift-snr>

Defines down-shift SNR margin for upstream or downstream signal.
Type: Mandatory

Valid values: 0.0 ~ 31.0 (dBm)

Default value: 0 dBm (due to profile generated)

<up-shift-snr>

Defines up-shift SNR margin for upstream or downstream signal.
Type: Mandatory

Valid values: 0.0 ~ 31.0 (dBm)

Default value: 0 dBm (due to profile generated)

<mode>

Defines line power management L2 mode to be either ‘automatic’ or ‘manual’.
Automatic — This mode enables the ADSL line to automatically transfer from
the LO (full-on) state to the L2 (low power) state whenever the
downstream net data rate is lower than expected. And it also enables the
ADSL line to automatically transfer from the L2 state to the LO state once
the NE begins to drop the downstream data.
Manual —This mode allows the operator to manually force the specific ADSL
line to transfer from the L2 state to the L0 state, and vice versa.
Type: Mandatory
Valid values: {automatic | manual}
Default value: manual

< 12-min-rate>

Defines minimum rate and low-bound to data rate for power management L2 state
in 32 kbps steps.

Type: Mandatory
Valid values: 32 ~ 29984 kbps
Default value: 64 kbps

< 12-max-rate>

Defines maximum rate to data rate for power management L2 state in 32 kbps
steps.

Type: Mandatory
Valid values: 32 ~ 29984 kbps
Default value: 29984 kbps

<I2-low-rate-time>

It specifies the contiguous time interval for which the downstream mean net data
rate is below the ‘L2 State Min & Low Rate’ on a ADSL line. (See the Note below)

Type: Mandatory
Valid values: 0 ~ 65535 seconds
Default value: 300 seconds

<|0-time>

It specifies the minimum time (seconds) the ADSL line must stay at the LO state.
During this time interval, the ADSL line is not allowed to transfer to the L2 state. It
is the so-called LO-TIME as defined in ITU-T G.997.1. (See the Note below)

Type: Mandatory
Valid values: 0 ~ 65535 seconds
Default value: 900 seconds

<denied | accepted>

Defines the management L3 request. If it is, the ADSL lines applied this profile
will accept request from CPE and transfer their power management state into L3 by
the CPE request.

Type: Mandatory
Valid values: {denied | accepted}
Default value: accepted
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S

Comparison of ADSL ‘adaptive-rate mode’ and ‘dynamic-rate mode’.

®  Adaptive-rate mode: When the ADSL loop is in the ‘adaptive-rate mode’, the NE will
re-try to establish a new lower-rate connection with the ATU-R whenever the NE or ATU-R
detects 10 consecutive SESs (Severely Error Seconds) in this mode.

®  Dynamic-rate mode: When the ADSL loop is in the ‘dynamic-rate mode’, the NE will
trigger the SRA (Seamless Rate Adaptation) process to change the line rates without losing
the connection with ATU-R whenever the physical loop environment varies in this mode.

S

The associated parameters of the Dynamic-rate mode are as follows.

‘<up-shift-snr>’, ‘<down-shift-snr>’, ‘< us-up-shift >/< ds-up-shift >’ and ‘< us-down-shift>/<
ds-down-shift >’

In the Dynamic-rate mode, the NE will lose the connection with ATU-R if it fails to complete the
SRA process to change the line rates

© e

The following relationship holds when setting their values.
<min-snr> < <down-shift-snr> < <target-snr> < <up-shift-snr> < <max-snr>.

S

Comparison of ADSL ‘interleave channel mode’ and ‘fast channel mode’

) Interleave channel mode: When the ADSL loop is in the ‘Interleave channel mode’, it
enhances the immunity to the impulse noise like lighting. However, its side effect is to
introduce the transmission latency. Hence it is suitable for the time-insensitive data
transmission, like file transfer.

®  Fast channel mode: When the ADSL loop is in the ‘fast channel mode’, the latency
introduced by the ADSL link is shortest. Hence, it is suitable for the transmission of
time-sensitive information such as audio.

S

The default upstream/downstream PSD spectrums in G.992.1 ADSL, G.992.3 ADSL2 and G.992.5
ADSL2+ are different. To simply the configuration effort, <us-psd> and <ds-psd> here indicate
the deviation from the default upstream and downstream PSD spectrums in G.992.x, respectively.
Hence, it is recommended to set <us-psd> and <ds-psd> as zero in normal case.

S

The relationship among <us-psd>, observed upstream SNR margin, observed ADSL line upstream
rate and ADSL line reach.

®  Higher <us-psd> results in either higher observed SNR margin or higher observed ADSL
line rate or longer ADSL line reach.

®  Higher <us-psd> also results in more severe Cross Talk.

Hence, for fixed ADSL reach, you will observe either high SNR margin or high ADSL line rate.
When you do not need high SNR margin or high ADSL line rate, you can lower the <us-psd> to
save power (save money).

The above description applies to the relationship among <ds-psd>, observed downstream SNR
margin, observed ADSL line downstream rate and ADSL line reach.

S

In order to save power, G.992.3 and G.992.5 define the power management function. The operator
can either configure the ADSL line Transmission (Tx) power be either manually or automatically
managed.

The automatic power management function enables the ADSL line to automatically transfer from
the LO (full-on) state to the L2 (low power) state whenever the downstream net data rate is lower
than expected. And it also enables the ADSL line to automatically transfer from the L2 state to the
LO state once the NE begins to drop the downstream data.
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S

Concepts about the setting of automatic L0/L2 power management (12 pwr-mgt)

®  The default values are to let the ADSL line be always in the LO state. If you want to save
power, you can alter these values.

®  Whenever the ADSL chip detects that the subscriber’s data traffic is low on this ADSL line,
and it meets the criterion constructed by the setting of <I2-min-rate>, <I2-max-rate>,
<I2-low-time> and <I0-time>. The ADSL chip will let the ADSL line enter L2 state to save
power. (The ADSL chip will lower the PSD Spectrum to achieve this purpose)

S

In order to let the ADSL line avoid going into and out of L2 too often, the following LO©L2 state
transition criteria are adopted.

LO—>L2:

®  The ADSL line must stay at the LO state for a period specified by ‘L0 State Min Time to
Start Monitoring’ (i.e., the LO-TIME as defined in ITU-T G.997.1)

®  After the LO-TIME, the NE begins to compute the mean net-data rate for a period of
‘L2 State Low Rate Min Contiguous Time’ on an ADSL line.

®  The ADSL line transfers to the L2 state once the computed mean net-data rate is below
the ‘L2 State Min & Low Rate’.

®  Once an ADSL line is at the L2 state, its downstream ADSL line rate is in the range
from ‘L2 State Min & Low Rate’ to ‘L2 State Max Rate’.

L2-L0:

®  The ADSL line immediately transfers to the LO state once the NE detects packet loss on
the ADSL line in the down stream direction.

Example 36 Add a new ADSL connection profile with desired values

CLi(config profile adsi-conf)# add bank
0K

ClLi(config profile adsi-conf)# set adaptive-rate bank 512 2048 1024 8192
0K

ClLi(config profile adsi-conf)# set |ine-mode bank interleave 10 10 1 1
0K

CLi(config profile adsi-conf)# enable bank
0K

CLi(config profile adsi-conf)# show bank

profite [bank]

status : enabied
iine mode . interieave
rate mode : adaptive

up-stream  down-stream
fast rate (min/max) : 512/2048 1024/8192 kbps
interieave rate (min/max) : 512/2048 1024/8192 kbps
interleave max delay : 10 10 ms
interieave min INP symbol time : 1 1
target SNR margin : 6.0 6.0 dB
min. /max. SNR margin : 0.0/31.0 0.0/31.0 dB
down/up shift SNR margin : 3.0/20.0 3.0/20.0 dB
down/up shift time : 1000/1000 100071000 sec
PSD : 0.0 0.0 dBm/Hz

power management setting:
L2-mode  L2-min-rate L2-max-rate CPE L3

manual 32 kbps 29984 kbps accepted
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% Attaching the ADSL connection profile to the proper ADSL line port can be tasked to the “config
@ port” sub-group directory. It refers to the Section “Configuring the ADSL Line Port”of Chapter 5.

by the CLI commands in the “config port” sub-group directory. Please refers to the Section

Once the ADSL connection profile is created, the operator can apply it to distinct ADSL line port
4
“Configuring the ADSL Line Port”of Chapter 5. for the related command.

Configuring the ADSL Performance Alarm Profile

The PM threshold profile sets the threshold values for the performance parameters associated with
the ADSL line. The NE will report the threshold-over trap (i.e. TCA, Threshold-Crossing Alarm)
to the NCT192 LCT (or NCT192 Server) when the specified performance threshold is over.

During the accumulation cycle, if the current value of a performance parameter reaches or exceeds
its corresponding threshold value, a threshold crossing alert (TCA) is generated by the system and
sent to trap station. TCAs provide early detection of performance degradation. When a threshold is
crossed, the ADSL line port continues to count the errors during a given accumulation period. If 0

is entered as the threshold value, the NE never sends the corresponding TCA.

The NE supports to define the Near-End and Far-End thresholds of ES (Errored Seconds), SES
(Severely Errored Seconds), and UAS (Unavailable Seconds) conditions in 15 minutes and 1 day
interval. The definition of ES, SES and UAS are as follows.

®  ES (Error Second)
ES corresponds to “ES-L” defined in ITU-T G.997.1 (2003 Edition)
ITU-T G.997.1 defines ES as a count of 1-second intervals with one or more CRC-8
anomalies summed over all received bearer channels, or one or more LOS defects, or
one or more SEF defects, or one or more LPR defects.

®  SES (Several Error Second)
SES corresponds to the “SES-L” defined in ITU-T G997.1 (2003 Edition).
ITU-T G.997.1 defines ES as a count of 1-second intervals with 18 or more CRC-8
anomalies summed over all received bearer channels, or one or more LOS defects, or
one or more SEF defects, or one or more LPR defects.

®  UAS (UnAvailable Second)
UAS corresponds to the “UAS-L” defined in ITU-T G.997.1 (2003 Edition).
ITU-T G.997.1 defines ES as a count of 1-second intervals for which the ADSL line is
unavailable. The ADSL line becomes unavailable at the onset of 10 contiguous SES-Ls.
The 10 SES-Ls are included in unavailable time. Once unavailable, the ADSL line
becomes available at the onset of 10 contiguous seconds with no SES-Ls. The 10
seconds with no SES-Ls are excluded from unavailable time. Some parameter counts
are inhibited during unavailability

Enter to the “config profile adsl-alarm” sub-group directory to manage the ADSL performance
alarm profile.

CLI# config profile adsl-alarm
ClLi(config profile adsi-atarm)#

Table 4-3 shows the performance alarm profile configuration of the ADSL line. Example 37 shows
the usage of these commands as well as its related parameters.
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Table 4-3 ADSL Performance Alarm Profile Configuration

The following command is to generate a new ADSL performance alarm profile.

CLI(config profile adsl-alarm)# add <profile-name>

The following command is to remove the specific ADSL performance alarm profile.

CLI(config profile adsl-alarm)# del <profile-name>

The following command is to activate the specific ADSL performance alarm profile.

CLI(config profile adsl-alarm)# enable <profile-name>

The following command is to deactivate the specific ADSL performance alarm profile.

CLI(config profile adsl-alarm)# disable <profile-name>

The following command is to modify the performance ADSL alarm profile parameters at Near-End and Far-End.

CLI(config profile adsl-alarm)# set <profile-name> <15min-es> <15min-ses> <15min-uas> <lday-es>
<lday-ses> <lday-uas> [near | far]

The following command is to monitor the ADSL performance alarm profile information.

CLI(config profile adsl-alarm)# show [<profile-name>]

Parameters Task
<profile-name> This specifies the performance alarm profile name

Type: Mandatory

Valid values: String of up to 32 characters ('0'~'9', 'A'~'Z', 'a'~'z', -, ',".",'@").
<15min-es> When the keyword “near” is set,

This field indicates the threshold of Errored Seconds (ES) on the CO (Central
Office) side during the last 15 minutes. When the threshold is set to 10, the NE
launches a trap (alarm) if the count of specific errors exceeds 10 during the last 15
minutes.

When the keyword “far” is set,

This field indicates the threshold of Errored Seconds (ES) on the RT side (CPE)
during the last 15 minutes. When the threshold is set to 10, the NE launches a trap
(alarm) if the count of specific errors exceeds 10 during the last 15 minutes.

Type: Mandatory
Valid values: 0 ~ 900
Default value: 0 (due to profile generated)

<15min-ses> When the keyword “near” is set,

This field indicates the threshold of Severely Errored Seconds (SES) on the CO
(Central Office) side during the last 15 minutes. When the threshold is set to 10, the
NE launches a trap (alarm) if the count of specific errors exceeds 10 during the last
15 minutes.

When the keyword “far