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Copyright Notice

© 2005 All rights reserved. No part of this document may be reproduced or transmitted in any form or
by any means, electronic or mechanical, for any purpose, without the express written permission of
the seller.

Disclaimer

Information in this document is subject to change without notice. The statements, configurations,
technical data, and recommendations in this document are believed to be accurate and reliable, but
are presented without express or implied warranty. The seller therefore assumes no responsibility and
shall have no liability of any kind arising from the supply or use of this document or the material
contained herein.

Statement of Conditions

In the interest of improving internal design, operational function, and/or reliability, the seller reserves
the right to make changes to the products described in this document without notice.

The seller does not assume any liability that may occur due to the use or application of the product(s)
or circuit layout(s) described herein.

In addition, the program and information contained herein are licensed only pursuant to a license
agreement that contains restrictions on use and disclosure (that may incorporate by reference certain
limitations and notices imposed by third parties).

Trademarks

All other product or service names mentioned in this document may be trademarks of the companies
with which they are associated.




Safety and Precaution

For Installation

For Using

For Service

Caution

O

Use only the type of power source indicated on the marking labels.
Use only power adapter supplied with the product.

Do not overload wall outlet or extension cords as this may increase the
risk of electric shock or fire. If the power cord is frayed, replace it with a
new one.

Proper ventilation is necessary to prevent the product overheating. Do
not block or cover the slots and openings on the device, which are
intended for ventilation and proper operation. It is recommended to
mount the product with a stack.

Do not place the product near any source of heat or expose it to direct
sunlight.

Do not expose the product to moisture. Never spill any liquid on the
product.

Do not attempt to connect with any computer accessory or electronic
product without instructions from qualified service personnel. This may
result in risk of electronic shock or fire.

Do not place this product on unstable stand or table.

Power off and unplug this product from the wall outlet when it is not in
use or before cleaning. Pay attention to the temperature of the power
adapter. The temperature might be high.

After powering off the product, power on the product at least 15
seconds later.

Do not block the ventilating openings of this product.

When the product is expected to be not in use for a period of time,
unplug the power cord of the product to prevent it from the damage of
storm or sudden increases in rating.

Do not attempt to disassemble or open covers of this unit by yourself. Nor
should you attempt to service the product yourself, which may void the user’s
authority to operate it. Contact qualified service personnel under the following
conditions:

O

O
O
O

o 0o

If the power cord or plug is damaged or frayed.
If liquid has been spilled into the product.
If the product has been exposed to rain or water.

If the product does not operate normally when the operating instructions
are followed.

If the product has been dropped or the cabinet has been damaged.
If the product exhibits a distinct change in performance.

Any changes or modifications not expressly approved by the party
responsible for compliance could void the authority to operate
equipment.
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FCC

This equipment must be installed and operated in accordance with provided
instructions and a minimum 20 cm spacing must be provided between computer
mounted antenna and person’s body (excluding extremities of hands, wrist and feet)
during wireless modes of operation.

FCC Class B Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) this device may not cause harmful interference;

(2) this device must accept any interference received, including interference that
may cause undesired operation.

Note:

This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential
installation. This equipment can generate, use and radiate radio frequency energy
and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

® Reorient or relocate the receiving antenna.
® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

® Consult the dealer or an experienced radio/television technician for help

v
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Before You Use

Before You Use

Thank you for choosing the Asymmetric Digital Subscriber Line (ADSL) Router. With
the asymmetric technology, this device runs over standard copper phone lines. In
addition, ADSL allows you to have both voice and data services in use
simultaneously all over one phone line.

RTA1320 ADSL2+ Router is a low-cost DSL broadband access device for home or
office users. It supports ADSL2/ADSL2+ and is backward compatible to ADSL, even
offers auto-negotiation capability for different flavors (G.dmt, G.lite, or T1.413 Issue 2)
according to central office DSLAM’s settings (Digital Subscriber Line Access
Multiplexer). Also the feature-rich routing functions are seamlessly integrated to
ADSL service for existing corporate or home users. Now users can enjoy various
bandwidth-consuming applications via RTA1320 ADSL2+ Router.

Unpacking

Check the contents of the package against the pack contents checklist below. If any
of the items is missing, contact the dealer from whom the equipment was
purchased.

ADSL Router

Power Adapter and Cord
RJ-11 ADSL Line Cable
RJ-45 Ethernet Cable
Quick Start Guide

Driver & Utility Software CD
USB Cable

N NN N N

Features

ADSL Compliance
ANSI T1.413 Issue 2

ITU G.992.1 Annex A (G.dmt)
ITU G.992.2 Annex A (G.lite)
ITU G.994.1 (G.hs)

Support dying gasp

RTITVRTR W

Maximum Rate: 8 Mbps for downstream and 1 Mbps for upstream

ADSL2 Compliance
& ITU G.992.3 Annex A (G.dmt.his)

& Maximum Rate: 12 Mbps for downstream and 1 Mbps for upstream

ADSL2+ Compliance
@ ITU G.992.5 Annex A

@ Maximum Rate: 24 Mbps for downstream and 1.2 Mbps for upstream




ADSL Router User Manual

ATM Features

RV W

=

=

Compliant to ATM Forum UNI 3.1 / 4.0 Permanent Virtual Circuits (PVCs)
Support up to 8 PVCs for UBR, CBR, VBR-nrt, VBR-rt with traffic shaping
RFC2684 LLC Encapsulation and VC Multiplexing over AAL5

RFC2364 Point-to-Point Protocol (PPP) over AAL5S

RFC2225 Classical IP and ARP over ATM

RFC2516 PPP over Ethernet: support Relay (Transparent Forwarding) and
Client functions

Support PPPoA or PPPoE Bridged mode (the IP address got from ISP can be
passed to the user’'s PC and behave as the IP address of the user’s PC.)

OAM F4/F5 End-to-End/Segment Loopback Cells

Bridging Features

RV A

Supports self-learning bridge specified in IEEE 802.1d Transparent Bridging
Supports up to 4096 learning MAC addresses

Transparent Bridging among 10/100 Mb Ethernet interface and USB interface
Supports IGMP Snooping

Supports 802.1Q VLAN packet pass-through

Routing Features

&

@

=

ARV AIIBVRRIR W

NAT (Network Address Translation) / PAT (Port Address Translation) let
multiple users on the LAN to access the internet for the cost of only one IP
address.

ALGs (Application Level Gateways): such as NetMeeting, MSN Messenger,
FTP, Quick Time, mIRC, Real Player, CuSeeMe, VPN pass-through with
multiple sessions, RTSP, SIP, etc.

Port Forwarding: the users can setup multiple virtual servers (e.g., Web, FTP,
Mail servers) on user’s local network.

Support DMZ

UPNP IGD (Internet Gateway Device) with NAT traversal capability

Support Static routes

DNS Relay, Dynamic DNS

DHCP Client/Relay/Server

Time protocol can be used to get current time from network time server
Support IGMP Proxy

Support IP/Bridge QoS for prioritize the transmission of different traffic classes
Support 802.1Q VLAN Tagging

Security Features

PAP (RFC1334), CHAP (RFC1994), and MS-CHAP/MS-CHAP2 for PPP
session

Firewall support IP packets filtering based on IP address/Port number/Protocol
type

Support DoS (Deny of Services) which detect & protect a number of attacks
(such as SYN/FIN/RST Flood, Smurf, WinNuke, Echo Scan, Xmas Tree Scan,
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etc)

Configuration and Management

& User-friendly embedded web configuration interface with password protection

& Remote management accesses control

& Telnet session for local or remote management

@ Firmware upgrades through HTTP or TFTP

& The boot loader contains very simple web page to allow the users to update
the run-time firmware image.

@ Configuration file backup and restore

Subscription for ADSL Service

To use the ADSL Router, you have to subscribe for ADSL service from your
broadband service provider. According to the service type you subscribe, you will get
various IP addresses:

Dynamic IP: If you apply for dial-up connection, you will be given an Internet
account with username and password. You will get a dynamic IP by dialing up to
your ISP, such as under PPPoA, PPPoE, or MER mode.

Static IP address: If you apply for full-time connectivity, you may get either one
static IP address or a range of IP addresses from your ISP. The IP address varies
according to different ADSL service provider, such as using IPoA or MER mode.

Xl
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Notes and Cautions
Note and Caution in this manual are highlighted with graphics as below to indicate
important information.

Contains information that corresponds to a specific topic.
Note

I Represents essential steps, actions, or messages that should not be
Caution ignored.

Xlil



Chapter 1: Overview

Chapter 1: Overview

This chapter provides you the description for the LEDs and connectors on the front
and rear surface of the router. Before you use/install this router, please take a look at
this information first.

Physical Outlook

Front Panel

The following illustration shows the front panel of the ADSL Router:

s ™
Power DSL PPP Ethernet USB

- /

LED Indicators
The ADSL Router is equipped with several LEDs on the front panel as described in

the table below (from left to right):

Function | Color Definition
Off Power is off.
Solid Green Power is on and the device operates normally.
Solid Red Power on self-test is in progress
Power The device enters the console mode of the boot loader.
Power on self-test is failure if the led always stays solid
red.
Flash Red Firmware upgrades in progress
Off No DSL signal is detected.
DSL Slow Flash Green DSL line handshaking is in progress
Fast Flash Green DSL line training is in progress
Solid Green DSL line connection is up.
Off No PPPoA or PPPOE connection
PPP Solid Green At least one PPPoA or PPPOE connection is up. The
users can access the Internet now.
Off No Ethernet signal is detected.
Ethernet | Flash Green User data is going through Ethernet port
Solid Green Ethernet interface is ready to work.
Off No USB signal is detected.
USB Flash Green User data is going through USB port
Solid Green USB interface is ready to work.
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Rear Panel
The following figure illustrates the rear panel of your ADSL Router:

7

9VAC

® - wmob
O

DSL USB Ethernet P

8

Connector |Description

DSL RJ-11 connector

USB USB connector

Ethernet Ethernet RJ-45 connector
O Power switch

9VAC 9VAC Power connector

= | Note: For use only with power supply HON-KWANG type A9100-230, Leader
type A41090100.




Chapter 2: System Requirement and Installation

Chapter 2: System Requirement and Installation

System Requirement

To access the ADSL Router via Ethernet, the host computer must meet the following
requirements:

< Equipped with an Ethernet network interface.
** Have TCP/IP installed.

** Allow the client PC to obtain an IP address automatically or set
a fixed IP address.

** With a web browser installed: Internet Explorer 5.x or later.

The ADSL Router is configured with the default IP address of 192.168.1.1 and
subnet mask of 255.255.255.0. Considering that the DHCP server is Enable by
default, the DHCP clients should be able to access the ADSL Router, or the host PC
should be assigned an IP address first for initial configuration.

You also can manage the ADSL Router through a web browser-based manager:
ADSL ROUTER CONTROL PANEL. The ADSL Router manager uses the HTTP
protocol via a web browser to allow you to set up and manage the device.

I _ To configure the device via web browser, at least one

- properly-configured PC must be connected to the network (either
connected directly or through an external hub/switch to the LAN port of
the device).

Choosing a place for the ADSL Router

(1) Place the ADSL Router close to ADSL wall outlet and power outlet for the
cable to reach it easily.

® Avoid placing the device in places where people may walk on the cables. Also
keep it away from direct sunlight or heat sources.

(3) Place the device on a flat and stable stand.
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Connecting the ADSL Router

Follow the steps below to connect the related devices.

’_'_'_._'_____'___,’:_-_-—'—'—'_-_
© UseaRJ-11 cable =
(standard telephone cord) H

to connect the DSL port of

the router to the DSL wall ﬁ

outlet. = el
\q:“
rr__;——_—___———'__-
® Please attach one end of -
the Ethernet cable with e

RJ-45 connector to the
LAN port of your ADSL
Router. —

©® Connect the other end of
the cable to the Ethernet
port of the client PC.

O cConnectthe supplied
power adapter to the
PWR port of your ADSL
Router, and plug the other
end to a power outlet.

© Tumonthe power switch.

Here is an example for
hardware connection.




Chapter 2: System Requirement and Installation

When connecting through a hub, please refer to the following diagram for illustration.

& wed

P

USB Driver Installation

If the ADSL router is connected to a PC through the USB interface, you will be
prompted for the USB drivers when plugging the USB cable to the PC. Refer to the
relevant operating system to install the USB drivers.

For Windows ME

Run the USB installation program from the CD provided in your router
package.

An InstallShield Wizard will appear. Please wait for a moment.
When the welcome screen appears, click Next for the next step.

When the complete window of the InstallShield Wizard appears, click
Finish.

Link your router and the PC with a USB cable.

The system will detect the USB driver automatically. Then, the system will
copy the proper files for this router.

Note: If the USB device is not detected automatically, check the USB cable

between the PC and the device. Besides, verify that the device is power on.

(7] When the file copying finished, the dialog above will close. Now the USB
driver is installed properly. You can use the router.

For Windows 2000

(1] Run the USB installation program from the CD provided in your router
package.
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(2] An InstallShield Wizard will appear. Please wait for a moment.

InstallShield Wizard

InztallShield® YWizard, which will guide wou through the rest of the

g Ackey ADSL Router USB Driver Setup is preparing the
]
setup process. Please wait,

Cancel |

© When the welcome screen appears, click Next for the next step.

InstallShield Wizard x|

‘Welcome to the InstallShield Wizard for Askey
ADSL Router USB Driver

This Installation 'wWizard will install Askey ADSL Router USE
diiver on your computer. To continue, click Mext.

< Back Cancel |

(4] When the complete window of the InstallShield Wizard appears, click
Finish.
InstallShield Wizard

Askep ADSL Router USB Driver

Setup has finished instaling Askey ADSL Rauter USE driver on
your cornputber.

To continue, click Finish, then ingert the L15EB cable

The spstem will then automatically detect the device.

< Back Canzel |

e Link your router and the PC with a USB cable.

(6] The system will detect the USB driver automatically. And then, the system
will copy the proper files for this router.

Found New Hardware

Azkey ADSL Router USE Remate MOIS Device (BCMBEZRx
Bazedl

Note: If the USB device is not detected automatically, check the USB
cable between the PC and the device. Besides, make sure that the device

is power on.




Chapter 2: System Requirement and Installation

(7] When the file copying finished, the dialog above will close. Now the USB
driver is installed properly. You can use the router.

To make sure that your router is properly installed, please do the following steps.

1. Right-click on My Computer and press Properties.

Active Deskkop

Arrange Icons F
Line Up Icons
Refresh

Paste
Paste Shorbut

Mew

2. On the Hardware tap, click Device Manager.

System Properties 21x

| Uszer Profilesl Advancedl

General I Wetwork |dentificatio

— Hardwara Wizard

The Hardware wizard helps you install, uninstall, repair.
unplug. eject, and configure your hardware.

Hardware Wizard...

The Device Manager lists all the hardware devices installed
on your computer. Use the Device Manager to change the
properties of any device.

Diriver Signing... Id Device Manager... }

— Hardware Profile:

Hardware profiles provide a way for you to zet up and store
different hardware configurations.

Hardware Profiles. .. |

Ok I Cancel | Apply |

3. Confirm that the Askey ADSL Router USB Remote NDIS Device is on the
Network adapters list.

-ioix

({5 DYDJCD-ROM drives

--% Floppy disk controllers

--{3 Floppy disk drives

(-5 IDE ATAJATAPI cortrollers

[+ IEEE 1394 Bus host controllers

- Kevboards

(-7 Mice and other pointing devices

[Monitar:

B8 Metwork adapters

B8 Askey ADSL Router USE Remote MDIS Device (BCMG3xx: Based)
B8 Intel(R) PROJ1000 PM Metwork Connection
(J FURLS LT 2 LR Ty

(fjé Sound, video and game controllers

B System devices

- & Universal Serial Bus controllers

Display adapters
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For Windows XP

(1] Run the USB installation program from the CD provided in your router
package.
(2] An InstallShield Wizard will appear. Please wait for a moment.

Azlkey ADSL Router USE Driver Setup iz preparing the
v InstallShieldR Wizard, which will guide you through the rest of the
zetup process. Please wai,

Cancel

(3] When the welcome screen appears, click Next for the next step.

InstallShield Wizard ]

‘Welcome to the InstallShield Wizard for Askey
ADSL Router USB Driver

Thiz Installation wWizard will install Askey ADSL Router LISE
diiver on your computer. To continue, click Mext.

Cancel |

When the complete message of InstallShield Wizard appears, click Finish.

InstallShield Wizard
Askey ADSL Router USB Diiver

Setup has finished installing Askey ADSL Fouter LUSE driver on
Your computer,

To continue, click Finish, then insert the USE cable.

The spstem will then automatically detect the device.

(5 Link your router and the PC with a USB cable.

(6] The system will detect the USB driver automatically.

i) Found New Hardware
3B Device

Note: If the USB device is not detected, check the USB cable between the
PC and the device. Also make sure that the device is power on.
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(7] Then the system will try to find the proper driver for your router and copy the
files automatically.

L) Found New Hardware ®

Askey ADSL Router USE Remate MOIS Device (BCMAZ )
Based)

i) Found New Hardware x

Your new hardware is installed and ready to use,

(9] You can use the router now.

To make sure your router is properly installed, please do the following steps.

1. Right-click on My Computer and press Properties.

. -

_-- ¥ .
Open

Explore
Search...
Manage

Map Metwark Drive. ..
Disconnect Metwark Drive. ..

Create Shortout
Delete
Rename

System Properties

| System Restore || Automatic Updates I Femate |

| General || Computer Hame Hardwar : Advanced

Device Manager
§ The Device Manager lists all the hardware devices installed

on pour computer. Use the Device Manager to change the
properties of any device.

[ Device Manager l

Dirivers

Diriver Signing lets vou make sure that installed drivers are
compatible with “Windows, Windows Update lets you zet up
how *Windows connects to Windows Update for drivers.

[ Diriver Signing ] [ Windows Update

Hardwsare Prafiles

Hardwsare profiles provide a way for you to set up and stare
different hardware configurations.

[ Hardware Profiles ]

ak. H Cancel ] Apply
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3. Confirm that the Askey ADSL Router USB Remote NDIS Device is on the
Network adapters list.

L Device Manager, El@| E|

File  Action Wiew Help

m &g 2 a

+- iy Camputer
+-age Disk drives
¥ @ Display adapters
+ g DYDJCD-ROM drives
+ = Floppy disk controllers
+ };, Floppy disk drives
+ =y IDE ATAJATAPL controllers
+-&g IEEE 1394 Bus host controllers
+- 2 Keyboards
+-1") Mice and other pointing devices
+ - Moritors
E Metwork adapters
HE 1394 Net Adapter
HE Askey ADSL Router USE Remate MDIS Device (BCMA3xx Based)
HE Intel(R) PROYI000 PM Mebwork Connection
+- o Porks (COM & LPT)
+ ﬂ Processors
+- @), Sound, video and game controllers

+- b Swstem devices
- Universal Serial Bus controllers

10
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For Windows Vista

For Vista users, please press Continue whenever a prompted window asking for

permission to continue during USB driver installation process (see the figure below
for example).

User Account Control

@ Windows needs your permission to continue

If you started this action, continue,

[}v!“l Advanced System Settings
e Microseft Windows

\:' Details @ Cancel J

User Account Control helps stop unautherized changes to your computer.

To install the USB driver before connect the router to the PC, here provides two
methods.

Method One — Use the driver CD came with the product package.

(1] Run the USB installation program on the CD provided in your router
package.

(2] An InstallShield Wizard will appear. Please wait for a moment.
Fackey ADSL Router USE Driver - InstallShield Wizard

Preparing Setup

Fleaze wait while the InstallShield \Wizard prepares the setup.

Askey ADSL Router USB Driver Setup iz preparing the InstallShield “Wizard, which will guide you
through the rest of the setup process. Please wait.

Cancel

(3] When the welcome screen appears, click Next for the next step.

Askey ADSL Router USB Driver Setup =5

Welcome to the InstallShield Wizard for Askey
ADSL Router USB Driver

Thiz Installation ‘Wizard will install Azkey ADSL Router USE
driver on your computer. To continue, click Mest.

<Back [f Nest>» |[ Cancel

11
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(4] When the complete message of InstallShield Wizard appears, click Finish.

Askey ADSL Router USB Driver Setup

Askep ADSL Router USB Driver

Setup has finished installing Askey ADSL Router USE driver on
your computer.

To continue, click Finish, then insert the USE cable.

The system will then automatically detect the device.

< Back Cancel

(5 Link your router and the PC with a USB cable.

(6] The system will detect the USB driver automatically.

e . . x
Installing device driver software

Click here for status,

Note: If the USB device is not detected, check the USB cable between the
PC and the device. Also make sure that the device is power on.

(7] After the file copying finished, a completing message will appear.

Kk Askey ADSL Router USB Remote NDIS Device

2P Device driver software installed successfully.

() You can use the router now.

12



Chapter 2: System Requirement and Installation

Method Two — Run a silent installation.

(1] Copy the USB driver folder from the driver CD to somewhere on the PC. (In
our example, the driver files are put under D:\Askey ADSL USB WHQLed.)

(2] Open Start menu, key in cmd in the blank and press enter. Then click cmd.

Programs

Documents
Pictures
Music
Search
Recent ltems
Computer
Network
Connect To
| Control Panel
Default Programs

Help and Support

© When the Command Prompt screen appears, point to the driver folder on
your PC, and then enter setup -s. Press enter to start silent installation.

— al

Microsoft Windows [Version 6.0.6808]1 "
Copyright (c» 2086 Microsoft Corporation. All vrights reserved.

C:sUserssaskeyrd:
D:%>cd "Askey ADSL USE WHQLed"
D:“Askey ADSL USB WHQLed*»setup —s

4

(4] The system will install the driver automatically. You can connect your router
and the PC with a USB cable now.

e The system will detect the USB driver automatically.

. . . x
Installing device driver software

Click here for status.

—— Note: If the USB device is not detected, check the USB cable between the
| PC and the device. Also make sure that the device is power on.

@ After the file copying finished, a completing message will appear.

Kk Askey ADSL Router USB Remote NDIS Device

= Device driver software installed successfully.

0 You can use the router now.

13
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If the USB driver has not been installed yet, you can also connect the router to the
PC with a USB cable and wait for Universal Plug and Play device to detect the router,

and then install the driver.
(1] Plug the USB cable into the USB port on the PC.

A Found New Hardware window will appear. Press Locate and install
driver software (recommended).

(2]

| Windows needs to install driver software for your USB

Network Interface

@ Locate and install driver software (recommended)
Windows will guide you through the process of installing driver software

for your device.

< Ask me again later
Windows will ask again the next time you plug in your device or log on.

@ Don't show this message again for this device
Your device will not function until you install driver software.

Then insert the USB driver CD provided in your router package into the PC,

©

and press Next.

Found New Hardware - USB Network Interfac

Insert the disc that came with your USB Network Interface

If you have the disc that came with your device, insert it now. Windows will automatically

search the disc for driver software,

+ Idon't have the disc. Show me other options.

(4] The system will search disc for the USB driver needed and then complete

the installation.
==

@ [l Found Mew Hardware - USB Network Interface I

Searching disc for software...

Cancel |

14



Chapter 2: System Requirement and Installation

Or if you do not have a disc, but have the driver files on your PC, you can follow the
steps below:

©

Press | don’t have the disc. Show me other options.
=5

() L Found New Hordware - USB Network Interface l

Insert the disc that came with your USB Network Interface

If you have the disc that came with your device, insert it now. Windows will automatically
search the disc for driver software,

# Idon't have the disc. Show me other options.

Select Browse my computer for driver software (advanced).

Windows couldnt find driver software for your device

<% Check for a solution
Windows will check to see if there are steps you can take to get your device
working.

<+ Browse my computer for driver software (advanced)
Locate and install driver software manually.

Cancel

-

@ [ Found New Hardware - USB Network Interface |

Browse for driver software on your computer

Search for driver software in this location:

Di\Askey ADSL USB Driver - Browse...

[#]Include subfelders

s

Press Browse to set the path for the driver file, and then press Next.
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(6] Wait while the system installing the driver.

USB Network Interfac

9 | Found Mew Hardwar

Installing driver software...
e ——— = |
(7] Now the driver software is installed successfully. Press Close to start using

the router.

Askey ADSL Router USB Remote NDIS Devic

() U Found New Harduz

The software for this device has been successfully installed
Windows has finiched installing the driver software for this device:

L‘. Askey ADSL Router USE Remote NDIS Device
cam

To make sure the USB driver for your router is properly installed, please do the
following steps.

1. Open the Start menu and press Control Panel.

Fl Internet
Internet Explorer

“E) E-mail askey
| Lrﬂj Windews Mail

o Documents
k‘[ Welcome Center
Pictures

@ Windows Mobility Center

’g‘ Windows Meeting Space

E‘ﬂ Windows Photo Gallery

@ﬂ Windows Media Player

88 Windows Live Messenger Download

i/ Paint

By

Command Prompt

All Programs

ktart Search

Music

Search

Recent ltems
Computer
Network
Connect To
Control Panel
Default Programs

Help and Support

16
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2. Onthe Control Panel folder, click System and Maintenance.

» Control Panel »

» Control Panel Home

Classic View

Recent Tasks

Uninstall 2 program

3. Press System.

ntrol Panel Hon

System and Maintenance Get started with Windows | Find which version of Windows you are using

Security

lcand Internet

Hardware and Sound

Progran
User Accounts

Appearance and

ck, Language, and

Ease of Access

Additional Options

Classic View

Recent Tasks

Uninstall a program

(2 ) Control Panel » System and Maintenance »

Systemn and Maintenance
Get started with Windows

Back up your computer

Appearance and
Personalization

Change desktop background
Customize colors

Security
Check for updates

Check this computer's security status
iy Allow 2 program through Windows

User Accounts
i Add or remove user accounts

Firewall Adjust screen resolution
Network and Internet 1 Clock, Language, and_ Region
View network status and tasks £ Change keyboards or ather input
i methods

Set up file sharin
i g Change display language

Hardware and Sound
" Ease of Access
Play CDs or other media sutomatically
Printer Let Windows suggest settings

Movee Optimize visual display

Programs Additional Options
Uninstall 2 program
Change startup programs

Welcome Center

Backup and Restore Center
Back up your computer | Restore files from backup

System
View amount of RAM and pracessor speed

Check your computer's Windows Experience Index base score | @ Allow remote access
See the name of this computer

Region -
Windows Update

Tum automatic updating on o off

Check for updates | View installed updates
Power Options
Require a password when the computer wakes | Change what the power buttons do
Change when the computer sleeps

Indexing Options
Change how Windows sezrches

Problem Reports and Solutions
Check for new selutions | Choose how to check for solutions | View problem history

Performance Information and Tools
Check your computer's Windows Experience Index base score
Use tools to improve performance

-

See also
Windows Update
Security Center

Performance

- — o~
<[y Control Panel  Systerm and Maintenance » System + [ 43 ][ searcn
s —

View basic information about your computer
Windows edition

Windows Vista™ Enterprise
Copyright © 2006 Microsoft Corporation. All rights reserved.

System £
Rating: [ Windows Bxperience Index: Unated
Processor: Intel(R) Pentium(R) D CPU3.00GHz 3.00 GHz
Memary (RAM): 1023 M8
System type: 32-bit Operating System

Computer name, domain, and workgroup settings
Computer name: askey-PC @ Change settings
Full computer name: askey-PC
Computer description:

Workgroup: WORKGROUP

Windows activation

Zn i
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5. Confirm that the Askey ADSL Router USB Remote NDIS Device is on the
Network adapters list.

T T T —

L AN lNEN Bl AN

g ASKEY-PC
1% Computer
- Disk drives
K., Display adapters
4} DVD/CD-ROM drives
- Floppy disk drives
£ Floppy drive controllers
- IDE ATA/ATAPI controllers
- @ IEEE 1394 Bus host controllers
== Keyboards
- Mice and other pointing devices
& Monitors

ey ADSL Router USB Remote NDIS Device)),

——— g
5 Ports (COM & LPT)

2 Processors

%| Sound, video and game controllers
43 Storage contrallers

1 System devices

- § Universal Serial Bus controllers

Uninstalls the driver for the selected device.

18



Chapter 2: System Requirement and Installation

Uninstalling the USB Driver

For Windows ME
To uninstall the USB driver, please follow the procedures below.

Method One:

® 0060 o0

Unplug the USB cable from the USB port on your PC.

Choose Programs — Askey Broadband — Uninstall Askey ADSL Router
USB Driver from the Start menu.

The InstallShield Wizard dialog will appear.

A dialog appears to confirm whether you really want to remove the USB
driver or not. Please click Ok.

When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

Method Two:

@06 ® o

Unplug the USB cable between your router and your PC. Then click OK.

Choose Settings —Control Panel from the Start menu. Choose
Add/Remove Programs.

A dialog appears to ask you to choose the program that you want to remove.
Please select Askey ADSL Router USB Driver and click Change/Remove.

The InstallShield Wizard dialog will appear.

When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish

For Windows 2000

To uninstall the USB driver, there are two ways to do it. Please do the following
procedures.

Method One:

To safely unplug the USB cable from the USB port on your PC:

Go to the right lower corner for Unplug and Eject Hardware and left click
on it.

-Llnplug or Eject Hardwarel

G andl {%} 10:16 AM

Click the dialog for Stop Askey ADSL Router USB Remote NDIS
Device.

Stop Askey ADSL Rouker USE Remote NDIS Device (B sed)
b and] %% 10:25 am
The Router is safely removed, click OK to continue.
x|

@ The ‘Askey ADSL Router USE Remote NDIS Device (BCME3xx Based)' device can now be safely removed From the system,
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(2] Choose Programs — Askey Broadband — Uninstall Askey ADSL Router
USB Driver from the Start menu.

Windows Update

WinZip
;
EI CRT 3.4
E Prograrms » @ Accessories 4
@ Administrative Tools  ®

@ Documents 4 @ Skartup 3
Q % - b @ Internet Explorer
P ettings
J‘b ? L'f;] Outlook Express
W
[=] @ Search » @ CRT 3.4 3
= = winzip vl
o @ Help E sroadband "_i" Uninstall &skey ADSL Router LUSE Driver
v
|
H 7
=
§ Shut Dowr,..

© The InstallShield Wizard dialog will appear.

InstallShield Wizard

Azkep ADSL Router USE Driver Setup iz preparing the
i\ InstalShield® ‘wizard, which will guide wou through the rest of the
zetup process. Please wait.

ENNNNNNENEEE Cancel |

(4] A dialog appears to confirm whether you want to remove the USB driver or
not. Please click Ok:

Confirm Uninstall |
Do you wank to remove the Askey ADSL Rouker USE driver 7
‘Warning: Please unplug the USE cable now before proceeding with uninstall.

For Windows 2000 users, before unplugging the cable please click the "Unplug/Remove Hardware" icon in your Windows system
tray to stop Askey ADSL router USE driver. Please refer ta vour Windows Help For help about unplugging hardware,

Cancel |

e When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

InstallShield Wizard

Maintenance Complete

Askey ADSL Router LISE driver has now been uninstalled.

Click Finizh to exit the uninstallation process.

< Back Finish I Cance]
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Method Two:

(1] To safely unplug the USB cable from the USB port on your PC:

1. Go to the right lower corner for Unplug and Eject Hardware and left click
on it.

-Llnplug ar Eject Hardwarel

\$: B andl {%} 10:16 AM

2. Click the dialog for Stop Askey ADSL Router USB Remote NDIS
Device.

3. The Router is safely removed, click OK to continue.

Safe To Removye Hardware x|

@ The 'Askey ADSL Router USE Remate MDIS Device (BCME3xx Based)' device can now be safely remaved From the system,

(2] Choose Settings — Control Panel from the Start menu. Choose
Add/Remove Programs.
B3 Control Panel (=] ]
File Edit Wew Favorites Tools Help |
dmBack = = | Qhsearch [YFolders &4 | 2z = @ | -
Address I@ Contral Panel j @Go
[ & Accessihiity Options Zllicensing
: %) Mause
ve Programs Metwark. and Dial-up Connections
8] Administrative Taols EZIMVIDIA RView Deskbop Manager
‘.“ Automatic Updates Phone and Modem Options
Date/Time ﬁpower Oplions
Display Printers
Falder Options @Regional Options
A|Fonts &Scanners and Cameras
Gaming Options Scheduled Tasks
"’)Internet Cptions \EESounds and Mulkimedia
Kevboard @,System
|Installs and removes programs and Windows com[l | 4
(3] A dialog appears to ask you to choose the program that you want to remove.

Please select Askey ADSL Router USB Driver and click Change/Remove.

%Add /Remove Programs =) ll
Currently installed programs: Sork bt | Mame -

Size

Change/Remove

FID ATI - Software Uninstall Utility Size 11ZKE
5 ATL Control Panel Size 2.73MB
ﬁ ATI Display Driver

ﬁ ATI Hydravision Size 2.02MB

ﬁ High Definition Audia Driver Package - KBSEG111

HE InkeliR) PRO Metwork Connections Drivers

:4: Livelpdate 2.0 {Symantec Corporation) Size 7.85MB

ﬂ Microsoft NET Framework 1,1

ﬁ! Microsoft JMET Framework 1.1 Hatfix (KBS56903)

W Realtek High Definition Audio Driver Size 1,49GE j
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(4] A Confirm Uninstall dialog will show up, unplug your device from the USB
port and click OK.

Confirm Uninstall x|

Do you want ko remove the Askey ADSL Router USE driver 7
Warning: Please unplug the USB cable now before proceeding with uninstall.

Far Windows 2000 users, before unplugging the cable please dick the "Unplug/Remove Hardware" icon in your Windows system kray to stop Askey ADSL router
UISE driver, Please refer ko your Windows Help For help about unplugging hardware.

Cancel

(5] The InstallShield Wizard will guide you till the USB driver is removed.

Ef Add/Remove Programs i [m] 3]

Currently installed programs: Sork byt | Mame -
i}l Askey ADSL Router USB Driver Size 872KB &

L e el crnoeine
B Tnkernet Explorer Q831167
g Microsoft Internet Explorer 6 SP1 Size 10.9MB
ﬁ NVIDIA Windows 2000(%P Disolay Drivers
L‘ﬁ Outlaok Express 083 Installshield Wizard
O soundmaix
[ van Dyke Technologie
i windaws 2000 Hatfix
i windows 2000 Hotfix
i windows 2000 Hotfix ﬂl
ﬁ Windows 2000 Hatfiz - KBS23182
Lﬁ} Windows 2000 Hatfiz - KBS23559

e |

InstallShield® Wizard, which will guide you through the rest of the

@ Askey ADSL Router USE Driver Setup is preparing the
V
setup process. Please wait.

(6] When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

Maintenance Complete

Azkey ADSL Router USE driver has now been uninstalled.

Click Firizh to exit the un-installation process.

< Back | Finizh I Cancel
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For Windows XP
To uninstall the USB driver, there are two ways to do it. Please do as follows.

Method One:
(1] Unplug your USB cable between your router and your PC.
(2] Choose Programs — Askey Broadband — Uninstall Askey ADSL Router
USB Driver from the Start menu.
w ‘Windows Catalog o )
% Wwindows Update
ﬁl CRT 3.0
@’ Sef Program Access and Defaults
@ Metscape 7.1
Programs Accessaries 3
rﬂ o Commbiew »
_L;- Documents L4 Ethereal 4
. ) settings g Uninstall Askey ADSL Router USE Driver
/;) Search 3
0}- Help and Support
457 Run...
L._] Log OFF lawrence. ..
@ Turn OFf Computer. ..,
© The InstallShield Wizard dialog will appear.
InstallShield Wizard
Agkey ADSL Router USE Driver Setup is preparing the
1 InstallShieldR Wizard, which will guide you through the rest of the
setup process. Pleaze wait.
ANEENNEENENENNNERNNNNNNERNNEN] Cancel
(4] A dialog appears to confirm whether you want to remove the USB driver or
not. Unplug the USB cable from your PC, and click Ok.
Confirm Uninstall
Do you want ko remove the Askey ADSL Router USE driver 7
Wwarning: Please unplug the USE cable now before proceeding with uninstall,
Cancel |
e When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.
Method Two:
(1] Unplug your USB cable between your router and your PC.
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(2] Choose Settings — Control Panel from the Start menu. Choose Add or
Remove Programs.

® Control Panel LBIX:
Hn Edt few Fgwrtes Tock Heo ar

> D F P i roees [
Nt om [ Carcs Pt BB | oo @ -

See dlso

R W Lyedatn % tomatic Updetes -59 Date and Tine
—

W) Pl and Sugpant

A e
ﬂ Furid GE(MF rdrider:
@Jmomm ‘:@ avbad
:\)Mmse ‘_SLIM—“':
'-'g‘\. o L Proves and Favens >
(3] A dialog appears to ask you to choose the program that you want to remove.

Please select Askey ADSL Router USB Driver and click Change/Remove.

 Add or Remove Programs

% Currently installed programns: [ show updates Sart by
c&:;ﬂi;’ B acDsee 5.0 PowerPack Size  G0LEEME
Programs | £} Adobe tcrobat 5.0 Sze  25.L7MB

& aleohel 120% Sz +ZOME
of (Maw {5 Askey ADSL Router USB Driver
Programs
£ Commbiew See  4.34MB
Adﬂm'xf? 5 Dr. Eve 6.05P2 (mby H-%-5-5) Size  70B.00MB
Compenents @) Ethereal 0.10.4 See  29.88VB
[ Flash@et(JetCar) Size  2.58MB
45! FTDI USB Serial Conerter Drivers
s TUCEERS) See  53ZME
Defauts B Hammer Cal Analyzer Sie=  15.23MB
5 Intel(R) Integrated Performance Primitives RTI 3.0 Size  14.21MB
£ LiveReg (Symantec Corparation) Size  1.82MB
{9 Livelpdate 2.5 (Symantec Carporation) Size 7.85MB
8 Microsoft NET Framewark 1.1 Size  37.46MB
i3 My Web Search (Smiley Central) Sze 21308

v

(4] The InstallShield Wizard dialog will appear.

InstallShield Wizard

Azkey ADSL Router USE Driver Setup iz preparning the
i InstallShisld® ‘wizard, which will guide you through the rest of the
zetup process. Pleaze wait.

ANNNNNENNNNRNNEN Cancel

e A dialog appears to confirm whether you want to remove the USB driver or
not. Unplug the USB cable from your PC, and click Ok.

Confirm Uninstall

Do ywou wank ko remove the dskey ADSL Router USE driver ?

WWarning: Please unplug the USE cable now before proceeding with uninstall,

Cancel |

(6] When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.
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For Windows Vista

For Vista users, please press Continue

whenever a prompted window asking for

permission to continue during USB driver uninstallation process (see the figure

below for example).

User Account Control

If you started this acticn, continue,

ﬂs-.i.‘.;'

Advanced System Settings
Microsoft Windows

(w) Details

User Account Centrol helps stop unautherize:

{f,} Windows needs your permission to continue

d/(:ontinue\}[ Cancel ]

d changes to your computer.

To uninstall the USB driver, there are two ways to do it. Please follow the

instructions.

Method One: Remove from Device Manager.

Internet
Internet Explorer

7~

%} E-mail

| askey
| L) Windows Mail

— | Documents
dr Welcome Center I

| Pictures
7=1

%l Windows Mobility Center |
Music

&

Windows Meeting Space

Search

Choose Start menu, and then select Control Panel.

Recent Iterns

m Windows Media Player

Computer

88} Windows Live Messenger Download Network

‘}’/ Paint

v

Connect To
Command Prompt

Default Prog
» Al Programs
[start Search

e | o (= 2

(2]

Control Panel

rams

Help and Support

« Control Panel Home

Classic View

User Accounts
W Add or remove user secounts

Security
Check for updates

Network and Internet
View network status and tasks
et up file sharing

{ Hardware and Sound
[ Play Cs ar other media sutn
Printer

Muouse

Appearance and
Personalization

Change desktop background
Custorize calors

Adjust sereen resolution

Clock, Language, and Region
bosrds or ather input

splay langusge

Ease of Access
Let Windows suggest settings
Optimize visual desplay

msticaly @
,:_"] Additional Options
=
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©

o

%
| &
pt

e

Press System.
-_—

¥ = (2, ControlPanel » System and Maintenance »

~ [ 43 | search

Panel Home

System and Maintenance
Security

Network and Internet

Welcome Center
Get started with Windows | Find which version of Windows you are using
Backup and Restore Center

Back up your computer | Restore files from backup.

Hardware and Sound
rams
ccounts

ppearance and
aliza

System

View amount of RAM and processor speed

Check your computer's Windows Experience Index base score
See the name of this computer

@ Allow remote access

m

:, Language, and Region
Ease of Access

Additional Options

Classic View

Recent Tasks

Uninstall a program

Windows Update

Tum automatic updating on or off | Check for updates | View installed updates
Power Options
Require a password when the computer wakes | Change what the power buttans do

Change when the computer sleeps

Indexing Options

Change how Windows searches

Problem Reports and Solutions

Check for new solutions | Choose how to check for solutions | View problem history
Performance Information and Tools

Check your computer's Windows Experience Index base score

Use tools to improve performance

Click Device Manager.

e » Control P
R — s

anel » System and Maintenance b System

- [ [ search

Remc
System protection

Advanced system settings

See also
Windows Update
Security Center

Performance

View basic information about your computer
Windows edition

Windows Vista™ Enterprise
Copyright € 2006 Microseft Corporation. All rights reserved.

System
Rating: medows Experience Index : Unrated
Processor: Intel(R) Pentium(R) D CPU3.00GHz 3.00 GHz
Memory (RAM): 1023 MB
System type: 32-bit Operating System

Computer name, domain, and workgroup settings

Computer name: askey-PC @ Change settings
Full compuiter name: askey-PC

Computer description:

Workgroup: WORKGROUP

Windows activation

il

Right click Askey ADSL Router USB Remote NDIS Device

Network adapters list, and press Uninstall.

File

Action View Help

on the

kL Alal

s ASKEY-PC

& Computer
g Disk drives

B, Display adapters
g4y DVD/CD-ROM drives

4 Floppy disk drives
‘g Floppy drive controllers
g IDE ATA/ATAPI controllers
--@ IEEE1394 Bus host controllers
<= Keyboards

- Bl Monitors
¥ Network adapters

Y5 Ports (COM &LLPT)
R Processors

c— Storage controllers
1K System devices
- § Universal Serial Bus controllers

skey ADSL Router USB Remote NDIS Device
¥ Broadcom MetLink (TM) Gigabit Ethernet

ﬂ Sound, video and game controllers

ﬁ Mice and other peinting devices

Update Driver Software...
Disable

Scan for hardware changes

Properties

Uninstalls the driver for the selected device.
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(6] Click OK when the Confirm Uninstall window appears.
Confirm Uninstall & @

De you want to remove the Askey ADSL Router USE driver T

Warning: Please unplug the USE cable now before proceeding with uninstall,

| OK | [ Cancel ]

Remember to unplug the USB cable before continue the uninstallation, or
you will see the reminder as follows. Unplug and press OK.

Confirm Uninstall &J

Please unplug the USE cable now before proceeding with uninstall.

[ ok || cancer |

(7] When the Confirm Device Uninstall screen show up, check Delete the
driver software for the device and click OK to continue.

Confirm Device Uninstall Iﬁ

ﬁ. Askey ADSL Router USB Remote NDIS Device
o~

Waming: You are about to uninstall this device from your system.

[¥]Delete the driver software for this device !

[ ok || conce |

e

(8] Wait while the system is uninstalling.
[ Confirm Device Uninstall @1

E. Askey ADSL Router USE Remote NDIS Device
-

Uninstalling devices...

B

o)
%)
il

b

(9] When the uninstallation is finished, the icon of this router under network
adapter list will disappear.

=3 Device Manager

Eile Action View Help
=@ E| 3@ e

g ASKEY-PC
-4kl Computer

=g Disk drives

K Display adapters
ey DVD/CD-ROM drives
- Floppy disk drives

== Floppy drive controllers
- IDE ATA/ATAPI controllers
@ IEEE1394 Bus host controllers
== Keyboards
)3 Mice and other pointing devices
R Monitars
-
='.P Broadcom Metlink (TM) Gigabit Ethernet
-l Other devices
iy USB Network Interface

Y5 Ports (COM & LPT)

3 Processors
-4 Sound, video and game controllers
& Storage controllers

1R System devices
ﬂ Universal Serial Bus controllers
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Method Two — uninstall from program list

Note: If your USB driver is installed by UPnP device, you can only use method one
(via the Device Manager) to uninstall, because the installed driver will not be shown

on the program list.

(1)
(2]

program.

Unplug your USB cable between your router and your PC.

Choose Start menu, and open Control Panel folder. Click Uninstall a

L " — (= E s |
Control Panel » -4 ][] 2|
= ———— -

= Control Panel Home i

System and Maintenance User Accounts

Classic View Get started with Windows

Back up your computer

4
¢
&

e

il i
q Uninstall 3 program

= ATOpTOgTams

Security
Check for updates
Check this computer's security status

o Allow 2 program thiough Windows
Firewall

Network and Internet
View network status and tasks
Set up file sharing

Hardware and Sound

Play CDs or other media automatically
Printer

Mouse

Recent Tasks

Uninstall 2 program

% ® Add or remove user accounts
., Appearance and

% Personalization

Change desktop background

Customize colors
Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input
methods

Change display language

Ease of Access
Let Windows suggest settings

Optimize visual display

Additional Options

©

If the driver name is not on the list, click Refresh button or F5 to update the

information. To remove the driver, select it, and then press Uninstall.

= | 5 [

@O-@ » Control Panel » Programs » Programs and Features

~ [ [ search
) B

£l

Uninstall or change a program

To uninstall a pregram, select it from the list and then click "Unin:

N\

Refresh button

TTChange., of Repar .

Organize ~ = Views - Uninstall ) Change @
Mame - Publisherl Installed On
57 Askey ADSL Router USE Driver Askey Computer 2/26/2007

o

Then the system will start to uninstall the USB driver software automatically.

Askey ADSL Router USE Driver Setup

Setup Status

Azkey ADSL Fouter USE Driver iz configuring your new software installation.

InstallS hield

| Cancel
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e When Maintenance Complete window shows up, click Finish to exit.

Askey ADSL Router USB Driver Setup

Maintenance Complete

Aszkey ADSL Router USE driver has now been uninstalled.

Click, Firizh to exit the un-ingtallation process.

< Back Cancel

(6] The USB driver is successfully removed now.

29



ADSL Router User Manual

Setting up TCP/IP

I In order to access the Internet through the ADSL Router, each host on
Ho your network must install/setup TCP/IP first. Please follow the steps
below to set your network adapter.

If the TCP/IP protocol has not been installed yet, please follow the steps below for
installation. In the following illustrations, we will set the PC to get an IP address
automatically at the same time.

For Windows 98

1. Open the Start menu, @ Windows Uipdate
point to Settings and -
click on Control Panel. % winZlp
Programs 4
Favorites +
Documents 4

Contral Panel

Prrirters
T

Taszkbar & Start Menu...
Folder Options...
E#] Active Daskl 4
%0 ] Active Deskiop
% ‘windows Update...
-§ Log Off...
.§ Shut Daw,..
o

2. Double-click the Network icon.

J File  Edit Wiew Go Favortes Help |

j & o= ‘ A ?

Bach Famard Up Cut Copy

JAgdress I[EI Contral Panel j
=

& Bn 9

ODBC Data Passwords Power
Sources [32hit) M anagement

32

Printers Fiegional Sounds
Settings

| My Computer
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3.  The Network window appears.
On the Configuration tab, check
out the list of installed network
components.

Option 1: If there is no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP
protocol, skip to Step 6.

Your network
interface card.

Check out if TCP/IP
for your NIC is
installed or not.

4.  Highlight Protocol and click Add.

5. Highlight Microsoft on the left
side of the window, and select
TCP/IP on the right side. Then
click OK.

6. When returning to the Network
window, highlight TCP/IP
protocol for your NIC and click
Properties.

Network

Corfiguration | Identification | Ascess Control|

The following petwork components are installed:

Client for Microsoft Networks ;|

= Microsoft Family Logon

¥ Dial Up Adapter

§ Intel 828595-Based Ethernet

¥~ TCP/IP -=Intel 82505-Based Ethemet

Bamove E

Primary Network Logon:
ICl.ie-nt for Microsoft Networks L]

Eile and Print Sharing. .. I

. Description

o]

Cancel I

Qdd...[: |
Cancel |

Select Metwork Component Type

Click the type of network component you want to install:

Pratocol is a language’ a computer uses. Computers
must uge the same protocol to communicate.

Select Network Protocol [ %]

Click the Network Protocol that you want to install, then click OF. If you have
aninstallation disk for this device. click Have Digk.

Network Protocols:
|P=/5Fx-compatible Protocol
Micrasoft 32-bit DLC
Micrasoft DLC
NetBELI

Manufacturers:

Iﬁ;I_IL

Have Disk...

Cancel
Network EE

Corfiguration | [denification | Access Contal |

The following network components are installed:
Client for Microsoft Networks

B Microsoft Family Logon
B9 Dial-Up Adapter
E3 Intel 82595-Based Ethemet

Remove | Properties I}‘

Primary Network Logon:
|Chem for Microsoft Networks _:J

File and Print Shating.,

Description

TCF/IF is the protocol you use to connect to the Internet and
wide-area networks.

oK Cancel |
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7. Onthe IP Address tab: TCP/IP Properties HE
Enable Obtain an IP address Bdngs | Advanced | Newios |
automatica”y and CIiCk OK. DNS Configuration I Gateway I WINS Configuration  IP Address

An IP addresz can be automatically azsigned to this computer.
IF your network does not automatically assign |P addresses, ask
your network. administrator for an address, and then tupe it in
the space below.

& {0btain an [P address automatically

" Specify an |P address:

u]: I Cancel |

8.  When returning to the Network Network HE
window, click OK Corfiguration | |denification | Access Contil |

The following network components are installed:

E Client for Microsoft Hetworks ;|

= Microsoft Famiy Logon
:3 DialUp Adapter
8 Intel 82595-Based Ethernet
%~ TCR/IP -=Intel 83505-Based Ethemet -
d ol

Add... EEI Femove E Froperties I

Primary Network Logon:
IClizul for Microsoft Networks ﬂ

File and Piint Sharing... I

- Description

ok | concel |
9. Waitfor Windows when copying

files. S

Windows 98 CD-ROM
Destination:

Sanning. .
= [
Canhcel |

10. When prompted with System

Sett' n g S Ch an g e d Ia|Og bOX, @ Yf?u rust restart your computer befare the new settings will take
click Yes to restart your steet
Computer Do pou want to restart your computer now?
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For Windows ME

1. Open the Start menu, point to
Settings and click on Control
Panel.

2. Double-click the Network icon.

3. The Network window appears. On
the Configuration tab, check out
the list of installed network
components.

Option 1: If there is no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP
protocol, skip to Step 6.

Your network
interface card.

Check out if TCP/IP
for your NIC is
installed or not.

4. Highlight Protocol and click Add.

=
=1
=}
=
i
=
b=l
=%
g
T

]

WirZip

Hl

-

Programs »

Favorites »

Diacuments 3

=[5

L=l P
Find 4 a Taskbar & Stark Menu...
m @ Falder Options...
= ..
B2 Active Desklap L4
Bun... #y Wwindows Update...

Log OF...

Shut Diawn

B3 Control Panel
J File Edit “iew Go Favaoites Help |

IS[=] E3

jc:,cb.‘éé B

Eack Forwarnd Up Cut Copy
JAgdress I[EI Cantral Panel j
=
ODBC Drata Pazswords Pawer
Sources [32bit) I anagement

)

Printers

]

-

| My Computer 2

Regional Sounds

Settings

System

Network HE

Corfiguration | identiication | Access Contiol|

The following network components are installed:

Client for Microsoft Netwaorks ;|

= Microsoft Family Logon
5 Dial-Up Adapter
8 Intel 82895-Based Ethernet

Primary Network Logon:
ICli.ent for Microsoft Networks L]
File and Print Sharing... I
Description |
i
|
|
0K | Caca |
Select Metwork Component Type HE

Click the type of network companent you want ta install

Add E
Caniel

[0S ervice

Protocol iz a language’ a computer uzes. Computers
must uze the same protocal to communicate.
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5. Highlight Microsoft on the left
side of the windows, and select
TCP/IP on the right side. Then
click OK.

6. While returning to Network
window, highlight TCP/IP protocol
for your NIC and click Properties.

7. OnIP Address tab:
Enable Obtain an IP address
automatically and click OK.

Select Network Protocol [ %]

Click the Metwark Protacol that you want to instal, then click OF. If you have
3 4 installation disk for this device, click Have Disk.

Manufacturers: Metwiork Protocols:

|P/SP=-compatible Protocal
Microsaft 32-bit DLC

=
Microsaft DLE J

NetBEUI
=
»

1] |

Have Disk..
Cancel

Network EE

Configuiation | dentfication | Access Contal |

The following network components are installed:
Client for Mictosoft Networks _Aj

= Microsoft Family Logon
12 Dial-Up Adapter
53 Intel 82595-Based Ethemet

Add.. Remave | Properties I}I
Primary Network Logon:
|Chen‘t for Microsoft Networks _'_j

File and Print Sharing... ‘

~ Description
TCP/PR is the protocol you use to connect to the Intemet and
wide-area networks.

ok | cancel |

TCPAP Properties 2]

Bindings | Advanced | Ne®IDS |
DMS Configuration I Gateway I WwINS Configuration  |P Address

A0 P addresz can be automatically assigned ta this computer.
If pour network does not automatically assign IP addreszes, ask
your netwark administrator for an address, and then type it in
the space below.

% Obtain an P address autormaticalls

' Specify an P address:

oK I Cancel
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8. While returning to the Network
window, click OK.

9. Wait for Windows when copying
files.

10. When prompted with the System
Settings Change dialog box, click
Yes to restart your computer.

For Windows NT

1. Click Start, point to Settings, and
then click Control Panel.

2. Double-click the Network icon.

Network
Canfiguation | identiication | Access Contiol |

The following network components are installed:

Client for Microsoft Metworks ;|

B Microsoft Family Logon
# DialUp Adapter
8 Intel 52535-Based Ethernet

% TCP/IP ->Intel 82595-Based Ethemet -
« B

Add. Aemove
LN |
Primary Network Logon:

IC]jenl for Microsoft Networks j

File and Print Sharing. .. I

Description

System Settings Change [ ]

@ *r'ou must restart your computer before the new settings will take
effect.

Do you want to restart your computer now?

Programs

w  Documerts

ontrol Panel
[&] Printers
i LI

i a Taskbar...

Shut Down...

B3 Control Panel [_ O] %]
File Edit ‘iew Help
E B =
Accessibilty  Add/Remove Console Date/Time Devices
Options Programs
= g =
) =] 7]
Dial-Up Dizplay Forts Internet Keyboard
tanitar
Modems Mouse Multimedia ODBC
|Configures netwark. hardware and software i
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3. The Network window appears. On
the Protocols tab, check out the
list of installed network
components.

Option 1: If there is no TCP/IP
Protocol, click Add.

Option 2: If you have TCP/IP
Protocol installed, skip to Step 7.

4. Highlight TCP/IP Protocol and
click OK.

5. Insert the Windows NT CD into

your CD-ROM drive and type the
location of the CD. Then click
Continue.

1
Metwork EE
Identificationl Services Protocols IAdaptersI Bindingsl
Metwork Protocols:
[¥ HeBEDT Protacol
T WWLink IPESPE Compatible Tramsport
T NWLink NetBIOS
Add... I\l Remove FProperties.. Update
— Description;
ADSL Management and Monitor Interface
oK I Cancel |
Select Network Protocol HE

Click the Network Protocaol that pou want to install, then click OF. [F
T you have an inzstallation disk for thiz component, click Have Digk.

Metwork Pratacal:

W NetBEL Protacal

™ MwLlink IP/5 P Compatible Transport
U Point To Paint Turneling Protocol

W Streams Environment

[ TCF/IP Protocol

El
Have Digk. ..

oyl

Cancel

Windows NT Setup B

Iﬂ Setup needs to copy some Wwindows MT files.

Setup will laok for the filez in the location specified below
IF you want Setup ta look in a different place, type the
new location. When the location is conect, click
Cortirie.

| 42286

Cancel
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When returning to the Network
window. Open the Protocols tab,
then select TCP/IP Protocol and
click Properties.

Enable Obtain an IP address
from a DHCP server and click
OK.

When prompted with the

message below, click Yes to
continue.

1
Metwork EE
Identificationl Services Protocols IAdaptersI Bindingsl
Metwork Protocols:
[¥ HeBEDT Protacol
T WWLink IPESPE Compatible Tramsport
T NWLink NetBIOS
|- TCF/|F Protocol
Add... Remove FProperties.. |\l I pelate
o 4
— Description;
Transport Control Protocol/Intemet Protocol. The default wide
area network protocol that provides communication across
diverse interconnected networks.
Cloze I [Eatice] |
Microsoft TCP/IP Properties [ 2] x]

IP Address | DNS | WINS Address | Routing |

An IP address can be automatically assigned to this network card
by a DHCP server. |f your network does not have a DHCF server,
ask your network administrator for an address, and then type itin
the space below.

Adapter:

011 Intel 625685 Based Ethemnet |

¢ Obtain an IP address from a DHCP server
" Specify an IP address

Advanced...
ITI Cancel | Apply
Microszoft TCP/IP B

DHCP protocol will attempt to automatically configure pour
workstation during system initialization. Any parameters specified in

theze property pages will override any values obtained by DHCP. Do
you want to enable DHCP?

N
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9.

When returning to Network
window, click Close.

10. When prompted with Network

Settings Change dialog box,
click Yes to restart your
computer.

For Windows 2000

1.

From the Start menu, point to
Settings and then click Network
and Dial-up Connections.

Metwork EE
Identificationl Services Protocols IAdaptersI Bindingsl

Metwork Protocols:

U NetBEUI Protacol

S WWLink IPESPE Compatible Tramsport

T WWLink NetBIOZ

L3 TCP/IFP Protocol

Add... Bemove Froperties... |Ipdate

— Description:
Transport Contral Pratacol/Intemet Pratocol. The default wide
area network protocol that provides communication across
diverse interconnected networks.

Close I Earicel |

Metwork Settings Change

& “You must shut down and restart your computer before the new

zettings will take effect,

Do you want ko restart wour computer now'?

‘Windows Update

WinZip

Programs 4

Docurmnents 4

L i D

Search

3
[ Printers

Help Iﬂ Taskbar & Start Menu. ..

Run...

Log OFf Stella...

Shut Dawn...

@S @ e &= @
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Right-click the Local Area 9 Hetwork and Dial-up Connectons  [E[=] JE3

Connection icon and then click _ ey _ >
. J File Edit “iew Faworites  Tools
Properties.
J d=Esch ~ = - | ‘Zhsearch =
J Address I Metwork and Dial-up Connﬂ f‘)GD
EE '-L
=) [
Make Mew Local Are;
Connection  [eylylelel Disable
Shatins
Creake Shorkcut
[DElete
Rename
@. Displays the properties of the selected conmectic 2
On the General tab, check out Local Area Connection Properties BE
the list of installed network Generd |
components.

Connect using:

Option 1: If there is no TCP/IP
| B3 Intel 52595-Based Ethernet

Protocol, click Install.
Option 2: If you have TCP/IP Configure
Protocol, skip to Step 6. Components checked are used by this connection:

| = Cliert for Microsoft Networks
v .:3 File and Printer Shanng for Microsoft Netwarks
U2 § Iriemet Protocol [TCPAP)

Install.. Uninstal Properties |

i Description

| Transmission Control Pratocol/Intemnet Protocol. The default |
| wide area network pratocol that provides communication |
across diverse interconnected networks. |

I Show icon in taskbar when connected

ok | Cancd |

Highlight Protocol and then click
Add.

Click the tppe of network component pou want to inztall:

Client
Service

— Dezcription

&, protocol iz a language pour computer uges o
communicate with other computers,

Add... Cancel
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5.  Click Internet Protocol (TCP/IP)
and then click OK.

6.  When returning to the Local
Area Connection Properties
window, highlight Internet
Protocol (TCP/IP) and then click
Properties.

7. Under the General tab, enable
Obtain an IP address
automatically. Then click OK.

Select Network Protocol

Click the Network, Protocol that you want ko install, then click Ok, If you have
3 an installation digk for this component, click Have Disk.

Manufacturers: Network Pratocol:

Microgoft AppleT alk Protocol

NetBEL! Protocal

Netwaark Manitor Driver

MiwLink IPH/SP/MNetBI05 Compatible Transport Pro
K [ H

Have Disk..
Cancel

Local Area Connection Properties ﬂ ﬂ

General I

Connect using:

| 83 Intel 52595-Based Ethemnet

Configure

Components checked are used by this connection:

¥ ™ Client for Microsoft Netwarks

Install... i Uninstall i Properties N I
W

Description ]
Transmission Control Protocol/Iintemet Protocal. The default |
wide area network protocol that provides communication |
across diverse interconnected networks, i

[~ Show icon in taskbar when connected

Internet Protocol {TCP/IP) Properties HE

General |

“Y'ou can get IP zettings assigned automatically if your network. supports
thiz capahbility. Othenwize, you need to azk your netwark. adminiztratar for
the apprapriate P settings.

£+ Obtain an IP address automatically
— Use the following |P address:

IF address: I . . .
Subret mask: I . . .
[efault gatersay: I . . .

' [Obtain DNS server address automatically

" Use the following DNS server addresses:

Fretened D& samver: I . . .
Alternate DS server: I . . .

Advanced |

Ok, Cancel |
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For Windows XP

1. Open the Start menu, point to
Control Panel and click it.

2. Double click the Network
Connection.

3. Rightclick Local Area
Connection and then click
Properties.

/ Internet ) My Documents

Internet Explorer

= E-mail

Qutlook Express
v M3M Explorer
e Windows Media Player
,:ﬁ Windows Messenger
|@ Tour indows xP
@ windows Mavie Maker
1& Paink

All Programs D

5 My Recent Documents #

-9 My Pictures

:} My Music

g My Computer

=
g My Network Places

Set Program Access and
Defaults

;;é Printers and Faxes

@ Help and Suppart
p Search

7] Run...

4 start

# Control Panel

Fle Edi View Favorites Tooks  Help

Qe - @ - (F | O sach [ Foiders | [

address |@ Control Panel

B’ ntrol Panel d" g @ %

Aocessibiity  Add Hardware Add or Adriristrative
[ switch to Categary view Options Remav... Tools

See Also % 9 g 57

Automatic  Dateand Time  Display  Folder Options

s

& indows Update Updates
@) Help and Support A & ? g
Fonts Game Internet Keyboard
Contralers  Options

% b

Network | Metwork Setup  Phone and
Connections, Wizard Moderm ...

31 objects

"% Network Connections

File Edit View Favorites Tools Advanced Help

eBatk ] L"j piaar[h [ Folders [2)-

address | @) Metwark Connections

~|_Internet Gateway

=
Q Internet Connection

 LAN or High-Speed Internet

Network Tasks

Create anew

connection

St up = home or smal
ffice network

@ Change Windows
Firewal settings

& Disable this network
device

&, Repair this connertion

i Rename this connection

&) Yiew stabus of this
connection

Disable
Status
Regair

i Wiew or change settings For this cofinection, such as adapter, pratocol, or

Bridge Connections

Create Shortcut
Delste
Rename
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4.

5.

6.

On the General tab, check out
the list of installed network
components.

Option 1: If there is no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP
Protocol, skip to Step 7.

Highlight Protocol and then click
Add.

Click Internet Protocol(TCP/IP)
and then click OK.

-+ Local Area Connection Properties

General | Authentication | Advanced

Conrect ugsing:
‘ B8 IntellF) PRO/1000 PM Network Con ‘

Thiz connection uses the following items:

5 Client for Microsoft Nebworks

.@ File: and Printer Sharing for Microzoft Netwarks
QQUS Packet Scheduler

S—
' |

Drezcription

Transmizsion Control Protocol/nternet Pratocal. The default
wide area netwark protacal that provides communication
across diverse interconnected networks,

[ 5haw icon in notification area when connected
Motify me when this connection hasz limited or no connechivity

[ Ok ][ Cancel ]

Select Network Component Type |E|E|

Llick the type of netwaork, component pou want to install;

15 Cient
.@ Sermvice
G " oioco

Description

&, protocol iz & languade pour compuber Uses o
communicate with other computers,

Select Network Protocol |E|b__(|

Click the Netwark Pratocol that you want to install, then click DE. If you have
z an installation disk for this component, click Have Disk.

Network Protocal:
5 Micrasoft TCRAP version 6
53F Natwark Maritar Driver

yNW’Lmk 1P /S P /M etBI0S Compatible Transpart Protocal
U5 Intemet Protocol {TCPYIP,

[5F This diiver is digitaly signed.

Tell e why driver signing is important

Cancel
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When it returns to the General
Tab on the Local Area
Connection Properties window,
highlight Internet Protocol
(TCP/IP) and then click
Properties.

Under the General tab, select
Obtain an IP address
automatically, and Obtain DNS
server address automatically.
Then click Ok.

-L Local Area Connection Properties

General | Authentication | Advanced

Connect using:

ES IntellR)] PROA1000 PM Network Con

Thiz connection uses the following items:
g Client for Microzoft Networks

g File and Printer Sharing for Microzoft Networks
=l 05 Packet Scheduler

ol [TCP/IF)
Install... ‘.
Dezcription

Transmizsion Control Protocol/lnternet Protocol. The default
wide area network, protocol that provides communication
acioss diverse interconnected networks.

[ 5how icon in notification area when connected
Motify me when this connection has limited or no connechivity

[ o

Internet Protocol (TCP/IP) Properties E| E|

General | Alermate Configuration

][ Cancel ]

“fou can get IP settings assigned automatically if your network, supports
this capability. Otherwise, pou need to ask your network, administrator for
the appropriate |P settings.

(0 Use the following IP address:

(3) Obtain DNS server address automatically
(0) Use the following DMS server addresses:
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For Windows Vista

1. Open the Start menu,
point to Control Panel

and click it. £ Internet
Internet Explorer

“=&p E-mail
[ Windows Mail

;[ Welcome Center

[ —
i‘# Windows Mobility Center

Windows Meeting Space

i Windows Photo Gallery

2.  Click Network and
Internet.

askey
Documents
Pictures

Music

puter
MNetwork
Connect To
Control Panel
Default Programs

Help and Support

= Control Panel Home

¢

tl i-\.o-\

-

4

Uszer Accounts

Region
input

3. Select Network and

Sharing Center.

inel Home

Syrtem snd Maintenance

Clock, Language, and Region
Ease of Access
Addtional Optices

Classic View
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Click Manage Network - - — —
Connection on the left o -

Netwark and Sharing Center

side.

A LS b

ASKEY-PC Hetwork Intemet
{This compater)
Ko Netwark (Private network) Customize
fecen Local ard Ietenet
Connectaon Local Area Connection Vi staturt

B Sharing and Discovery

Password protected shating & On

Neswerk discovery ©0n -
File sharing o off -
Public foldes shasing o off -
Printer sharing @ Off ino preders anstalled) >
-
-

Media shanng @ off

Shaw me 2l the files and folders | am sharng

Shew me ol the shared network folders om this computer

Right click Local Area
Connection and select o - : -
Properties. DeiceMome  Comectvey  NetworkCotsgeny | Owne

Flgh-Sperd Inlermel TTY -
Local Area Connection

!
Cod

On the Networking tab, i T
you will find Internet e — i
Protocol Version 6 and Networking

Version 4. Contact your
ISP to confirm which one
will be used. (We take ‘ @ Broadcom MetLink (TM) Gigabit Ethemet |

TCP/IPv4 for example

here.) | '

Select Int t Prot [l This connection uses the following tems:
elect Internet Protoco

Version 4 (TCP/IPv4) %g‘e;“;";{”;’;’;":d”fm””“
and press Properties. o= ra HEr

g File and Printer Sharing for Microsoft Networks

Connect using:

e Intemet Protocol Version 4 (TCP/1Pwd) ’

opology Uiscovery Mapper 140 Driver

i Link-Layer Topology Discovery Responder ]
l Install.. ] | Uninstall | [ Q Properies )]

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

oK || Cancel
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Under the General tab,
select Obtain an IP
address automatically,
and Obtain DNS server
address automatically.
Then click Ok to exit.

Internet Protocol Version 4 |

General | Alternate Configuration

‘You can get IP settings assigned automatically if your network supports
this capability. Ctherwise, you need to ask your network administrator
for the appropriate IF settings.

@ Dbtan an IP address automatically:

() Use the following IP address:

(@ Obtain DNS server address automatically

() Use the following DNS server addresses:

[ Ok ] [ Cancel ]
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Renewing IP Address on Client PC

After the ADSL Router gets on line, there is a chance that your PC does not renew
its IP address and thus causes the PC not able to access the Internet. To solve this
problem, please follow the procedures below to renew PC’s IP address.

For Windows 98/ME
1. Select Run from the Start menu.

2. Type winipcfg in the text box and
click OK.

3.  When the figure below appears,
click Release to let go of the
address and then click the Renew
button to obtain a new IP address.

For Windows NT/2000/XP

1. Open the Start menu, and click
Run... on this menu.

Programs »
Favorites »
Documents L4
Setftings L3
Find L4

Help

Log OFf Stella...

Shut Down....

Run

Type the name of a program, folder, document, or Interet
rezource, and ‘Windows will open it for you.

Oper: Iwinipcfg j

Cancel | Browse. .. |

I_IP Configuration
~ Ethemet Adapter Information

ilnial 82595-Based Ethernet ”:J
Adapter Address | ’
Subnet Mask '

2552552550
192168.1 1

Default Gateway |

Rm,;.,' | . .Rw |

Release Al

RenewAll |  Morelnfo>s |

WindowsN

g WirZip

Erograms »
Documents »

@ Settings »
ECETI
2|

Im

lal
=

Ip

Shut Down...

47



ADSL Router User Manual

2. Type cmd in the text box that

appears and click OK. Then you
will see the command prompt
window.

Another way to open the
command prompt:

From Start menu, point to
Programs, select Accessories,
and then click Command Prompt.

Type ipconfig at the command
prompt window and press Enter to
view the computer’s IP information
from DHCP server.

If the computer is holding a
current IP address, type ipconfig
Irelease to let go of the address,
then type ipconfig /renew to
obtain a new one.

Run HE

Type the narne of a program, folder, or document, and
Windows will open it for pow.

Open: =

2| Bt Separate fdemon Space

DKE I Cancel | Browsze. . |

‘windows Update

WinZip

ri Accessibility L3
L4 % Communications ¥
Internet Explorer =] Entertainment 3
, ﬁﬂ OQutlook Express Games 4

E System Tools L4
| address Book

% Documents

Settings

Search

Caleulator

E Imaging
@ Motepad
ﬁ’ Paint

@ Synchronize

Help

Run...

Log COFF Stella...

Shut Do, ..

@ Windaws Explorer
@ ‘WordPad

lesHm® &=y

e C:\WINDOWS\system32\cmd.exe HEH

Microsoft Windows KP [Uersion 5.1.26801]
<C)> Copyright 1985-2081 Microsoft Corp.

C:\Documents and Settingsripconfig

Windows IF Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix . = home

IP Addres: = 192.168.1.2

Subnet Mask @ 255.255.255.8
: 192.168.1.1

e+ Command Prompt

(C:\Documents and Settings:stellabipconfig/release

Jindows IP Configuwation

[Ethernet adapter Local Area Connection:

Connection-specific DNS Suffix
IP Addres

Subnet Ma

Default

C:\Documents and Settings\stellsaZipconfig/renev_

Released IP Address
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For Windows Vista

1. Open the Start menu, and
type cmd in the text box
then click OK.

2. The command prompt
window will appear.

3. Typeipconfig at the
command window and
press Enter to view the
computer’s IP information
from DHCP server.

4. If the computer is holding a
current IP address, type
ipconfig /release to let go
of the address, then type
ipconfig /renew to obtain
a new one.

Programs

B3 cmd

Documents
Pictures
Music
Search
Recent Items
Computer
Network

onnect To
Control Panel
Default Programs

' Seeall results

' Search the Internet Help and Support

. X C:\Windows\system32!

ion 6.0.68!

Microsoft Windouws [Ve -a. 1
oft Corporation.

Copyright (c> 2086 Micr
C:“Windows\systen32>

R C\Windows\system32\cmd.exe

Microsoft Windows [Uersion 6.0.68001
Copyright (c> 2086 Microsoft Corporation. All pights reserved.

C=\Window: stem32>ipconfig

Windows IP Configuration

Ethernet adapter Local Area Connection:

Connection—specific DNE Suffix : askey.savd.tu

Link-loc. ub Address . . . . . : feB@::61@6:a982:1461:h313x8
IPud Addr . : 18.11.95.22

Subnet Mas = 255.255.255.8

Default Gat :18.11.95.1

Mindous

&8 Admimistrator: Command Prompt

C:“Windowsssysten32¥ipconfig/release

Mindows IP Configuration

[Ethernet adapter Local Area Gonnection:

Connection—specific DNE Suffix

C: Hindowsssystem322ipconf ig-renew

Link-local IPvé Address . . . . . i £eB@::6106:2982:1461:h313x8

Default Gateway . . . .
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Note:

If you cannot release the IP
address successfully and see
the message “The requested
operation requires
elevation,” please go to the
Start menu and right click
Command Prompt, then set
Run as administrator.

Press Continue when a dialog
asking for permission to
continue prompts.

After then, repeat the above
instruction to release and
renew the IP address.

@ Internet

{ Internet Explorer
“%p E-mail

lr'lﬂ Windows Mail

'*‘I Welcome Center

Command Prompt

Y=L .. .
% Windows Mobility

'gll Windows Meeting §

T?ﬂi Windows Photo Gal

LUl windows Media Pl

QQ ) )

- Windows Live Mess
Eea

‘K’f Paint

4

@ Ethereal

»  AllPrograms
Start Search

w Bef@

askey
Documents

Pictures

Open file location
Run as administrator
Pin to Start Menu
Add to Quick Launch

Restore previous versions
Send Te

Copy

Remove from this list

Rename

Properties

Help and Support

11 siemens-silent setu...
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Chapter 3: Accessing the Internet

This chapter aims to help you access the Internet in a quick and
convenient way. If you need more detailed information for web
configuration, please refer to the next chapter for the advanced
configuration.

Before configuring the ADSL Router, you must decide whether to configure the
ADSL Router as a bridge or as a router. This chapter presents some deployment
examples for your reference. Each mode includes its general configure procedures.
For more detailed information about web configuration, refer to "Web Configuration".
PPP over ATM (PPPoA)

PPPoA IP Extenstion

PPP over Ethernet (PPPOE)

PPPoE IP Extension

Numbered IP over ATM (IPoA)

Numbered IP over ATM (IPoA) + NAT

Unnumbered IP over ATM (IPoA)

Unnumbered IP over ATM (IPoA) + NAT

Bridge Mode

MER (Bridge Mode + NAT)

O

Oo0o0ooooaoao

To ensure your PC accessing the Internet successfully, please check the following
first.

O  Anetwork interface card is installed on your PC.
O  The ADSL Router is solidly connected with your computer.

O  The TCP/IP protocol has been installed and the IP address setting is to
obtain IP address automatically.

After making sure that all above preparations are ready, you can open the Browser
and type “192.168.1.1" into the URL box and start to make the web configuration for
different connection modes.

This chapter is going to introduce the function of each connection mode and the
basic configuring steps that you have to do. If you do not follow the configuring steps
for using these connection modes, you might get some connection problems and
cannot connect to the Internet well.
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PPP over ATM (PPPoA) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1
\
1 2.1 1.
ISP ‘STM—l ||.l||||1|r|"l NF- o 68.1.3
i —
(Internet Service Provider) ":::::LE”::: Loop S~ ~‘ )
e 00000 Ethernet
] i B
ADSL u
IE AAA BRAS DSLAM Router
RDAIUS 192.168.1.2

Server

Y
-y

> PC(S)

*BRAS: Broadband PPP over ATM

Remote Access Server
PPPoA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPP0OA session is between the ADSL WAN
interface and BRAS. The ADSL Router gets a public IP address from BRAS when
connecting to DSLAM. The multiple client PCs will get private IP address from the
DHCP server enabled on private LAN. The enabled NAT mechanism will translate
the IP information for clients to access the Internet.

Configuration:
1.  Start your browser and type 192.168.1.1 as the address to access ADSL
web-based manager.

2.  Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 38
Click the Next button.

3. Onthe Configure Internet Connection — Connection Type page, select PPP
over ATM (PPPoA) then click the Next button.

4.  Onthe WAN IP Settings page, select Obtain an IP address automatically
and check Enable NAT box. Click Next.

5. Onthe PPP Username and Password page, enter the PPP username and
password that you got from your ISP. Select Always on or select Dial on
Demand and key in the inactivity timeout value. (The default value is 20
minutes.) Then click Next.

6. Onthe Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN, e.g.:
Primary IP address: 192.168.1.1
Subnet Mask: 255.255.255.0
Check DHCP Server on box. And key in the start and end IP address, e.g.:
Start IP Address:192.168.1.2
End IP Address: 192.168.1.254
Then enter the leased time ( the default is 1 day), and click Next.

7.  Check the network information on This Internet Connection — Summary
page. Make sure the settings match the information provided by your ISP. Click
Finish.
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PPP over ATM (PPPoA) IP Extension Mode

*BRAS: Broadband
Remote Access Server

Default Private IP
192.168.1.1

Dynamic Public IP
assigned by BRAS
PN

I S P - LTI
STM-1 lpmmg f Loop
(Internet Service Provider) it L it “ ~‘
Y 00000 Ethernet
- = E== L =

(i

ADSL Hub
L PC
ﬁ BRAS DSLAM

Router
. ~AA

RDAIUS
Server

PPP over ATM

PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPP0OA session is between the ADSL WAN
interface and BRAS. The ADSL Router acts as a bridge and receives a public IP
address from BRAS for your computer. And only the one that bears the public IP
address is allowed to access the Internet. Moreover, no NAT translation will be done
at this case.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Advanced — Internet — Connections. And click Add.

Key in the VCI and VPI value, e.g.:
VPl -0

VCI - 38

Click the Next button.

On the Configure Internet Connection — Connection Type page, select PPP
over ATM (PPPoA) then click the Next button.

On the WAN IP Settings page, select Obtain an IP address automatically,
check PPP IP extension (and Enable NAT would become disabled
automatically) then click Next.

On the PPP Username and Password page, enter the PPP username and
password offered by your ISP. Select Always on, and then click Next.

Check the network information on This Internet Connection — Summary
page. Make sure the settings match the settings provided by the ISP. Click
Apply.

Press Finish.
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PPP over Ethernet (PPPoE) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1
ISP 192.168.1,.3
STM-1
(Internet Service Provider) ‘ e L
| 00P e
]
ADSL
=] BRAS Router
—! AAA 192.168.1.2
RDAIUS

Server

A

PPP over Ethernet -

*BRAS: Broadband
Remote Access Server

PPPOE+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN
interface and BRAS. The ADSL Router gets a public IP address from BRAS when
connecting to DSLAM. The multiple client PCs will get private IP address from the
DHCP server enabled on private LAN. The enabled NAT mechanism will translate
the IP information for clients to access the Internet.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:

VPI-0

VCI -39

Click the Next button.

On the Configure Internet Connection — Connection Type page, select PPP
over Ethernet (PPPOE) then click the Next button.

On the WAN IP Settings page, select Obtain an IP address automatically
and check Enable NAT box. Click Next.

On the PPP Username and Password page, enter the PPP username and
password that you got from your ISP. Select Always on or select Dial on
Demand and key in the inactivity timeout value. (The default value is 20
minutes.) Then click Next.

On the Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN, e.g.:

Primary IP address: 192.168.1.1

Subnet Mask: 255.255.255.0

Check DHCP Server on box. And key in the start and end IP address, e.g.:
Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Then enter the leased time ( the default is 1 day), and click Next.

Check the network information on This Internet Connection -- Summary
page. Make sure the settings match the information provided by your ISP. Click
Finish.
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PPP over Ethernet (PPPoE) IP Extension Mode

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS

(Internet Service Provider) ‘STM—l 'I:ul-l-lu:ll:-“llu Loop Eth t .
VA it m erne @
it elole’e] F\_
BRAS DSLAM ADSL b
IE AAA Router PC(S)
RDAIUS
Server

A

“BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE IP

Extension Mode

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN
interface and BRAS. The ADSL Router acts as a bridge and gets a public IP address
from BRAS for your computer. And only the one that got the public IP address is
allowed to access into Internet. The real IP that you got is acquired from ISP.
Moreover, no NAT translation will be done at this case.

Configuration:
1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2. GotoAdvanced — Internet — Connections. And click Add.

3. Keyinthe VCI and VPI value, e.g.:
VPl -0
VCI -39
Click the Next button.

4.  Onthe Configure Internet Connection — Connection Type page, select PPP
over Ethernet (PPPOE) then click the Next button.

5.  Onthe WAN IP Settings page, select Obtain an IP address automatically,
check PPP IP extension (and Enable NAT would become disabled
automatically) then click Next.

6. Onthe PPP Username and Password page, enter the PPP username and
password offered by your ISP. Select Always on, and then click Next.

7. Check the network information on This Internet Connection -- Summary
page. Make sure the settings match the settings provided by the ISP. Click
Apply.

8. Press Finish.
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Numbered IP over ATM (IPoA)

Default Private IP
192.168.1.1 10.11.80.83

ISP T
(Internet Service Provider) STM 1 |||I||I|| I!I}II LOOp ‘ )
IIIIIIIIh HIIIII 10. 119523*
o ADSL
BRAS DSLAM Router
AAA

RDAIUS
Server

‘ T TTTPC(s)

X
h

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the ADSL Router and public server, e.g., Web or FTP server. Typically
the first IP is network address, the second is used as router IP address and the last
one is for subnet broadcasting. Other remaining IP addresses can be assigned to
PCs on the LAN.

The following example uses the LAN IP address ranging from 10.11.80.81 to
10.11.80.86 and the subnet mask for LAN is 255.255.255.248. The WAN |IP address
is 10.11.95.233, and the subnet mask for WAN is 255.255.255.248.

Configuration:
1. Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 32
Click the Next button.

3. Onthe Configure Internet Connection — Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select Use the following IP address and Use
the following DNS Server Address, then key in the information that your ISP
offered, e.g.:

WAN IP Address: 10.11.95.233

WAN Subnet Mask: 255.255.255.248
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1
Uncheck Enable NAT and click Next.

5. Onthe Configure LAN side Settings page, key in the information for your
LAN, e.g.,
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6. Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed.
Secondary IP Address: 10.11.80.81

56



Chapter 3: Accessing the Internet

Subnet mask: 255.255.255.248
Click Next.

Check the network information on the Summary page. Make sure the settings
match the settings provided by your ISP. Click Finish.

Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:

IP Address: 10.11.80.82

Subnet Mask: 255.255.255.248

Gateway: 10.11.80.81

Preferred DNS server: 168.95.1.1

Now the router is well-configured. You can access the Internet.
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Numbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)
|

]

10.11.80.81 2—=10.11.80.83

Default Private IP
“ S/W

192.168.1.1 =
ub =
ISP ]
{Internat Service Provider) STM-1 i ﬂ” Loop \\__A
—— |||||||14‘III§U P. 10.11.80.82
__—.'\m 10.11.95.233 =g
| o ADSL PCCS)
— BRAS DSLAM Router
B
RDAIUS

Server

»
Y

*BRAS: Broadband IP over ATM

Remote Access Server
Public IP Pre-assigned

by ISP+NAT

192.168.1.x

Primary LAN
(Private)

Description:

In this deployment environment, we make up a private IP network of 192.168.1.1.
NAT function is enabled (on ADSL Router or use another NAT box connected to hub)
to support multiple clients to access the Router and some public servers (WWW,
FTP).

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the ADSL Router and public server, e.g., Web or FTP server. Typically
the first IP is network address, the second is used as router IP address and the last
one is subnet broadcasting. Other remaining IP addresses can be assigned to PCs
on the LAN.

The following example uses the IP address ranging from 10.11.80.81 to 10.11.80.86
and the subnet mask is 255.255.255.248.

Configuration:
1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 32
Click the Next button.

3. Onthe Configure Internet Connection — Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select Use the following IP address and Use
the following DNS Server Address, then key in the information that your ISP
offered, e.g.:

WAN IP Address: 10.11.80.81

WAN Subnet Mask: 255.255.255.248
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.
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On the Configure LAN side Settings page, key in the information for your
LAN, e.g.,

Primary IP Address: 192.168.1.1

Subnet mask: 255.255.255.0

Start IP Address: 192.168.1.2

End IP Address: 192.168.1.254

Check the network information. Make sure the settings match the settings
provided by ISP. Click Finish.

Now the router is well configured. You can access into Internet.
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Unnumbered IP over ATM (IPoA)

Default Private IP,
192.168.1.1 10.11°80.83

ISP IIIIIIINII
(internet Service Provider) STM 1 i “f"" LOOP
|||II1I| |II||
BRAS DSLAM
=

RDAIUS
Server

Router

‘ 10.11.80.8%(:(8)

Y
A

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the ADSL Router and public server, e.g., Web or FTP server. Typically
the first IP is network address, the second is used as router IP address and the last
one is subnet broadcasting. Other remaining IP addresses can be assigned to PCs
on the LAN.

The following example uses the IP address ranging from 10.11.80.81 to 10.11.80.86
and the subnet mask is 255.255.255.248. In such circumstance, we do not assign
any WAN IP.

Configuration:
1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 32
Click the Next button.

3. Onthe Configure Internet Connection — Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select None for WAN IP address settings.
Then, select Use the following DNS Server Address and key in the
information that your ISP offered, e.qg.:

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1
Uncheck Enable NAT and click Next.

5. Onthe Configure LAN side Settings page, key in the information for your
LAN, e.g.,
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6. Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed, e.qg.,
Secondary IP Address: 10.11.80.81
Subnet mask: 255.255.255.248
Check DHCP Server Off and click Next.
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Check the network information on the Summary page. Make sure the settings
match the settings provided by your ISP. Click Finish.

Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:

IP Address: 10.11.80.82

Subnet Mask: 255.255.255.248

Gateway: 10.11.80.81

Preferred DNS server: 168.95.1.1

Now the router is well-configured. You can access the Internet.
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Unnumbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)

10.11.80.81 “»——=10.11.80.83
Default Private IP

192.168.1.1] [ ~issees S/w
ub r
I S P I:llllillll] B
{Internat Service Provider) STM-1 wimipdm LooOp \ —
= 1;;......-:E...;. =—\ 10.11.80.82
(1 Rl —
| o ADSL PC(S)
BRAS DSLAM Router
=
RDAIUS
Server
[ i
IP over ATM

*BRAS: Broadband

Remote Access Server
Public IP Pre-assigned

by ISP+NAT

192.168.1.x

Primary LAN
(Private)

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the ADSL Router and public server, e.g., Web or FTP server. Typically
the first IP is network address, the second is used as router IP address and the last
one is subnet broadcasting. Other remaining IP addresses can be assigned to PCs
on the LAN.

The following example uses the IP address ranging from 10.11.80.81 to 10.11.80.86
and the subnet mask is 255.255.255.248. In such circumstance, we enable NAT
function but not assign any WAN IP.

Configuration:
1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 32
Click the Next button.

3. Onthe Configure Internet Connection — Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select None for WAN IP address settings.
Then, select Use the following DNS Server Address and key in the
information that your ISP offered, e.qg.:

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.

On the Configure LAN side Settings page, key in the information for your
LAN, e.g.,

Primary IP Address: 192.168.1.1

Subnet mask: 255.255.255.0

Start IP Address: 192.168.1.2

End IP Address: 192.168.1.254
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Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed, e.qg.,

Secondary IP Address: 10.11.80.81

Subnet mask: 255.255.255.248

Click Next.

Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

Now the router is well-configured. You can access the Internet.
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Bridge Mode

DefaultPrivate 1P

192.168.1.1
ISP IIIIIIIIHa
e 0o
(Internet Service Provider) _____| STM 1 ,,,.".. Wil P N N “
i B

ADSL
BRAS DSLAM Router
=

RDAIUS
Server

PPPOE
Client S/W

X
y

*BRAS: Broadband
Remote Access Server

Bridge Mode

Description:

In this example, the ADSL Router acts as a bridge which bridging the PC IP
addresses from LAN to WAN. The PC IP address can be a static public address that
is pre-assigned by the ISP or a dynamic public address that is assigned by the ISP
DHCP server, or an IP address received from PPPoE software.

Therefore, it does not require a public IP address. It only has a default private 1P
address (192.168.1.1) for management purpose.

Configuration:
1. Choose a client PC and set the IP as 192.168.1.x (x is between 2 and 254) and
the gateway as 192.168.1.1.

2. Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

3. Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.,
VPI-0
VCI -35
Then click the Next button.

4.  Onthe Configure Internet Connection — Connection Type page, select
Bridging then click the Next button.

5.  Onthe WAN IP Settings page, select None for WAN IP address settings.

On the Configure LAN side Settings page, enter the IP address and subnet
mask for your LAN, e.g.:

Primary IP address: 192.168.1.1

Subnet Mask: 255.255.255.0

Choose DHCP Server Off and click Next.

7.  Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

8. Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:
IP Address: 10.11.86.81
Subnet Mask: 255.255.255.248
Gateway: 10.11.86.1
Preferred DNS server: 168.95.1.1

9. Click OK. Now the router is well-configured. You can access to the Internet.
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MER
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BRAS DSLAM Router PC
=

RDAIUS
Server

X
)

MER
*BRAS: Broadband

Remote Access Server

Description:
In this deployment environment, we make up a private IP network of 192.168.1.1.
NAT function is enabled to support multiple clients to access to Internet.

In this example, the ADSL Router acts as a NAT device which translates a private IP
address into a public address. Therefore multiple users can share with one public IP
address to access the Internet through this router. The public address can be a
static public address that is pre-assigned by ISP or a dynamic public address that is
assigned by the ISP DHCP server.

Configuration:
1. Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2. Goto Quick Start — Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.,
VPI-0
VCI-37
Then click the Next button.

4. Onthe Configure Internet Connection — Connection Type page, select
Bridging and then click the Next button.

5. Onthe WAN IP Settings page, select Obtain an IP address automatically;
then, select Obtain DNS server address automatically.

6. Check Enable NAT. Then click Next.

7. Onthe Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN. Check DHCP Server On box, and enter the start and end
points, e.g.:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Then key in the leased time that you want. And click Next

8.  Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

9.  Now the router is well-configured. You can access the Internet.

65



ADSL Router User Manual

66



Chapter 4: Web Configuration

Chapter 4: Web Configuration

Some users might want to set specific configuration for the router such as
firewall, data transmission rate..., and so on. This chapter will provide you
advanced information of the web pages for the router for your reference.

Using Web-Based Manager

After properly configuring your host PC, please proceed as follows:

BK 1. Start your web browser and type
T 192.168.1.1, the private IP address of the
ADSL Router, in the URL field.

2. After connecting to the device, you will be

Connect to 192.168.1.1

=

1]1'| }

ADSL2+ Router prompted to enter username and
_ password. By default, both the username
User name: € admin M i
and the password are admin. An example
LS sesedl under Windows XP is shown as the left
[CIremember my password f|gu re.
[ Ok ] [ Cancel . . .
If you login successfully, the main page will

appear. From now on, the ADSL Router
acts as a web server sending HTML
pages/forms on your request. You can fill
in these pages/forms and apply them to
the ADSL Router.
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Outline of Web Manager

To configure the web page, please use admin as the username and the password.
The main screen will be shown as below.

DSL =" - & O . MainMenu
i Quick Start ¢ Status : Advanced : Management:
Language:

I Your ADSL router is ready to connect to Broadband,

Enter your Broadband user name and password, then click "Connect”.
Internet Connection: pppoe_8_35_1
Total Online Time: 0 secs

1
1
1
1
1
1
: Broadband User Mame
1
1
1
1
1

Password
| e e e o e e e e e e e e e e e e e e e e e e e = e e e e e = = = =
N Fm——————==- 1
~ ==+, Main Window |
Title: The title of this management interface.
Main Menu: Including Quick Start, Status, Advanced, and Management.

The current workspace of the web manager, containing

Main Window: . . . .
configuration or status information.

Current Version: Here provides the version info for firmware and ADSL2+.

To Have the New Settings Take Effect

After selecting or adjusting the settings according to your needs, your
customizations will be saved to the flash memory before you restart the router. And
only after rebooting the router, your customizations may take effect.

Language
On the top to the right of this web page, it provides a drop-down menu for you to
choose a proper language. (Nonetheless, we only offer English at present.)
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Quick Start

The pages under the Quick Start menu provide user a quick way to set up the router.
If you do not know much about the router, you can use the Quick Start pages to
adjust basic settings to activate your router.

Connect to Internet
This is a quick way to connect to the  connect to nternet

|nternet by USing PPPOE interface’ Your ADSL router is ready to connect to Broadband.

please click Connect to Internet to

Open the Web page Enter your Broadband user name and password, then click "Connect”.
’ Internet Connection: pppoe_B8_35_1

Enter the user name and password Toral Brine Tme: =22

(that you get from the ISP) for your S

ADSL router and click Connect.

The system will connect automatically,
and then you can access the Internet.

Quick Setup

The quick setup wizard will guide you  uicksewe

tO Conflgure the ADSL router through This Quick Setup will guide you through the steps necessary to cunﬁ.gure your ADSL router,
. . Select the check box below ta scan the Internet connection automatically, It is

some SpeCIfIC Ste pS. Yet dlﬁerent raEuiDDTST;!\_‘I’?I?\dg E:’;anfﬂtehcilro\gnlé nao any PYC configured in your ADSL router before performing

connection interface will lead to £uta Sean Internet Cannection (PYC)

different setting pages. Refer to the

following pages for detailed

information.

Auto Scan Internet Connection -
(PVC) ;v\légglgs\lr;zl;eﬂ\ngs will be replaced by new settings after you finish [ews)
The default setting is checked, shown

as the figure. If there is no any PVC

configured in your ADSL router, you

can check this item so that it may start

to scan internet connection

automatically. Otherwise, please leave

this item unchecked.

After unchecking the Auto Scan item, s

. This Quick Setup will guide you through the steps necessary to configure your ADSL router,
you WIII have to enter VPl and VCl Select the check box below to scan the Internet connection automatically. It is
Value to Conflgure a new ATM PVC ;iinDTsng:‘ig t\:zitn;hésnws no any PYC configured in your ADSL router before performing
VPI (Virtual Path Identifier):
Identlfles the Vlrtual path bEtween Please enter VPI and ¥CI numbers for the Intemet connection which is provided by your
endpoints in an ATM network. The 1P
valid range is from 0 to 255. To enter 7' Z— "=
the setting, please refer to the setting
that the |SP Oﬁered. all original settings will be replaced by new settings after you finish [Nerts ]

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints
in an ATM network. The valid range is
from 32 to 65535 (1 to 31 is reserved
for well-known protocols). To enter the
setting, please refer to the setting that
the ISP gave you.

After entering the VPI/VCI value,
please click Next for the following
step.

[J Auto Scan Internet Connection (PYC)

Configure Internet Connection -- ATM P¥C
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Connection Type

The system provides several protocols for you to choose. Your ISP will offer you the
most suitable settings of the protocol. Before you set this page, please refer to the
protocol that your ISP offered.

Aﬁer Clicking on the NeXt button from Configure Internet Connection - Connection Type
the VP'/VC' Web page, the fo"ow|ng ﬁiﬁaté};g Sgﬁtgocudsa;d encapsulation type with the ATM PYC that your ISP has
screen will appear. Please choose the

Protocol: O PPR over ATM (PPPOA)

connection type and encapsulation B BT R e
mode that you want to use and click gw over ATM (IPaA)
) Bridging

Next for next page.

Encapsulation Type: LLC/SHNAP

For instance, PPP over Ethernet
(PPPOE) is selected in this
demonstrative figure.

PPP over ATM/ PPP over Ethernet

If the connection type you choose is PPP over ATM or PPP over Ethernet, please
refer to the following information.

ACCOI’ding tO the |Spls Conﬁguration Configure Internet Connection - Connection Type
on the Server, you can Choose PPPOE ﬁiﬁaté};g Sgﬁtgocudsa;d encapsulation type with the ATM PYC that your ISP has
or PPPoA modes.

Protocal: O PPP over ATM (PPPoA)
H @ PPP over Ethernet (PPPaE)
Choose PPPoA or PPPoE and click SEELE
NeXt O Bridging

Encapsulation Type: LLC/SHNAP

On thIS screen you have to make the Configure Internet Connection - WAN IP Settings
SettlngS fOI’ WAN |P TO get the IP Enter information provided to you by your ISP to configure the Wan IP settings.
address automatica”y C|iC|( the & Obtain an IP address automatically
. ! . O Use the following IP address:
Obtain an IP address automatically wan 1P Address:
radio button. Or click Use the —
following IP address button and
enter the IP address for WAN MTU: (1992 | (defaul: 1492)
interface.
Check Enable NAT if you need.
MTU:

It means the maximum size of the
packet that transmitted in the network.
The packet of the data greater than
the value set here will be divided into
several packets for transmitting.

The default setting for PPPOE is 1492;
while for PPPoA is 1500.

Click Next for the next procedure.
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. Configure Internet Connection - PPP User Name and Password
PPP Username & PPP Password:
In order to establish the Internet connection, please enter PPP user name and password

Key in the username and password it your 158 has provide
that you received from your ISP.

PPP User Name: askey4
AIWayS On PPP Password: LT
.. Session established by: ways On
Select this item to make the S
Connectlon aCthe a” the t|me Disconnect if no activity for 20 minutes

¢ Manually Connect
Disconnect if no activity for minutes

Dial on Demand:

Select this item to make a connection
automatically while in demand. Enter

the timeout to cut off the network

connection if there is no activity for

this router.

Manually Connect:

Select this item to make a connection

by pressing the Connect hyperlink on

the Advanced Setup — Internet —

Connections web page.

On the Configure LAN side Settings coisure LN side settings

Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCP

page, you have to f|" |n the data server on LAN interface to provide IP address settings for your computers.
requeStEd. Primary IP Address:  |192.168.1.1
Subnet Mask: 255.295.255.0

Primary IP Address & Subnet Mask: o cangurs secondary e sddrass snd subnst mask
Key in the information that offered by

your ISP for the LAN connection. L 1500 | igfault; 1500}

Configure the SeCOndary 1P @® DHCP Server On Start IP: 192.168.1.2

Address and Subnet Mask: Eaelic 192.168.1.254

Check this box to set up a secondary teaseTme: L _ldays [ | heurslD | minutes

IP Address to connect to your router if  © puep server orr

they are not included in the range that

DHCP server accepts. See the next
figure for the secondary IP address

and subnet mask. On this web page, the primary IP

Secondary IP Address & Subnet address and subnet mask will be
Mask: shown on it. You can modify them
Key in the second IP address and the  if needed.

subnet mask received from the ISP for

your LAN connection.

Configure LAN side Settings
MTU: (refer to the WAN SECtiON) gt s e s s st gt oo o onanslecvcs
The default MTU value for LAN side . o
Settings is 1500. You may modify it if  sunetmask: 2552552550

necessary. ‘E%Cumﬂgure secondary IP address and subnet mask
. Secondary IP Address:

DHCP Server On' X . Subnet Mask:

Check this item if DHCP service is

needed on the LAN side. The router ~ wru: 1500 (defauti 1500)

will assign IP address and gateway

addreSS for eaCh Of your PCS (& DHCR Server On Start IP: 1892.168.1.2

End IP: 192,168.1.254
Start IP Address & End IP Address: tesseTme: 1 Jdays [0 | hours|e | minutas
Enter the information needed. © DHCP Server of

Lease Time:
Key in the duration for the leased time.
The default is 1day.

DHCP Server Off:
Check this item if DHCP service is not
needed on the LAN.

Key in all the necessary settings
and click Next for the coming

page.
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You can check the contents on the
Summary page.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

Now, the system will reboot to activate
the new settings that you have set in
this section.

Please wait for 2 minutes before
restarting the router.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP.

Internet ( WAN) Configuration:

VPI f ¥CI 039

Connection Type PPPOE LLC/SMAP, Dial on Demand, Idle Timer 20 mins, QoS On
NAT Enabled

WAN IP Address Automatically Assigned

Default Gateway Automatically Assigned

DNS Server Automatically Assigned

LAN Configuration:

Primary LAN IP 192.168.1.1 f 255,255.,255.0

Secondary LAN IP 0.0.0.0 f 255.255.255.255

DHCP Server 0On 192.168.1.2 ~ 102.168.1.254

DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system.

Clck *Bat 1 make oy modmcatans,

Reboot ADSL Router
The ADSL router has been configured and is rebooting.
Close the ADSL router Configuration window and wait for 2 minutes before reopening

web browser, If necessary, reconfigure your PC's IP address to match your new
configuration.
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IP over ATM

If the type you have to choose is IP over ATM, please refer to the following

information.

IPoA is an alternative of LAN
emulation. It allows TCP/IP network to
access ATM network and uses ATM
quality of service’s features.

Choose IPoA and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an IP address automatically:
Click this button to allow the system to
get an IP address automatically.

WAN IP Address & WAN Subnet
Mask:

If you choose Use the following IP
address, you have to enter the IP
address and subnet mask information
that you received from the ISP for the
WAN interface.

Obtain DNS server address
automatically:

Only when you select Obtain an IP
address automatically that this
option is available. You may click this
button to allow the system to get DNS
server address automatically.

Use the following DNS server
addresses:

Select this item to set the DNS server
addresses manually, type the
information provided by your ISP in
the following Primary DNS and
Secondary DNS server entries, e.g.,
168.95.1.1 and 168.95.192.1.

Click Enable NAT if necessary.

On the Configure LAN side Settings
page, you have to fill in the data
requested.

Primary IP Address & Subnet Mask:
Key in the information that offered by
your ISP for the LAN connection, e.g.,
192.168.1.1 for the primary IP address
and 255.255.255.0 for the subnet
mask.

MTU:

(Please refer to the PPPoA/ PPPoE
section.) The default MTU setting here
is 1500. You may modify it if
necessary.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PVC that your ISP has
instructed vou to use.

Protocol: O PPP over &TM (PPP0OA)

© PPP over Ethernet (PPPOE)
@ IP ower ATM (IPDA)

O Bridging

Encapsulation Type: | LLC/SNAP

Configure Internet Connection - WAN IP Settings

Enter information provided to you by your ISP to configure the YWall IP settings.

& Mone
0 Obtain an IP address automatically
) Use the following IP address;

WAN IP Address:

WAN Subnet Mask:

Obtain DNS server address automatically
@ Use the following DNS server addresses:

Primary DNS server: 168.95.1.1

Secondary DNS server: 168,95,192.1

Enable NAT

e

After setting up the WAN IP and
DNS server information, click Next
to open the following page.

Configure LAN side Settings

Enter the ADSL router [P address and subnet mask for LaN interface and then enable DHCP
server an LAM interface to provide IP address settings for your computers.

192.168.1.1
255.255,255.0

Primary IP Address:
Subnet Mask:

[ Configure secondary [P address and subnet mask

MTU: 1500 | (default: 1500)

@ DHCP Server On Start IP: 192.168.1.2

End IP: 192.168.1.954

Lease Time: 1 days |0 hours |0 minutes

© DHCP server Off
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Configure the secondary IP

Address and Subnet Mask for LAN

interface:

Check this box to set up a secondary
IP Address to connect to your router if
they are not included in the range that

DHCP server accepts. You have to

key in the information received from
your ISP for the LAN connection, e.g.,
the secondary IP is 10.11.80.81 and
the mask is 255.255.255.248 in the

example illustrated in the figure.

DHCP Server On:
Check this item if DHCP service is

needed on the LAN side. The router
will assign IP address and gateway

address for each of your PCs.

Start IP Address & End IP Address:

Enter the information needed.

Lease Time:

Key in the duration for the time. The

default is 1day.
DHCP Server Off:

Check this item if DHCP service is not

needed on the LAN.

You can check the settings on the
Summary page.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

And the following page will appear.

Now, the system will reboot to activate
the new settings that you have set in

this section.

Please wait for 2 minutes before
restarting the router.

Configure LAN side Settings

Enter the ADSL router IF address and subnet mask for L&M interface and then enable DHCP
server on LAN interface to provide IP address settings for your computers,

Primary IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0

Configure secondary IP address and subnet mask

Secondary IP Address: |10.11.80.81

Subnet Mask: 255.255.255.248
MTU; 1500 | (Default: 1500)
@ DHCP Server On Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease Time: |1 days |0 hours |0 minutes

© DHCP Server Off

Key in all the necessary settings.
Click Next for the coming page.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP.

Internet (WAN) Configuration:

VPI f ¥CI 03z

Connection Type IPoA LLC/SMAP, QoS On
NAT Enabled

WAN IP Address 10.3.80.81

Default Gateway Automatically Assigned
DNS Server 168.95.1.1; 168.95.192.1

LAN Configuration:

Primary LAN IP 192.168.1.1 / 255.255.255.0

Secondary LAN IP 10.3.80.81 f 255.255.255.248

DHCP Server 0On 192.168.1.2 ~ 102.168.1.254

DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system. —
Clck *Bat 1 make oy modmcatans, Bk

Reboot ADSL Router
The ADSL router has been configurad and is rebaoting.
Close the ADSL router Configuration window and wait for 2 minutes before reopening your

web browser, If necessary, reconfigure your PC's IP address to match your new
configuration,
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Bridging

If the mode you choose is Bridging (or MER), please refer to the following

information.

The bridging mode can configure your
router to send and receive packets
between LAN and WAN interfaces.
The WAN interface is ATM PVC,; the
LAN interface can be Ethernet, USB,
or Wireless.

Choose Bridging and click Next.

None:

If it is not necessary to set the WAN IP
address, please click this button. In
our example, we select this item.

Obtain an IP address automatically:
Click this button to allow the system to
get an IP address automatically.

WAN IP Address, WAN Subnet
Mask, and Default Gateway:

When choosing Use the following IP
address, you have to key in the IP
address, the subnet mask, and the
default gateway provided by your ISP
for the WAN interface.

While you choose to obtain the IP
address automatically or use specific
IP address, you have to decide
whether to select Obtain DNS server
address automatically or Use the
following DNS server address and
enter the information provided by you
ISP.

You may check Enable NAT if you
want.

Press Next to continue.

Primary IP Address & Subnet Mask:
Key in the IP address and the subnet
mask that provided by your ISP for
LAN interface. The primary IP address
and subnet mask for our example are
192.168.1.1 and 255.255.255.0,
respectively.

MTU: Please refer to PPPoA/ PPPoE.

DHCP Server On:

Check this item if DHCP service is
needed on the LAN. The router will
assign IP address and gateway
address for each of your PCs.

DHCP Server Off:

Check this item if DHCP service is not
needed on the LAN. We choose this
item in our example.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PAVC that your ISP has
instructed you to use.

Protocol: O PPP aver ATM (PPPoA)
O PPP over Ethernet (PPPoE)
O 1P over ATM (IPDA)
@ Bridging

Encapsulation Type: LLCASNAP

Configure Internet Connection - WAN IP Setting
Enter infarmation provided to you by your ISP to configure the WaN IP settings,

& MNone
() Obtain an IP address automatically
() Use the follawing IP address:

WAN IR Address:

WAN Subnet Mask:

Default Gateway:

The default setting is none, shown as
the figure above. While selecting
Obtain an IP address automatically
or Use the following IP address, the
DNS setting appears, shown as the
figure below.

Configure Internet C fon - WAN IP Setting

Enter information provided to you by your ISP to configure the WAaRN IP settings.

O None
(& Obtain an IP address automatically
) Use the fallowing IP address:

WAl IP Address:

WAl Subnet Mask:

Default Gateway:

(& Obtain DMS server address automatically
O Use the following DNS server addresses:
Primary DMNS server:
Secondary DNS server:

Enahble NAT

Configure LAN side Settings
Enter the ADSL router IR address and subnet mask far LAN interface and then enable DHCP
server on LAN interface to provide 1P address settings for your computers,
Primary [P Address: 192.168.1.1
Subnet Mask: 255.255.255.0
[0 configure secondary IP address and subnet mask
MTU; 1500 | (default: 1500)
© DHCP Server On Start IF:

End IP:

Lease Time: days hours minutes
@ DHCP Server Off
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You can check the settings on the
Summary page now.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

And the following page will appear.

Now, the system will reboot to activate
the new settings that you have done in
this section.

Please wait for 2 minutes before
restarting the router.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP.

Internet (WAN) Configuration:
¥PI § ¥CI 0/3s
Connection Type Bridge LLC/SNAP, QoS On

LAN Configuration:

Primary LAN IP 192.1638.1.1 / 255.255.255.0

Secondary LAN IP 0.0.0.0/ 255.255,255.255

DHCP Server Off

Click "Finish" to accept these settings, and rebaot the system,

Gl "Btk t ks sny modficatsr
Reboot ADSL Router

The ADSL router has been configured and is rebooting.

Close the ADSL router Configuration window and wait for 2 minutes before reopening your
web browser, If necessary, reconfigure your PC's 1P address to match your new
configuration.
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Status

Overview

This page displays the current status for the ADSL connection, including system up
time, ADSL speed, and the information about LAN IP address, default gateway, DNS
server, firmware version, boot loader version, ADSL driver version, Ethernet MAC
address, and memory size. The system status will be different according to the
settings that you configured in the web pages.

Device Information

This information reflects the current status of your ADSL router,

System Up Time 00:00:09: 16
ADSL Speed {DS/US) 7616/332 Kbps
LAN IP Address 192.168.1.1
Default Gateway 10.11.95.233
Primary DMNS server 168.95.1.1

Secondary DNS server 168.95,192.1

Firmware Version 3.61)

Boot Loader VYersion 1.0.37-6.8.4

ADSL Driver Yersion AZpBOZ22c.d20d
Ethernet MAC Address 00:90:96:00:00:01

USBE MAC Address 00:90:96:00:00:02
Memory Size 4MB Flash f 16MEB SDRAM
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ADSL Line

This page shows all information for
ADSL.

For knowing the quality of the ADSL
connection, please click ADSL BER
Test button to have advanced
information.

Click More Information hyperlink to
show more detailed information about
ADSL Line Status.

ADSL BER Test

This test determines the quality of the
ADSL connection. It is done by
transferring idle cells containing a
known pattern and comparing the
received data with this known pattern
to check for errors.

After selecting the test duration time
and click Start, the following dialog
appears to tell you the test is running.
You can stop the test by pressing
Stop or close this dialog window by
clicking Close.

When the test is over, the result will be
shown on the following dialog window
for your reference. Click Close to
close this window.

ADSL Line Status

Current ADSL line status is displayed as the below,

Line Mode G.OMT Line State Show Time
Latency Type Interleave Line Up Time 00:00:59:20
Line Coding Trellis On Line Up Count 1

Statistics Downstream Upstream

Line Rate 7616 Kbps 832 Kbps

Attainable Line Rate 11360 Kbps 1216 Kbps

MNoise Margin 21.4 dp 13.0de

Line Attenuation 2.0de 1.5de

Output Power 11.9 dBm 7.8 dem

More Information ¥

ADSL BER Test

3 hitp:#/192 1681 1/berstart tst?berState=0 - Microsoft. r

ADSL BER Test - Start

The &DSL Bit Error Rate (BER) test determines the
guality of the ADSL connection, The test is done by
transferring idle cells containing a known pattern and
comparing the received data with this known pattern to
check for any errors.

Select the test duration below and click "Start”.

Tested Time (sec): |20 +

@

3 hitp:#/192 1681 1/berrmn tst7her Time=20 - Microsof. ..

ADSL BER Test - Running

The &AD5SL BER test is in progress, The connection speed
is 7616 Kbps, The test will run for 20 seconds,

Click "Stop" to terminate the test.

; hitp:/1192 1681 _1/berstop tst - Microsoft Internet Ex.__

ADSL BER Test - Result

The &DSL BER test completed successfully.

Tested Time 20

Total Transferred Bits 137950464
Total Error Bits 0

Error Ratio 0.00e+00
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Internet Connection
This page displays the connection

information for your router, such as the

PVC name, VPI/VCI value, service
category, protocol, invoking NAT and
QoS or not, IP address, linking status,
and so on.

Traffic Statistics

This table shows the records of data
going through the LAN and WAN
interface. For each interface,
cumulative totals are displayed for
Received and Transmitted.

You may click Reset to reset the
amount.

DHCP Table

This table shows all DHCP clients who
get their IP addresses from your ADSL
Router. For each DHCP client, it
shows the Host Name, MAC
Address, IP Address and the Lease
Time.

Routing Table

This table shows the routing rules that
your router uses.

ARP Table

This table shows the IP address
record for IP-to-Physical translation in
your router.

Internet Connection

Current Internet connections are listed below.

PVC Name | VPI/VCI | Categery Protocol NAT QoS WAN IP Address Or?Itizteu'T'i':ne
pppoe_0_39_1  0/39 UBR Lf&znip on | on 10.11.65.12 00‘03%3-40

Traffic Statistics

The statistics of user data going through your ADSL router are listed below.

Received Transmitted
Interface
Bytes Packets Errors |Drops Bytes Packets Errors Drops
Ethernet 2118 16 u} u} 4853 16 u} u}
usBe u} u} u} u} u} u} u} u}
WAN 70 1 o o 70 1 o o
DHCP Table

Those devices which get their IP addresses from your ADSL
router are listed below.

Host Name MAC Address IP Address
EM 00:13:03:17:24:55 | 192,168,1.2 | 00:23:51:38

Lease Time

Routing Table

All of current routing rules in your ADSL router are listed below.

Destination MNetmask Gateway Interface Metric
10,11.95,233  255.255.255.255 | 0.0.0.0 pppoe_0_39_1 |0
192.168.1.0 255.255.255.0 0.0.0.0 bro 1]
0.0.0.0 0.0.0.0 10.11.95,233  pppoe_0_39_1 0
ARP Table

The IP-to-Physical address translation entries recorded in
your ADSL router are listed below,

IP Address | Physical Address | Interface Type

192,168.1.2 | 00:13:03:17:24:55 | brO Dyrnamic
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Advanced Setup

Local Network — IP Address

This page is the same as you can see on the Configure LAN side Settings page
while running the Quick Setup. It allows you to set IP Address and Subnet Mask

values for LAN interface.

Primary IP Address:

Key in the first IP address that you
received from your ISP for the LAN
connection.

Subnet Mask:

Key in the subnet mask that you
received from your ISP for the LAN
connection.

Host Name:
List the host name of this device.

Domain Name:
List the name of the domain.

Configure the secondary IP
Address and Subnet Mask:

Check this box to enter another set of
IP Address and Subnet Mask to
connect to your router if they are not
included in the range that DHCP
server accepts.

After checking this box, the secondary
IP address and subnet mask entries
will show up, as shown in the right
figure.

Secondary IP Address & Subnet
Mask: Enter the information provided
by your ISP for your LAN connection.

MTU:

It means the maximum size of the
packet that transmitted in the network.
The packet of the data greater than
the number set here will be divided
into several packets for transmitting.
The default value for LAN setting is
1500.

Apply:
Click this button to activate the
settings listed above.

LAN IP Address Configuration

Enter the ADSL router IP address and subnet mask for Lan interface,
192.168.1.1

255.255.255.0

RTA1320
home

Primary 1P Address:
Subnet Mask:

Host Name:;
Domain Name:

[ configure secondary IP address and subnet mask.

MTU: 1500 | (Default: 1500)

Wew settings only take effect after your ADSL router is rebooted, If
Apply necessary, reconfigure your PC's IP address to match new settings.

LAN IP Address Configuration

Enter the ADSL router IP address and subnet mask for LAN interface.
192.168.1.1

255.255.255.0

RTA1320

hame

Primary IP Addrass:
Subnet Mask:

Host Name:
Damain Mame:

'ECnnﬁgure secondary IP address and subnet mask.

Secondary 1P Address:
Subnet Mask:

MTU: 1500 | (Default: 1500)

Mew settings only take effect after yvour ADSL router is rebooted. If
Apply necassary, recanfigure your PC's 1P address to match new settings.
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Local Network — DHCP Server

This allows you to set DHCP server on LAN interface.

DHCP Server On:

Check this item if DHCP service is
needed on the LAN. The router will
assign IP address and gateway
address for each of your PCs.

You have to key in Start IP Address,
End IP Address, and Lease Time.
The default lease time is 1day.

Relay On:

Click this button to have a relay
setting. And type the Server IP in the
IP field.

When the DHCP server is served by
another device rather than the router
itself, you can relay to that specific
server and enter the IP address of it,
as 10.11.95.2 in our example.

Server and Relay Off:
Check this item if DHCP service isn't
needed on the LAN.

Apply:
Click this button to activate the
settings listed above.

You can reserve one specific IP
address for a certain PC for particular
purpose. Simply add a mapping entry
of MAC address & IP address for that
PC by pressing the Reserved IP
Address List button. The window as
the one shown in the right column will
appear.

Click the Add button to open another
dialog window, shown as the right one.
On PC’'s MAC Address and
Assigned IP Address boxes, please
type the correct information according
to your need and click Apply.

DHCP Server Configuration

Enabling DHCP Server on LAN interface can provide the proper IP address settings
to your computer.

& DHCP Server On Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease .
Time: 1 days [0 haurs |0 minutes
[ Reserved IP Address List ]
O Relay On Relay to Server IP:

O server and Relay Off

Mew settings only take effect after the router is rebooted, If
Apply r\ecessary, reconfigure your PC's 1P address ta match new ssttings.

DHCP Server Configuration

Enabling DHCP Server on LAN interface can provide the proper IP address settings
to your computer.

© DHCP Server an Start IP:

End IP:

Lease

Tima: days hours minutes
& Relay On Relay to Server IP: 10.11.95.2

O server and Relay Off

New settings anly take effect after the router is rebaated. If
BBl ] [ Cancel ] e e Pere TP s & mooteh e setings,

2 hitp:41192 1601 Iiviewdhoprelist himl - Microsoft Internct Explo... [0 || 21 (€]

Reserved IP Address List

You can reserve one specific [P address for a certain PC by adding
the mapping entry hetween MAC address and 1P address.

MAC Address IP Address Delete

2 hitp://192.168.1 1 /dhepmactlt him] - Microsoft Internet Explorer = |1 [5%]

Add a new reserved IP address entry

PC's MAC Address:
{2.0,,00:90:96;01;24:3R)
Assigned IP Address:
(e.g,192,168.1.2)
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The information added will be shown 2 hitp//192 1681 Iviewdheprelist cgiichec kNum=7174 2dhepresti... 2] 51 (5]
on the window right away, as the right
figure illustrates. That is, the specified

Reserved IP Address List

You can reserve one specific [P address for a certain PC by adding

address W|” be reserved and not be the mapping entry hetween MAC address and 1P address.
assigned by DHCP for other MAC Address IP Address | Delete
computer(s). 00:90:96:01:24:38 192.168.1.2 i
You may click Add button to add

another set or click Close to exit.

Local Network — UPnP

The UPnP is only available for Windows XP. If you are not a Windows XP user, you
may ignore this page.

Enabling the UPnP IGD and NAT UPnP Configuration
traversaj function a”ows the users to Enabling the UPAP IGD and MAT Traversal function allows the users to perform

more applications behind NAT without additional configuration settings or ALG

perform more applications behind NAT  suprert an your ADSL router.

without additional configuration Enable UPnP
settings or ALG support on your ADSL
Router.

You can enable the UPnP function
through this web page by checking
Enable UPnP and press Apply.

Local Network — IGMP Snooping

Traditionally, IP packets are transmitted in one of either two ways - Unicast (1 sender
to 1 recipient) or Broadcast (1 sender to everyone on the network). Multicast delivers
IP packets to just a group of hosts on the network.

Without IGMP snooping, multicast traffic is treated in the same manner as broadcast
traffic, that is, it is forwarded to all ports. With IGMP snooping, multicast traffic of a
group is only forwarded to ports that have members of that group. IGMP snooping
generates no additional network traffic, allowing you to significantly reduce multicast
traffic passing through your switch.

The figure below shows a simple network connected via the ADSL router. There are
four Ethernet clients and one USB client on the LAN interface.

e

Video Server

ADSL Router

Ethernet UsSB

Now suppose the video server is the multicast transmitter and host A and D are
multicast receivers. If we do not turn on the IGMP snooping function, the router will
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forward the multicast traffic to all hosts connecting to this router and consequently
block and interrupt the traffic of the other users who do not want to receive the
multicast service, shown as the following figure.

Video Server

Multicast traffic

@R —

ADSL Router

|

UsSB

m -

= |
=

1Y

=

=S I

1

~*

When IGMP snooping is invoked, it makes the system aware to establish the best
path for multicast service to save LAN bandwidth. Refer the figure below, just as
desired, only host A and D will actually receive multicast traffic when IGMP snooping

Video Server

IGMP Snooping Enabled

Multicast Traffic

B

®
S
D
=
; ®
o

ADSL Router

Ethernet uUsB

While IGMP snooping is enabled, the IGMP packets will be monitored, the
membership information will be recorded and processed, and the multicast traffic will
only be forwarded to those LAN interfaces, such as Ethernet and USB, which are
bonded to the subscribed multicast groups. Thus it helps to save the bandwidth and
helps the devices to perform more effectively.

Check Enable IGMP Snooping and
. . . . wWith IGMP snooping, the IGMP packets will be monitored, the membership infarmation
Clle Ap ply to |nV0ke thlS fu nction. will be recorded and processed, and the multicast traffic will only be forwarded to

those LAN ports which are bonded to the subscribed multicast groups.

IGMP Snooping Configuration

IGMP Snooping: (O Disabled & Enabled

When IGMP Snooping is enabled, you

[ Filtering out multicast packets which will be sent ta your

can check the box below to filter out local nstwork if no users play multmaia movies
multicast packets which will be sent to

your local network if no user plays Note that the IGMP proxy must be enabled
multimedia movies. first. If the IGMP Snooping function is not

available as shown in the following figure,

If the PVC you're using is NAT
y g you have to enable the IGMP Proxy first.

enabled, remember to turn on the
IGMP Proxy at the same time. Please 16" Snooping Configuration
With IGMP snooping, the IGMP packets will be manitored, the membership information

refer tO Internet - IGM P Proxy fOf will be recorded and processed, and the multicast traffic will only be forwarded to
. . those LAM ports which are bonded to the subscribed multicast groups.
more information.

Warning: To enable IGMP snooping, you must enable IGMP proxy first.
IGMP Snooping: Disabled Enabled
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Internet — Connections

To set WAN settings for each service, please open Advanced — Internet. This page
allows you to edit, to remove, or to add WAN settings.

If you click the Connect hyperlink Internet Connection Configuration
under the PVC Name item, the system e B T e bt o systarn.

W||| connect to WAN automatica"y_ |f PYC Name | VPI/VCI Category Protocol |NAT QoS|WAN IP Address MTU  Edit

the WAN connection is OK, you can ~ ‘Biizers | 0% | e [ [ o1 on | mioossoned 1902 %
check the detailed information directly. frejre e 210 e rpe pame s papied i o read o ek i = o

.
You can add new PVC(s) by clicking

the Add button, edit the settings for
the present PVC by clicking® in the
Edit column, or delete the existing
PVC by pressing (@ icon.

Adding a New One
To add a new WAN connection, please click the Add button. The following screen
appears.

VPI (Vl rtual Path Identifi er): Configure Internet Connection -- ATM PYC
Ident'fles the Vlrtual path bEtWE‘en Please enter WPI and VCI numbers for the Internet connection which is provided by your ISP,
endpoints in an ATM network. The wiE_ (0ess)

WCIL |35 (32-65535)

valid range is from 0 to 255. Please
refer to the value that your ISP
provides.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints
in an ATM network. The valid range is
from 32 to 65535 (1 to 31 is reserved
for well-known protocols). Please refer
to the value that your ISP provides.

Service Categary: UBR Without PCR v

Servi ce Categ 0 ry: Configure Internet Connection -- ATM PYC
It deCIdeS the Slze and rate for the Please enter ¥PI and ¥CI numbers for the Internet connection which is provided by your ISP.
packets of the data in different service 7, 070

type. There are five categories

provided here for your selection,
shown as the drop-down menu in the
right column. Reatire VER

If you select UBR with PCR or CBR,
you have to offer the value for the
peak cell rate. Configure Internet Cannection -~ ATh PYC

Please enter VPI and VCI numbers for the Internet connection which is provided by your 1SP.

Service Category

If you choose Non Realtime VBR, or o o0
Realtime VBR, you have to key in the vl seessss)

value for the peak cell rate, Servios Cotegory: | Non Realime VER %

sustainable cell rate, and maximum pesk collRate: [0 slfs(2-2500)

burst size. gutamable Cell g celsta-2e9)
Mazimum Burst Size: 0 cells{1-1000000)

As you can see from the right figure,

the range for Peak Cell Rate is from 1
to 2500; the value for Sustainable

Cell Rate ranges from 1 to 2499 and

must be smaller than Peak Cell Rate;

and the range for Maximum Burst

Size is from 1 to 1000000.
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After pressing Next, you will see the
web page listed as the right one.
Choose the protocol that you would
like to use. (Here is the example for
choosing PPPoA.)

Please refer to Quick Setup for more
information if you don't know how to
set the configuration.

You can check Enable QoS to
improve performance for selected
applications. More detailed information
for QoS will be introduced in later
instruction.

If you choose PPPoE or Bridging,
you will see the option for 802.1Q
VLAN Tagging.

802.1Q VLAN Tagging:
802.1Q-compliant switch ports can be
configured to transmit tagged or
untagged frames. A tag field
containing VLAN (and/or 802.1p
priority) information can be inserted
into an Ethernet frame. If a port has an
802.1Q-compliant device attached
(such as another switch), these
tagged frames can carry VLAN
membership information between
switches, thus letting a VLAN span
multiple switches. However, it is
important for network administrators to
ensure ports with
non-802.1Q-compliant devices
attached are configured to transmit
untagged frames. Many NICs for PCs
and printers are not 802.1Q-compliant.
If they receive a tagged frame, they
will not understand the VLAN tag and
will drop the frame. Also, the

maximum legal Ethernet frame size for
tagged frames was increased in
802.1Q (and its companion, 802.3ac)
from 1,518 to 1,522 bytes.

After checking Enable 802.1Q VLAN
Tagging, you will have to enter a
VLAN ID, as shown in the figure.

VLAN ID:

The VLAN Identifier is a 12 bit field. It
uniquely identifies the VLAN to which
the frame belongs to and can have a
value between 0 and 4095.

Click Next to continue.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PVYC that your ISP has
instructed you to use.

Protocol: @ PPP over ATM (FPPOA)
) PPP over Ethernet (PPPOE)
O 1P over ATM (IPos)
O Bridging

Encapsulation Type: |WC MUx  +

Enable Qos

Enabling 1P QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced...|Quality of Service menu. Be aware that IP QoS also consumes system

resources, the nurber of created PYCs will be reduced consequently.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PVC that your ISP has
instructed you to use.

Protocal: ) PPP over ATM [PPPoA)
@ PPP over Ethernet [PPPOE)
O 1P aver ATM (IP0A)
O eridging

Encapsulation Type: | LLC/SNAP v

Enable Qos

Enabling IF QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications fram the
Advanced...|Quality of Service menu. Be aware that IP QoS also consumes system

resources, the number of areated PYCs will be reduced consequently.

{[7] Enable 802.10 VLAN Tagaing

WLAN ID: [0 (range: 0 ~ 4095)

Notice that 802.1Q VLAN
Tagging function can only be
invoked under PPPoE and
Bridging Mode; the system
will not provide this option
while setting PPPoA or IPOA
mode.
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The WAN IP Settl ngS page Wl” dlﬁer Configure Internet Connection - WAN IP Settings

Sl|ght|y aCCOrd”’]g to the prOtOCOI that Enter information provided to you by your ISP to configure the WaN IP settings,
yOU Choose The graphlc |S the one (@ Obtain an IP address autornatically

that you will see if you choose the @ e e olovina 17 s

PPPoE mode in the previous step.

You can select Enable NAT or change X fnablanar

the MTU value according to your
Add Default Route
needs.

dd f | MTU: 1482 | (default: 1492)

Add Default Route:

Check this item to add a default route.
1 1 Configure Internet Connection - PPP User Name and Password

The'next'flgure following the \_NAN IP In order to establish the Intemet connection, please enter PPR user name and

Settings in the PPPOE mode is shown  password that your 1sP has provided.

at the right. You may refer to the EEE ;’SBWET

Quick Setup for further information. semore

Session established by: & always on
@& Dial on bemand

Disconnect if no activity for |20 minutes
¢ Manually Connect
Disconnect if no activity for minutes

If you ChOOSG IP over ATM from the Configure Internet Connection - WAN IP Settings

Enter information provided to you by your ISP to configure the \WAN IP settings.

Connection Type web page, you will ...

get a Web page as the f|gure ) Obtain an IP address automatically
@ Use the following IP address:
You may refer to Quick Start — W P Eddress=k 10.11.95.233
. . WA S M 1 |255.255.255.248

Connection Type — IPoA section for e
more information Obtain DNS server address automatically

’ @ Use the following DNS server addresses:
Add Defau |t ROUte Primary DMNS server: 168.95.1.1

Secondary DNS server:

Check this item to add a default IPoA
Enahle NAT

route.
Add Default Route

For example, after rebooting your Routing Table
rOther, the default route will be shown il of current routing rules in your ADSL router are listed below,
on the Routing Table under Status

X Destination | Netmask Gateway Interface Metric

menu, you may check it. 10,2.05.233 | 255,255,255, 255 0.0.0.0 | pppoe_0_39_1 0
10.3.95.232 | 255.255.255.248 | 0.0.0.0 ipoa_0_32 u]
192.168.1.0 | 255.255.255.0 0.0.0.0 bro u]
|o.0.00 0.0.0.0 0.0.00 | ipoa_0_32 1

If you choose Bridging from the Configure Internet Connection - WAN IP Setting

Con neCtion Type Web page you W|” Enter information provided to vou by your ISP to configure the WaN IP settings.

. : & MNone
get a Web page as the flgure ||St6d at ) Obtain an IP address automatically
the rlght side. O Use the following 1P address:

WaN IP address;

Please refer to Quick Setup for more WaR Subnet Mask:

|nf0rmat|0n Default Gateway: — —
After configuring the WAN [P Setting s tnternet connection - Summary
page, press Next, and then you W|” Make sure that the settings below match the settings provided by your ISP,
see the Summary page Enahle this Internet Cannection
. . . Internet {WAN) Configuration:
Check the information displayed here. |ve1sva n/as
Service Category LER

Enable this Internet Connection: Connection Type  PPRO LLC/SHaP, Dial on Demand, fdle Timer 20
Check the box to enable this internet  [war Enabled
ConneCtlon or uncheck It to dlsable WAN IP Address Automatically Assigned

. . . Default Gateway Automnatically Assigned
thls Settmg You may Change thls DNS Server Automnatically Assigned

A

setting by press the Modify icon = on Clik "Apely” 0 accept hese setings.
. Click "Back" to make any modifications.
the Advanced — Internet Connection !

Configuration page and click Next until
the summary page is displayed.
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Internet — DNS Server

If Enable Automatic Assigned DNS checkbox is selected, this router will accept

the first received DNS assignment from one of the PPPoA, PPPoE or MER/DHCP
enabled PVC(s) during the connection establishment. If the checkbox is not selected,
it is necessary for you to enter the primary and optional secondary DNS server IP
addresses. Finish your setting and click the Apply button to save it and invoke it.

Enable Automatic Assigned DNS: DR Server Configuration

H H H If Enable Automatic Assigned DNS checkbox is selected, this router will accept the
CheCk thIS bOX tO enable th's fUﬂCtIOﬂ, first received DNS assignment from the PPPoA, PPPoE or MER/OHCP enabled PVC(s)
during the connection establishment. If the checkbax is not selected, enter the

or UnCheCk thIS bOX tO d|sab|e |t primary and optional secondary DNS server I[P addresses. Click "apply" to save it.

Primary DNS server & Secondary [] Enable Automatic Assigned DNS

DNS Servel’ Primary DMNS server:

Key in your primary and secondary Secondary DNS server:

DNS server addresses received from P T
the ISP Aqu;nagtt‘lnchsrsE;;sg}}:s,zgu llj'rv?.lr:tar‘ecbo;tﬂtghn:ruutertg ;:teth:
If you are satisfied with the settings,

click Apply.

Internet — IGMP Proxy

The Internet Group Management Protocol (IGMP) is an Internet protocol that
provides a way for an Internet computer to report its multicast group membership to
adjacent routers.

ISP BRAS
Ethernet ADSL Router
IGMP Proxy
: ; : 1 Telephone
A Line
USB

The hosts interact with the system through the exchange of IGMP messages. When
you want to configure IGMP proxy, the system will interact with other routers through
the exchange of IGMP messages. However, when acting as the proxy, the system
performs the host portion of the IGMP task as follows:

»  When being queried, the system will send membership reports to the group.

»  When one of the hosts joins a multicast address group which none of other
hosts belongs to, the system will send unsolicited membership reports to that
group.

»  When the last host in a particular multicast group leaves the group, the system
will send a leave group membership report to the router’s group.

|nternet Connectlon IGMP Proxy Configuration
This table displays the Internet o e e Your o2l reork o e
connection(s) created in this router.
Internet Connection IGMP Proxy Enabled
IGMP Proxy Enabled: pppoE_0_39_1
Check this box to enable this function

or uncheck this box to disable this
function.

After finish the settings, click Apply.
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Internet — ADSL

Enable ADSL Port:

Check this box to enable this function.
It simply invokes the line mode that
you choose here for the router.

Select the support of line modes:
There are several selections, and you
may select them according to the line
modes supported by your ISP and
your needs.

Capability Enabled:
Two items are provided here for you to
choose.

Bitswap:

It is a mandatory receiver initiated
feature to maintain the operating
conditions of the modem during
changing environment conditions. It
reallocates the data bits and power
among the allowed carriers without
modification of the higher layer control
parameters in the ATU. After a bit
swapping reconfiguration, the total
data rate and the data rate on each
latency path is unchanged. Check this
box to enable the function. If not,
uncheck this box to close the function.

Seamless Rate Adaptation:

It enables the ADSL2/ ADSL2+ Router
to change the data rate of the
connection while in operation without
any service interruption or bit errors.
Check this box to enable the function.
If not, uncheck this box to close the
function.

ADSL Settings

Enable ADSL Port

;ﬂssz;he support of line G.dmt Gite 11413

ADSL2 READSL2 ADSL2+

[ annex M

Capability Enabled: Bitswap [ seamless Rate Adaptation
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IP Routing — Static Route

The table shows all static route status and allows you to add or remove static routes.
A static IP routing is a manually defined path, which determines the data transmitting
route. If your local network is composed of multiple subnets, you may want to
specify a routing path to the routing table.

Destination Network Address: Static Route
Display the IP address that the data furrent stac e

packets are to be sent. o Hanerace pelee
Add
Netmask, Gateway, WAN Interface:
Display the subnet mask, gateway,
and WAN interface information that This page shows all the
the transmitting data will pass through. routing table of data
packets going through your
Delete: ADSL Router.
Allow you to remove selected route
settings.

Adding a New One
To add a static route, please click Add. Type the destination network address,
subnet mask and gateway that you received from the ISP and click Apply.

IP Address: Add New Static Route
The destination IP address and T ERgly™ i Sk e e o Tt ractong Fapre, o o BYBISGIS WA interface then
netmaSk Of the netWOfk indicates Destination Metwark (For default route, type 0.0.0.0 or leave blank)
where data packets are to be sent. e adsrene:
You may specify an IP, type 0.0.0.0, or  nemmask:
leave it blank. Forward Fackets ta

@ Gateway [P Address:
Gateway IP Address: O WAN Interface; pppoa_0_36 1
Click this button to forward packets to -
the specific gateway. Key in the
gateway IP address that you want to For example, type
use. 192.168.1.1 in the field of the
WAN Interface: gateway IP address and
Click this button to forward packets to leave the destination network
a specific WAN interface. Choose one blank. Click Apply to view
from the drop-down menu. the routing result.

Remove Static Route
If you don’t want the static route that =~ static route
you created, please click the [l icon in ~ furentstse s

Destination Netmask Gateway WAN Interface Delete
the Delete column from the table. 0.0.0.0 0.0.0.0 192.168.1.1 i}
Add
A dialog window will appear to confirm — IEEEELEEET X
your action. Click OK to remove the @ e e

static route, or click Cancel to keep
the setting.

Cancel

90



Chapter 4: Web Configuration

Example — Static Route
Here provides you an example of Static Route.

E B
192.168.1.1 10.1.1.1 _Internet
— e =

192.168.1.x l ADSL
Router

192.168.1.254

RouterB At i
E E E B

For the LAN shown above, if the PC in the subnet of 192.168.1.x wants to access
the PC in the subnet of 192.168.10.x, we can set a static route in the ADSL router, in
which the destination is the PC in the subnet 192.168.10.x and the gateway is router
B. The setting would be as follows:

Destination: 192.168.10.0

Netmask: 255.255.255.0 (Standard Class C)

Gateway: 192.168.1.254 (Router B)

IP Routing — Dynamic Routing

Routing Information Protocol (RIP) is utilized by means of exchanging routing
information between routers. It helps the routers to determine optimal routes. This
page allows you to enable/disable this function.

RIP Version: Dynamic Routing
i i i vou can enable RIP function on serveral interfaces of your ADSL router. Select
It Incorporates the RIP |nf0rmat|0n the desired RIP version and operation mode, then tick the 'Enabled’ checkbox

When receiving and broadcasting the td?szr';?ebElgfnvxnggevagec#gl;;?pp\v", or leave it unticked if you would like to
RIP paCketS' From the d.rop down Interface RIP Version | Operation Mode Enabled

menu, select a RIP version to be Lan 7 3 e B O
accepted, 1, 2 or both.

pppoe_0_39_1 Both ~ Passive + O

Operation:
There are two modes for you to

choose, Active and Passive. Select
Active for transmitting and receiving
data, or select Passive for receiving
data only.

Enabled:

Check Enabled to enable the RIP
function on different interface.
Otherwise, disable this function.

Click Apply to invoke the settings set
here.
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Virtual Server — Port Forwarding

The Router implements NAT to make your entire local network appear as a single
machine to the Internet. The typical situation is that you have local servers for
different services and you want to make them publicly accessible. With NAT applied,
it will translate the internal IP addresses of these servers to a single IP address that
is unique on the Internet. NAT function not only eliminates the need for multiple
public IP addresses but also provides a measure of security for your LAN.

When the router receives an incoming IP packet requesting for accessing your local
server, the router will recognize the service type according to the port number in this
packet (e.g., port 80 indicates HTTP service and port 21 indicates FTP service). By
specifying the port number, the router knows which service should be forwarded to
the local IP address that you specified.

After setting the virtual server, you should modify the filter rule about the port and
service information which you set on the virtual server. Because the firewall protects
the router by filter rule, you should update the filter rule after you set up the virtual
server.

Virtual Server function allows you to make servers on your LAN accessible to
Internet users. Normally, Internet users would not be able to access a server on your
LAN because:

O Your server does not have a valid external IP Address.

O  Attempts to connect to devices on your LAN are blocked by the firewall in this
device.

The Virtual Server feature solves these problems and allows Internet users to
connect to your servers, as illustrated below:

192.168.1.1
(LAN IP Address)

_ Router
192.168.1.10 203.70.212.52 192.168.1.20
(Web Server) (WAN IP Address) (FTP Server)
Http://203.70.212.52 Ftp://203.70.212.52
(Remote PC using (Remote PC using
Web Server) FTP Server)

IP Address seen by Internet Users
Once configured, anyone on the Internet can connect to your Virtual Servers.

Please note that, in the above picture, both Internet users are connecting to the
same |IP address, but using different protocols, such as Http://203.70.212.52 and
Ftp://203.70.212.52.

To Internet users, all virtual servers on your LAN have the same IP Address. This IP
Address is allocated by your ISP. This address should be static, rather than dynamic,
to make it easier for Internet users to connect to your Servers. However, you can
use Dynamic DNS feature to allow users to connect to your virtual servers by using
a URL, instead of an IP address.

92



Chapter 4: Web Configuration

IP addresses can be automatically redirected to local servers configured with private
IP addresses. In other words, depending on the requested service (TCP/UDP port
number), the router redirects the external service request to the appropriate server

(located at another internal IP address).

Add New Port Forwarding

To set a virtual server, please open the
Virtual Server item from the
Advanced setup menu.

To add a new Port Forwarding, please
click Add from the Port Forwarding
web page.

Pre-defined:

Choose one of the service types from
the first drop-down list, such as
Audio/Video, Games, and so on. In
the second drop-down list, choose the
name of the application that you want
to use with the type that you select in
the first list.

For example, if you choose
Audio/Video in the first field, the
corresponding contents of the second
field would be like the drop-down list
shown as the following figure.

User defined:

Type a new service name for building
a customized service for specific
purpose.

There are three lines that you can
enter settings into on this page. If you
need more lines, just apply the
settings and then add a new port
forwarding rule.

From Internet Host IP Address:
Select the initial place for port
forwarding. If you choose SINGLE, a
box will appear for you to fill in the IP
address for the specific host. And, if
you choose SUBNET, the boxes for IP
address and Netmask will appear for
you to fill in the IP address and subnet
mask for the specific subnet.

Forward to Internal Host IP
Address:

Key in the address for the host used
as the destination that information will
be forwarded to.

Port Forwarding

Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses MAT,

Internal Host
1P Address

External Packet

Delete
1P Address Protocol

Application Name
L Port

Port

Add

Add New Port Forwarding Rule

Application Mame:

@ pre-defined: AmdicdVideo w Camerades w
O user defined:

From Internet Host [P addrass: AL w

Forward to Internal Host IP Address:

® pre-defined: | Audio/ides ~ | | Camerades v

Add New Port Forwarding Rule

Application Mame:

O pre-defined:
@ User defined:

ALL hé

From Internet Host IP Address:

Forward to Internal Host IP Address:

By using the rules:
Forward to Internal Host

Port Start Port End

External Packet

Protocol
Port Start Port End

TCP b
TCP 3

TCP v

From Internet Host IP Address: ALL v

Forward to Internal Host IP address:

SNGLE |
SUBNET

SINGLE % IP Addr:

From Internet Host IP Address:

1P addr:
Metmask:

From Internet Host [P Address: SUBMET +
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For example, select the predefined
application name Audio/Video — Media
Player 7, set from ALL internet host IP
addresses, and forward to

Application Mame:

@ Pre-defined: Audiofvideno v | | Media Player7 v
& User defined:

From Internet Host IP Address: ALL o
192.168.1.200. Click Apply. Be sure Forward to Internal Host IP Address:  [192,168.1.200
to reboot your router for these
changes to take effect.

The result will be displayed as the port Forwarding

following figure.

If you do not want the server that you
created, check the Delete box of that
application and click the Delete button
to discard it.

Or if you want to add another one,
click Add to add a new one.

Virtual Server — Port Triggering

When the router detects outbound
traffic on a specific port, it will set up
the port forwarding rules temporarily
on the port ranges that you specify to
allow inbound traffic. It is supposed to
increase the support for Internet
gaming, video conferencing, and
Internet telephony due to the
applications require multiple
connection.

To add a new port triggering rule, click
Add to open this web page. Then
choose an application name from the
Pre-defined list box.

Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses NAT,

External Packet Internal Host

Application N Delets
S IP Address | Protocol | Port IP Address Port elete
Media Player 7 ALL TCP 1755 | 192.168.1.200 | 1755 O

70 - 70 -
Media Player 7 ALL upp 7000 192.168.1.200 7000 O
selectall [

Port Triggering

Port triggering funcion is a conditional port forwarding feature. When your
ADSL router detects outhound traffic on a specific portitrigger port), it will set
up the port forwarding rules temporarily on the port ranges you specify to
allow inhound traffic. This is supposed to increase the support for Internet
gaming, video conferencing, and Internet telephony due to these applications
require multiple connection.

Fmers] Trigger Open
Application Name Delete
Protocol Port Protocol Port

Add Mew Port Triggering Rule

Application Name: & Pre-defined: Al Talk v

O User defined:

The system provides 9 items for you  #pplication Name: @ Pre-defined: [ ajm Talk v

to choose.

Asheran's Call

Calista IP Phane

Delta Force (Client/Server)
ICQ

Nt

MNet2Phone
Rainbow Six
Rogue Spear

Port Triggering

Or define by yourself by typing the
name into the field of User defined.

Port triggering funcion is a conditional port forwarding feature, When your
ADSL router detects outbound traffic on a specific port(trigger port), it will set
up the port forwarding rules temporarily on the port ranges you specify to

H H allow inbound traffic. This is supposed to increase the suppart for Internet
CIICk App Iy to CompIEte the Settlng gaming, video conferencing, and Internet telephony due to these applications
require multiple connection,

If you select AIM Talk, the result page - THERER open
N . . . . Application Name Delete
will be like the demo figure in the right PR CUnE | inedl |Gk
Column AIM Talk TCP 4099 TCP 5090 O
Select sl [

You may delete the application by
checking the delete box and pressing
Delete.
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Virtual Server — DMZ Host

In computer networks, a DMZ (demilitarized zone) is a computer host or small
network inserted as a "neutral zone" between a company's private network and the
outside public network. It prevents outside users from getting direct access to a
server that has company data. A DMZ is an optional and more secure approach to a
firewall and effectively acts as a proxy server as well.

To close the function of DMZ Host, DMZ Host
please click Discarded. A DMZ host is a computer on your local network that can be

accessed from the Internet regardless of port forwarding and
To activate a DMZ host, please click ~ frewall ssftinas.
Fo rwarded to the DMZ hOSt radio Those IP packets from the Internet that do MOT belong to any

applications configured in the port forwarding table will be:
button, and enter the IP Address of

DMZ host. & Discarded
) Forwarded to the DMZ host
Click App'y IP address of DMZ host:

Once this feature is enabled, you must specify an IP address. It allows unrestricted
2-way communication between the specified IP address and other Internet users or
Servers.

O  This allows almost any application to be used on the specified IP address.
O  The specified IP address will receive all “Unknown” connections and data.

O  The DMZ feature only works when the NAT function is enabled.

Virtual Server — Dynamic DNS

The Dynamic DNS (Domain Name System) combines both functions of DNS and
DHCP to map a dynamic IP to a fixed domain name. This page allows you to access
the virtual servers with a domain name and password.

Dynamic DNS' Dynamic DNS Configuration
. This page allows you to provide Internet users with a name (instead of an 1
SEIeCt En able to enable DDNS, SeIeCt address) to access your virtual servers. This ADSL router supparts dynamic
H H H H DMS service provided by the provider 'hitp: /fwww . dyndns.org’,
D|Sab|ed to d|Sab|e thls funCtlon ‘hitp: ffweww bzo.com’, "hitp: ffwww.changeip.com' or "hitp: /fwww. no-ip.com'.

Please register this service at these providers first.

Dynamic DNS Provider:

Choose a provider (DynDNS.org DynamicONS: O Disabled [©]enabiss
TZO.Com, ChangelP.com, or Dynarnic DNS Provider: DynDNS.arg v
No-IP.com) from the drop-down list. Internet Connection: oopoe 0301 %
Internet Connection: Hser Hame:

Select the interface from the Password:

drop_down I|St that you Want tO use for HostMame.Domainkame:

connecting the Internet. Status:

User Name:

Type the user name that you
registered with the provider.

Password:
Type the password that you registered
with the provider.

HostName.DomainName:

Key in the domain name that you
registered. You can use letters and
dash for naming, yet other characters
are not allowed to use for preventing
from making troubles.

Status:
It displays current status.
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Virtual Server — Static DNS

This page allows you to configure DNS mapping between Domain name and IP
address for your local hosts. In case you want to access the local servers with
domain names from the local network, you can configure the mapping information
on the page.

1 Static DNS Configuration
HOSt Nam e - DO mal n Nam e : Thls‘phage allows 35!.:; to configure DNS ma;ﬂ:mg ‘het\?ﬂeen name irvd P a;ﬂdresls fnlr your
Key in the domain name that you et Y00 ot o gure e mapeing belew, | AT e aes
registered at the provider. You can use “estiameDomainhame P Address

mapped to

letters and dash for naming, yet other
characters are not allowed to use for

mapped to

mapped to

preventing from making troubles. masped o
IP Address: -
Key in the IP address for the domain mapped to
name to map. mappec to
Click Apply to upload your setting. esmne

NAT ALG Configuration

The need for IP address translation arises when a network's internal IP addresses
cannot be used outside the network either for security reasons or because they are
invalid for use outside the network. Use of NAT (Network Address Translation)
devices allows local hosts on such private networks to transparently access the
external global Internet and enables access to selective local hosts from the outside.

ALG (Application Level Gateway) is a security component that augments a firewall or
NAT employed in a computer network. ALG allows legitimate application data to pass
through the security checks of the firewall that would have otherwise restricted the
traffic for not meeting its filter criteria. ALG application specific translation agents
allow an application on a host in one address realm to connect to its counterpart
running on a host in different realm transparently. An ALG may interact with NAT to
set up state, use NAT state information, modify application specific payload and
perform whatever else is necessary to get the application running across disparate
address realms.

En able VPN ALG MNAT ALG Configuration

VPN ALG allows two or more

simultaneous VPN connections o o e ilansss VP canmertions thrauh < outer.
through this router. Check the box to Enable SIP ALG

invoke thlS fU nCtion. SIP ALG allows two or maore simultaneaus WoIP phane calls made by WoIP clients

through this router,

Enable SIP ALG:

SIP ALG allows two or more
simultaneous VolP phone calls made
by VolIP clients through this router. The
default setting for SIP ALG is enabled.

Transparent use of SIP-based devices in a
NAT scenario requires that modifications
be made to the SIP messages. These
modifications are performed by the ALG.

A SIP ALG provides functionality to allow
VolP traffic to pass both from the private to

public and public to private side of the
firewall when using Network Address
Translation (NAT). The SIP-ALG inspects
and modifies SIP traffic to allow SIP traffic
to pass through the firewall so that
person-to-person SIP sessions may be
established.

Click Apply to upload your setting.
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Firewall

The firewall is a kind of software that interrupts the data between the Internet and
your computer. It is the TCP/IP equivalent of a security gate at the entrance to your
company. All data must pass through it, and the firewall (functions as a security
guard) will allow only authorized data to be passed into the LAN.

What the firewall can do? It can:

O  deny or permit any packet from passing through explicitly

O  distinguish between various interfaces and match on the following fields:
€ source and destination IP address
¢ port

To keep track of the performance of IP Filter, a logging device is used. The device
supports logging of the TCP/UDP and IP packet headers and the first 129 bytes of
the packet (including headers) whenever a packet is successfully passed through or
blocked, and whenever a packet matches a rule being setup for suspicious packets.

PC1 l

An example for firewall setup:

Firewall Protection

Internet |

ssessee

l
Router l
PC2

This picture shows the most common and easiest way to employ the firewall.
Basically, you can install a packet-filtering router at the Internet gateway and then
configures the filter rule in the router to block or filter protocols and addresses. The
systems behind the router usually have a direct access to the Internet; however
some dangerous services such as NIS and NFS are usually blocked.

For the security of your router, set the firewall is an important issue.

Firewall — Bridge Filtering

The bridge filtering mechanism provides a way for the users to define rules to
allow/deny packets through the bridge based on source MAC address and/or
destination MAC address. When bridge filtering is enabled, each packet is examined
against the each defined filter rules sequentially, and when a matched is determined,
the packets will be blocked.

This page allows you to define the bridge packet filtering rules to block those
redundant packets with specific protocols and MAC addresses.

Choose Disabled to disable the Bridge Filtering
bridge filtering function. Click Enabled  «a&=5i i s s wac sdiressss, 0 o o fe ese eindans
to monitor and block redundant E:iilliigienga'ﬁzsl&filtering function is only available for the Internet connections of
packets.

Bridge Filtering: & Disabled O Ensbled
To initiate the Bridge Filtering rules, Bridye Filtering
select the Enabled radio button and  Zaeii el bl ans wac sscese 9 s to es mase rdndart
C|iCk Ap p|y :1':?129 packet filtering function is only available for the Internet connections of bridging

Click Add to configure a new bridge

. . Bridge Filtering: O Disabled @ Enabled
filtering rule.

Traffic Internet

Direction | Connection Frotocel Source MAC addr  DestMAC addr  Allow Delete

Note that the Add option is available
only when there is a bridge mode PVC Add
on this device.
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Select traffic direction from the drop
down menu, and check the network
interface which you want this rule to
apply on. Then, choose a protocol and
define the source or destination MAC
address which you want to control.

There are three options for traffic
direction: Outbound means from local
network to Internet; Inbound means
from Internet to local network;
Bi-direction includes both directions.

The protocols that you can choose is
listed as the right figure shows. Select
one proper protocol for this bridge
filtering rule.

For example, if we choose Outbound,
check br_0_35, select PPPoE as
protocol, and enter 00:90:96:01:2A:C3
into the Source MAC Address field,
then after clicking Apply, we will see
the result as shown in the right.

You can use Add or Delete button to
maintain the bridge filtering rules.

Firewall — IP Filtering

This page allows you to specify the IP
packet filtering rules to prevent the
services accessed from the Internet
hosts or limit the Internet access for
local hosts.

Choose Disabled to disable the
firewall function. Click Enabled to
invoke the settings that you set in this
web page.

To initiate the IP Filtering, please
select the Enabled radio button and
click Apply. The web page will be
shown as the right picture.

Select the direction to filter
packets:

Inbound means the data is transferred
from outside onto your computer.
Outbound means the data is
transferred from your computer onto
outside through Internet. Please
choose Outbound traffic or Inbound
traffic as the direction for filtering
packets.

Then, to add a new IP Filtering rule,
click Add.

Add New Bridge Packet Filtering Rule
Those packets which are matched with the rule created below will be hlocked.

Traffic Direction: Qutbound  +
from local netwark to Internet
Internet Connection this filkering rule applies on:
br_0_3s

Protacal: PPPoE v

Source MAC Address:
(e.g., 00:90:96:01:24:C3)
Destination MAC Address:
1f the rule with souree or destination
MAC address is "00:00:00:00:00:00" or
rnpty, it can be applied to all related
traffic without checking source or
destinstion MAC sddress,

Traffic Direction: Outhound  »
Inbound
Bi-direction
Protocol:

Bridge Filtering

This page allows you to specify the bridge pagcket filtering rules ta block those redundant
packets with specific protocals and MAC addresses.

Bridge packet filtering function is only available for the Internet connections of bridging
mode.

Bridge Filtering: O Disabled ® Enabled

Traffic Internet
Direction |Connection

Qutbound |br_0_33 PPPOE 00:90:96:01:2a:c3 00:00:00:00:00:00| & O

Protocol Source MAC addr  Dest MAC addr | Allow Delete

selectal [

1P Filtering
This page allows you to specify the IP packet filkering rules to prevent the

services accessed from the Internet hosts or limit the Internet access for local
hosts.

IR Filtering: ® Disabled O Enabled

IP Filtering
This page allows you to specify the IP packet filtering rules to prevent the

services accessed from the Internet hosts or limit the Internet access for local
hosts.

1P Filtering: O Disabled @ Enabled

Select the direction to filter packets: ® Outbound traffic & Inbound traffic

Port Range
Protocol | Source IP addr | Dest IP addr allow | Edit
Start  End
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This page provides some settings for
you to adjust for adding a new
outbound IP Filtering.

Allow Traffic:

Choose No to stop the data
transmission, Yes to permit the data
pass through.

Protocol:

Here provides several default policies
for security levels for you to choose. If
you don’t want to use the predefined
setting, you can use User Defined to
set a customized protocol according to
the necessity.

When you choose User Defined
setting, you have to enter a port
number in the “as” field.

Source/Destination IP address:

To specify IP address to allow or deny
data transmission, please pull down
the drop-down menu to choose a
proper one.

The setting All means that all the IP
addressed in the network are allowed
or denied to pass through in Internet.
If you choose Single or Subnet, you
will have to key in the specific IP
address (and Netmask for subnet) as
the start/end point to let the router
identify for granting or denying
passing through.

Port Range:

The port range is from 0 to 65535.
Please key in the start point and end
point for the IP Filtering.

After finish the settings, click Apply.

Here provides an example shown in
the right column. Select TCP as the
Protocol type, and make the Source
and Destination IP address to
include All, then type 0 and 65535 as
the start and end port.

Add New Outbound IP Filtering Rule

Allow Traffic @ es O Mo
Protocol: TCP hd

Source IP address: ALL A

Destination 1P address: ALL v

Port Range: Start End
Apply

Protocol:

User Defined

Add Mew Outhound IP Filtering Rule

sllow Traffic ® ves O No

Protocal: User Defined as

Add New Outbound IP Filtering Rule

Allow Traffic ® vYes O Mo
Protocol: TCP “
Source IP address:

Destination IP address:

Port Range: End

Add New Outbound IP Filtering Rule

Sllow Traffic @ es O No
Protocol: TCP v

Source IP address: ALL v

Destination IP address: ALL v

Port Range: Start |0 End |65535
[2pply
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A new IP filtering setting for Outbound
traffic is created in the web page. To

edit the setting, please click ™ to get
into the editing page. To delete the
setting, click @ to erase it. To set
another IP filtering, click Add again.

To add a new Inbound IP Filtering,
click Inbound traffic in the item of
Select the direction to filter packets
on the IP Filtering page. Use the
same way to add a new one as stated
above.

IP Filtering

This page allows you to specify the 1P packet filtering rules to prevent the
services accessed from the Internet hosts or limit the Internet access for local
hosts.

IPFiltering: (& Disabled & Enabled
Select the direction to filter packets: @ outbound traffic O Inbound traffic
Port Range
Protocol | Source IP addr  Dest IP addr Allow Edit
Start  End
TCR ALL ALL [u] 65535 . Eﬁ]]

Add

IP Filtering

This page allows you to specify the IP packet filtering rules to prevent the
services accessed from the Internet hosts or limit the Internet access for local
hosts,

IP Filtering: O Disabled & Enabled Apply

Select the direction to filter packets: © outbound traffic @ Inbound traffic

Port Range
Protocol | Source IP addr  Dest IP addr Allow  Edit
Start | End

Add
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Quality of Service

QoS (Quality of Service) is an industry-wide initiative to provide preferential
treatment to certain subsets of data, enabling that data to traverse the Internet or
intranet with higher quality transmission service.

There have been two generations of quality of service architectures in the Internet.
The interpretation of the Type of Service Octet in the Internet Protocol header varies
between these two generations.

The First generation: Precedence and type of service bits
The refined definition of the initial Type of Service Octet looks like this:
207 2% 285 274 283 272 2M1 270
Precedence Type of Service Field

The Second generation: Differentiated services code point

The Differentiated Service Code Point is a selector for router's per-hop behaviors
(PHB). As a selector, there is no implication that a numerically greater DSCP implies
a better network service. RFC2474 redefined the Type of Service Octet to be:

N7 276 25 2N 273 22 271 270
Differentiated Services Code Point ECT CE

The fields ECT and CE are nothing to do with quality of service. They are spare bits
in the IP header used by Explicit Congestion Notification. As can be seen, the DSCP
totally overlaps the old Precedence field. So if values of DSCP are carefully chosen
then backward compatibility can be achieved. This leads to the notions of "class",
each class being the group of DSCP with the same Precedence value. Values within
a class would offer similar network services but with slight differences. Classes were
initially defined as:

DSCP Precedence Purpose
0 0 Best effort
8 1 Class 1
16 2 Class 2
24 3 Class 3
32 4 Class 4
40 5 Express forwarding
48 6 Control
56 7 Control

Now, DSCP is what we are using for the QoS configuration on this device.

Among the classes you will see on the webpage, the BE (Best Effort) class
possesses no guaranteed rates; the CS (Class Selector) values enable backward
compatibility with the older IP-Precedence scheme ranges 0~7; the EF (Expedited
Forwarding) class is a low-loss, low-latency, low-jitter, assured-bandwidth,
end-to-end service; AF (Assured Forwarding) provides for the delivery of IP packets
in four independently forwarded AF classes, AF1x through AF4x. Within each AF
class, an IP packet can be assigned one of three different levels of drop precedence.
This class is used when a service (application) requires a high probability of packets
being forwarded, so long as the aggregate traffic from each site does not exceed the
subscribed information rate (profile). Each of the four AF classes allocates a certain
amount of forwarding resources, such as buffer space and bandwidth in each
network node. When congestion occurs, the drop precedence of a packet
determines the relative importance of the packet within the AF class.

You can start to configure the Bridge QoS/IP QoS rules on the Quality of Service
webpage for your router.
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Quality of Service — Bridge QoS

To classify the upstream traffic by
assigning the transmission priority for
different users’ data, please use
Bridge QoS to prioritize the data
transmission.

The Bridge QoS allows you to set the
settings based on layer two bridge
packets.

Traffic Class Name:
Key in a name as the traffic class for
identification.

802.1p Priority:

Each incoming packet will be mapped
to a specific priority level, so that
these levels may be acted on
individually to deliver traffic
differentiation. Please choose the
number (from 0 to 7, low to high
priority) for the 802.1p Priority.

Traffic Priority:

There are three options — Low,
Medium, and High that you can
choose. The router will arrange the
precedence for the traffic according to
the traffic priority setting here.

As for the settings for the DSCP value
and the WAN 802.1p value of the
upstream packets, they will be seen
on the WAN side.

DiffServ Class (DSCP):

DiffServ is a computer networking
architecture that specifies a simple,
scalable and coarse-grained
mechanism for classifying, managing
network traffic and providing QoS
(quality of service) guarantees on
modern IP networks. DiffServ can, for
example, be used to provide
low-latency, guaranteed service to
critical network traffic such as voice or
video while providing simple best-effort
traffic guarantees to non-critical
services such as web traffic or file
transfers.

The higher position the item appears,
the smaller DSCP value itis (i.e., BE
is the lowest while CS7 is the highest).
The corresponding DSCP value in the
IP header of the upstream packets will
be overwritten by the selected value.
The default setting is No change.

Bridge QoS
This page allows you to classify the upstream traffic (ko the Internet) by assigning the

transmission priority for various user data. Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packets.

Traffic Priority Traffic Conditions

Traffic Name | Priority DiffServ Class WAN B02.1p Delete

LAN
802.1p

Add

Add New Bridge QoS Traffic Rule

2l of specified conditions in the traffic rule must be satisfied for the rule to take effect.
Traffic Class Name:

Traffic Conditions

LAN 802.1p Priority: 0w

Assign Priority for this Traffic Rule

Traffic Priority: Lowe ~

DiffSery Class Mo Change v The correspanding DSCF valus in the IF header of the
(DSCPY: upstrearn packets will be overwritten by selected walue

WEN 802.1p: No Change | The WA 802.1p valus of the upstream packets can be

averwritten by selected value,

Traffic Priority:

DiffServ Class | No Change v
(DSCP):

[

BE - 0x00
AF13 - 033
AF12 - 023
AFTT - 024
CE1-0x20
AF23 - D0l
AF22 - Dx43
AF2T - Oxdd
CE2 - 0x40
AF33 - 0x73
AF32 - 0xB3
AF3T - Oxbd
CE3 - 0x60
AF43F - 0x53
AF4AZ - 0xE3
AFAT - DxEd
CZ4 - 0x80
EF - 0xB5

C38 - 0xaAl
CE2hE - 0xCO
CE7 - 0xE0
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WAN 802.1p:

If 802.1p is enabled on Internet
connection, WAN 802.1p value of the
upstream packets can be overwritten
by the selected value. You may select
a priority from the drop-down menu.

If you set the LAN 802.1p Priority O
as the traffic condition, choose Low
traffic priority for this rule, set DSCP
as BE, and WAN 802.1p as no
change, after clicking Apply, you will
get the result as the figure in the right
column.

Thus when the users’ data matches
the traffic condition, the transmission
will get a low traffic priority.

You may check the Delete box and
press Delete to discard it, or click Add
to create more.

Quality of Service — IP QoS

To classify the upstream traffic by
assigning the transmission priority of
the data for different users, please use
IP QoS to prioritize the data
transmission.

The IP QoS allows you to set the
settings based on layer three IP
packets.

To add a new IP QoS setting, press
Add in the page of Quality of
Service — IP Qo0S, a page same as
the right side will appear.

Traffic Class Name:
Type a name as the traffic class for
identification.

LAN Ports which traffic come from:
The IP QoS rules will be applied on
the LAN ports you checked here. The
default setting includes all ports.

Source MAC Address& MAC Mask/
Destination MAC Address& MAC
Mask:

Key in the specific MAC Address or
MAC Mask of the devices which you
want the QoS rule to be applied to, or
simply leave it blank to include all.

Protocol:

Choose a proper interface for this
function. If you don’t know how to
select, simply use the default one.

WAN B02.1p:

0
1
2
3
4
5
151
7

Bridge QoS

This page allows you to dassify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data, Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packets,

Traffic Priority Traffic Conditions

Traffic Name | Priority DiffServ Class WAN 802.1p BI%Q“I‘D Delete
HSD Low Be - 0100 o o O
Select &l [

1P Qos

This page allows you to classify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data. IP QoS function prioritizes the data transmission
based on layer 3 IP packets.

Traffic Priority
DiffServ | WAN |LAN
Class | §02.1p Ports

Traffic Conditions

Traffic

i Sourca MAC Destination MAC Pratocol | SourceIP | Dest1P

Priority Source Port | Dest Part Dol

Add

Add New IP QoS Traffic Rule
All of specified conditions in the traffic rule must be satisfied for the rule to take effect.
Traffic Class Name:

Traffic Conditions

LAN Ports which traffic come from: Ethernet USB
Source MAC Address: MAC Mask:
Destination MAC Address: MAC Mask:
Protocol: TCPADP »

Source IP Address: Subnet Mask:
Source Port (Start-End):
Destination IP Address: Subnet Mask:

Destination Port(Start-End):

Assign Priority for this Traffic Rule

Traffic Priority: Low v

DiffServ Class No Change | The corresponding DSCP walue in the IF header of the

(DSCP): upstream packets will be overwritten by selected value.

WAN BO2.1p: No Change ™| The Wan 802.1p value of the upstream packets can be
overwritten by selected value,

Apply

Protocol:
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Source IP/ Subnet Mask/ Port Source IP Address: Subnet Mask:
Key in the source IP address (ex.: Sauree Port (Start-End): -
19216810) and Subnet mask (ex Destination IP Address: Subnet Mask:

255.255.255.0) for the application (ex.; Destination Part(start-End):
FTP, HTTP, and so on) that you want

to invoke the QoS traffic rule. You may

simply enter the source port, ranging

from 0 to 65535, as the traffic

condition.

Destination IP/ Subnet Mask/ Port:
Enter the destination IP address
(ex.: 168.95.1.88) and subnet mask
(ex.:255.255.255.0) for the application
that you want to invoke the QoS traffic
rule. Or simply enter the destination
port for the traffic condition; it ranges
from 1 to 65535.

Traffl c PI’IOI’Ity/ lefseI’V Cl ass Assign Priority for this Traffic Rule
Traffic Priority: | Low v
(DSCP)/ WAN 8021p DiffSery Class [Ny Change |+ Tgetcurresppur;(dlgq DSCP valus mttthahls headsr of the
. DSCP upstrearm packets wil & overwritten selected value.
Please refer to the Bridge QoS et Ghangs ] T YAM 80215 valu of th upstream packatscon e
. overwritten by selected value,
section.
After finishing the settings, click 17 Qos

This page allows you to classify the upstream traffic (to the Internet) by assigning

App Iy, the neW QOS Sett'ng W|” be the transmission priority for various user data. IP QoS function priaritizes the data
transmission based on layer 3 IP packets.
shown as the example.

Traffic Priority Traffic Conditions
Traffic DiffServ |WAN LAN | Source [Destination Source IP | Dest IP
. Protocol

e |PHORtY | o) e B02.1pPorts | MAC MAC Source Part | DestPart DelCte

According to the example, we set four

rules for IP QoS. In traffic A, we set E
the destination port as 1-1024,and ———F— "~ ——— 5%
the traffic priority is low; in traffic B, the -
source port is from 201 to 8000, and : -
the priority is medium; in traffic C, selectal [
when the source IP is 192.168.1.0,
subnet mask is 255.255.255.0, the
traffic priority is high; in traffic D, when
the traffic is heading to 168.95.1.88,
the priority is high.
To delete the rules you set, simply
click the check button below Delete
item and click Delete button.
According to our example, the IP QoS configuration can be illustrated by the
following figure in the next page.
DA While there are many PCs
B B getting online, the PCs
= E using port 201-8000 to
L L B access the internet will have
L High Medium Port: medium traffic priority, the
192168.10 | : o 058 PCs carrying 192.168.1.x/
Rootar 255.255.255.0 as IP
address will have high
i traffic priority. In addition,

; PCs heading to port 1-1024
will have a low priority, while
the PCs accessin

Internet b 168.95.1.88 will hgveahigh
168.95.1.88 priority.
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Port Mapping

This page allows you to configure
various port mapping groups which
contains specific Internet connections
and LAN ports. The user data will be
only transmitted and received among
the interfaces in the group.

Normally, this function only needed
when more than two PVCs are
available, for example, if we have two
PVCs, one uses PPPOE and the other
uses Bridge mode, we may want to
group certain connection to a specific
port, especially when some devices
may consume higher bandwidth.

In our illustration, the two PVCs we
have are pppoe_0 39 1 and br 0_35.

Click Add to create a new group.

Group Name:

Give a unigue name here. The word
length must not be over the length of
the field. In our example, bridge.

Available Interfaces:

The available interfaces (such as
Ethernet and USB) will be displayed in
the left side box. When you choose it
and click Add, it will be transferred
into the Grouped Interfaces at the
right side box. Yet, if you want to
remove the interface from the current
group, it will be returned back to the
Default group (left side box) after you
click Remove.

Now we are going to map the Ethernet
port with the bridge mode PVC. Click
br_0_35 and press Add button, then
press USB and click Add again. The
two items are moved to the right box
now.

After finish the settings, click Apply.

As you can see, we have a default
group, in which PPPoE mode will be
applied through Ethernet port and we
have another group named bridge, in
which bridge mode will be applied
when connecting to the USB port.

You may click®to edit the created
group, press (@l to delete it, or click Add
to create another group.

Port Mapping Configuration

This page allows you to configure various part mapping groups which contains specific
Internet connections and LAN ports. The user data are only transmitted and received
among the interfaces in the group.

NOTE: DHCP server and all routing/firewall functions are only available at the Default
group.

Group Name Internet Connections LAN Ports Edit

Default pppoe_0_39_1 Ethernet, USE

Add

Port Mapping Configuration

This page allows you to configure various port mapping groups which contains specific
Internet connections and LaN ports, The user data are only transmitted and received
among the interfaces in the group.

NOTE: DHCP server and all routing/firewall functions are only available at the Default
group.

Group Name Internet Connections LAN Ports Edit
Default oppoe_0_39_1,br 0_3 Ethernet, USB

Add

Add New Port Mapping Group

Awailable interfaces can be LaM ports or Internet connections of ATM PYC bridge mode,

Group Mame: | bridge The aroup name rust be unique.
Available Interfaces Grouped Interfaces
Ethermet

br_0_35

UsB

Apply | Selectsd interfaces will be removed from their existing groups and added

to the new group, If you remove one interface fram current group, this
interface will be returned back to the Default group.

Add New Port Mapping Group

fwvailable interfaces can be LAM ports or Internet connections of ATM PYC bridge mode.

Group Mame:  |bridge The group name must be unigue.
Available Interfaces Grouped Interfaces
Ethernet br 0_35

UsB

~Back | [Bpply | Selected intarfaces will be remavwed from their existing groups and addsd
:

o the new group. If you remove one interface fram current group, this
interface will be returnsd back to the Default group.

Port Mapping Configuration
This page allows you to configure various port mapping groups which contains specific
Internet connections and LAN parts. The user data are only transmitted and received

among the interfaces in the group.

NOTE: DHCP server and all routing/firewall functions are only available at the Default
group.

Group Name Internet Connections LAN Ports Edit
Default pppoe_0_39_1 Ethernet
bridge br_o_s5 use % @
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The following relationship figure illustrates the port mapping configuration.

| | e —
AN /
pppoe_0_39 1 | br_0_35
N o ' B

ADSL Router

Under this configuration, any PC that connect to Ethernet port will connect to the
internet through the bridge mode PVC pppoe_0_39 1, while the device using USB
will access the internet by the PPPoE connection br_0_35.
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Management

Diagnostics

To check the linking status for the network and your computer, a diagnostic test can
guide you to detect the network problem. The testing items are listed and examined
one by one. If the previous one is failed, than the items following that one will be
failed, too. Use this diagnostic test to detect the connectivity mistakes whenever
linking problem occurs.

Diagnostic Tests

Press Run Diagnostic Tests on the
Diagnostic Tests page.

This ADSL router is capahle of testing your ADSL connectian.

Select the Internet Connection: | pppoe_0_35_1 » Rur Diagnostic Tests

The Result would be shown on the Test the connection to your local network

same page Test your Ethernet Connection: PASS |Heln
’ Test your USB Connection: PASS Help

For the item which passes through the ) ) ,

. . “ » . Test the connection to your ADSL service provider
d!agnostlcs, a PA.SS WI” be . Test ADSL Synchronization: PASS |Helo
displayed on the right side of that item. |test aTm 0aM F5 segment ping: PASS |Heln

« Sy Test ATM OAM F5 end-to-end ping: PASS | Help
If not, a “Fail” will be presented there. ;.. am 0am F4 segment ping: FAIL |nieln
Press the Help link to know what the ~ [TestATM OAMF4 end-to-end pino: FAIL  [telb
result (PaSS, Fall) repl’esents for. Test the connection to your Internet service provider
Test PPP server connection: PASS |Heln
Test authentication with ISP: PASS |Help
Test the assigned IP address: PASS Help
Ping default gateway: PASS | Help
Ping primary Domain Name Server: PASS |Heln
Take the Help link of ADSL ADSL Synchronization Test
Syn Ch roni Zatlo n for example pass: Indicates that the ADSL router has detected a ADSL signal from the

telephone company.

It not only explains the situation for

Indicates that the ADSL router does not detect a signal from the

PaSS and Fa'l, but OffeI‘S the Fail: Flea\seﬁg?gsnclnmpamy‘s ADSL network, The ADSL LED will continue to

troubleshooting procedures for you to

fO”OW Idf_the test fails, follow the troubleshooting procedures listed below and rerun the
. iagnostics tests.

Troubleshooting:

Press Back to return.

1. Make sure your phone line is plugged into the router.

2. After turning on your ADSL router, wait for at least one minute to establish
a connection. Run the diagnostic tests again by clicking "Rerun Diagnaostic
Tests" at the bottom of this page,

3. Make sure there is no ADSL micro filter on the phone cord connecting the
ADSL router to the wall jack,

4, Make sure you are using the phone cord that was supplied with your ADSL
router or another similar phone cord with four copper wires visible in the
plug.

5. If your ADSL has been functioning properly for a long period of time and
you suddenly are experiencing this problem, there may be a problem with
the ADSL network, You may need to wait from 30 mihutes to 3 couple of
hours, and if you still do not have a solid ADSL LED on your router, call
Technical Support,

6. Turn off the power to the ADSL router, wait 10 seconds and turn it back

on. Wait at least one minute and if the ADSL LED on the router remains a
solid color, close your Web browser and restart it

Contact ISP Technical Support if you have tried all of the above and still are
experiencing a fail condition.
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Management Accounts

This page allows you to CHANGE the user name and password for accessing your

ADSL Router.

For the Admin Account, the default
setting for both username and
password are admin. If you want to
change the username and the
password, please modify the User
Name and New Password, and then
retype the new password in the
Confirm field for confirmation. Then
click Apply.

To create a user account, you may
setup a username and password
under User Account on the same
page.

Note that the new user can merely
access the Quick Start and Status

page.

Admin Account

Admin account has unrestricted access to change and view
configuration of your ADSL router,

User Name: admin
Mew Password:

Confirm Mew Password:

User Account

Using the user account can configure most commaon functions and view
statistics of your ADSL router.

User Mame: user
Mew Password:

Confirm Mew Password:

Management Control — From Remote
There are six interfaces for the remote access. Please choose from them if you want

to enable the remote access control.

Select the Internet Connect:
Select one connection item from the
drop-down list to enable the function.

Web Browser:

Check this box if you want to have
remote control through HTTP. The
default port number is 8080. Modify
the port whenever you want.

Telnet:
Check this box if you want to have
remote control through telnet.

FTP:
Choose this box if you want to have
remote control through FTP.

TFTP:
Choose this box if you want to have
remote control through TFTP.

Secure Shell (SSH):
Choose this box if you want to have
remote control through SSH.

Ping:
Choose this box if you want to have

remote control through ping command

under DOS prompt.

Remote Management Control

Enable remote access to let an expert, e.g. helpdesk, configure your
ADSL router remaotely.

Select the Internet Connection: | pppoe 039 1 v
To allow remote access to your router via

[web Brawser

Web server port on Wal interface:

O Telnet [mlars
C1TFTP []secure Shell (SSH)
[IPING

If enabling remote access to your router via PING,
all Internet hosts can ping to your router,

[ Authorized Host IP Address List ] [&pply ] [ cancel |
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Authorized Host |P Add ress L|St 2 hbtpe 192 168 1 Liviewrsiplist emd Pactinneview - Micmsnft Interset Explarer
Decide whether all internet hosts can | #uthereed Host 12 ddress List
access your router or only authorized | s s insme: comseson groe 0.5.1

internet hosts can access. Click ® All Intemat hosts can access your rauter
Apply to save your Settlng. ) Only authorized Internet hosts can actess your router
(Capiy ] (_caneel ]
Management Control — From Local
You can allow local access to your Local Management Control
router via the checked interfaces. Enable local access to let an expert, e.g. helpdesk, configure vour
ADSL router from your local netwaork,
Authorized Host IP Address List:
Refer to Remote Management To allow local access to your router via
Control. Web Browser [ FTP
Click Apply to activate your settings ~ @Telret [l ssH
or click Cancel to retain the original e
settings.
[ Autharized Host IP Address List | [2pply | [ Cancal |

TR-069 Client Configuration

TR-069 is a CPE WAN Management Protocol (CWMP) intended for communication
between Customer Premise Equipment (CPE) and an Auto-Configuration Server
(ACS). It defines a mechanism that encompasses secure auto configuration of a
CPE, and also incorporates other CPE management functions into an integrated
framework.

Using TR-069 the CPE can get in contact with the ACS and establish the
configuration automatically. Accordingly other service functions can be provided.
TR-069 is the current standard for activation of CPE in the range of DSL broadband
market.

Remote CPE Contro
via TR-069

Internet

Subscriber
ACS CPE

E

numn
LI TN

ACS: Auto-Configuration Server
CPE: Customer Premise Equipment

Compliant with DSL's Forum's TR-069 Remote Management Specification, the
ADSL Router is highly manageable with the default ACS for auto-configuration,
dynamic service provisioning, firmware updates, status and performance monitoring,
and diagnostics to a collection of ADSL routers. By these provision value-added
services, the ADSL Router with TR-069 helps DSL service provider reduce operation
effort as well as enhance customer satisfaction.

Normally, users do not have to modify the settings here. If you do not know how to
set up, you can just accept the factory default settings on this page or contact your
ISP.
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CO n I’leCt tO ACS TR-069 Client Configuration
Choose to connect to ACS with or E'S&”{ﬁn‘ ?é”iﬁ.:“ﬁﬁ%?E‘.itmgi”ftsil';fg:éi"f.i'fl‘ivgiéhfp’géié;‘?i?i.‘?u“s’iﬁi%”pi?{ﬁm’éﬁ‘é?m
. rmonitoring, an lagnostics to a collection o routers.
without SSL (Secure Socket Layer)
protocol according to your ISP. Connact to ACS: @ without 551 O with 5L
. ACS URL Address: http:ff |10.11.95.124:8082/a¢
If the ACS URL Starts Wlth http .//, ACS User Name: 009096-RTA1320-000001

Used to suthenticate this device

choose without SSL mode; if it begins

when making a connection to ACS

. . ACS Password: e
with https://, select with SSL. Connscion RSRESt  [336036 RTATSI00IBE et et e

making a Connection Request to
Connection Request

ACS URL Address: passuior:
Key |n the Auto_Conflguratlon Server Periodic Transmission of Inform Request: & Disabled O Enabled
URL Address provided by the ISP,

e.g.,
http://10.11.95.124:8082/aSkeY/ACSS 1 aso cusst contgmonin

erVEI’ WIthOUt SSL OI’ TR-069, 3 CPE WaN Management Protacol, allows the Auto-Configuration Server (ACS) ta
- uerfurm the auto-provisioning of settings, ﬁrmware updates, status and performance

https//lo 11. 95 1248443/askev/ACS monitoring, and diagnostics to a collection of ADSL routers
Server with SSL.

Connect to ACS © without S5L @ with SSL
ACS User Name/ ACS Password ACS URL Address: https:/f |10.11.95.124:8443 /a3
When connecting to ACS, this device =™ — SR
must have correct user name and Connecron ReQUESE USer  5oog £Ta1aE0 BIORE | oot o w1 e
password for authentication. Key in Connecion Reuest  [ouees T s e Rt

Password:

the information provided by the ISP.

Periodic Transmission of Inform Request: O Disabled @ Enabled

When the Content Of ACS U RL Transmission Interval of Inform Request: 300 seconds
Address, User Name, and Password Identify the Validation of Certificate from ACS:

- . Trusted CA (Certificate Autharity] Certificate and correct current time are used to identify the
matCh the ACS authorlzatlon’ the walidation of the Certificate which is sent from ACS during SSL connection. You can import the
. . Trusted CA Certificates through the Trusted CA Certificates window and enable the Internet
router W|” Send an On“ne report to time function from the Management .. [Internet Time menu
ACS.

Connection Request User
Name/Password:

If the ACS wants to communicate with
the device, it will have to offer the
matching Connection Request User
Name and Password. When the
device sends the report to ACS for the
first time, it will contain information for

this.
Periodic Transmission of Inform Periodic Transmission of Inform Request: O Disabled
RequeSt: Transmission Interval of Inform Request: |300 seconds

If this function is enabled, the CPE will
frequently report to ACS the status
after a period of time set here. The
default setting is 300 seconds, and the
ISP can modify the value. Generally,
users do not have to change the
settings here.

If this function is disabled, the CPE will
only report once when the connection
between ACS and the device has
been set up.

Identify the Validation of Certificate from ACS

When using SSL protocol to connect to ACS, a trusted CA and synchronic time
setting with the server are used to identify the validation of the Certificate sent from
ACS.

When ChOOSIng Wlth SSL for CO nn ect Identify the Validation of Certificate from ACS:
Trusted Ca (Certificate Authority) Cemflcate and cnrrei:t current time are used to identify the

to ACS, you W||| see a paragraph validation of the Certificate which i L connection. You can import the

Trusted Cé Certificates through thg Trusted CA Cemﬁcates indow and enable the Internet

appear on the bottom of the WlndOW time function from the Managements:
(as shown in the right column).
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Press Trusted CA Certificates to 'alnn‘ﬂg?.lsn.l.l.mucnd’.‘nu’n—fkv iunmtllnlernn!nlmrl —
Import Certificate obtained from youy | ™ (o ameriy contfcowes fur freaes commnioon
ISP, a window (as shown in the figure)
will be prompted for you to import
certificate.

Impaort Certificate | [(Close |
Note: The certificate may have been
imported in this device already, please
check with your ISP.

To synchronize your time with the
server, go to Management->Internet
Time to adjust the setting. Configure
to set time by Time Server, and make
sure the time zone is the same as the
server’s.

(Please refer to the next section for
detailed information about Internet
Time.)
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Internet Time

The clock of the router must synchronize with global Internet time. The time you set
in the screen will be adapted to system log.

Update Now:
Click this button to refresh the current
time.

Set Time by (Time Server/ Manual):
The default setting is Manual. Select
this one, and set the start time by
typing the date and the time manually
to help the router perform tasks.

If you select Time Server, the system
will set time via time server
automatically.

Primary Time Server/ Secondary
Time Server:

You may select the preferred time
server from the drop-down list. The
time will be adjusted by the time
server.

Time Zone:

Internet Time

To synchronize your router with other network devices, you can set its time
manually or with an Internet time server.

Current time: 2006/01/01, 01:39 Update Mow
setTime by: O Time Server
Year 2006 |Month |1 Day|1
Time:
Hour|1 Minute| 39
Time Zone: (GMT+3:00) Taipei v
Apply

Internet Time

To synchronize your router with other network devices, you can set its time
manually or with an Internet time server,

Current time: 2006/01/01, 01:39

Set Time by: ) Manual

Primary Time Server; time. windows.com

Secondary Time Server: | time.nist.gov i

Time Zone: (I5MT-+H5:00) Taipei v

Choose the time zone of your location.

Apply:

Save the data on the screen and apply

the data after restarting the router.

Cancel:
Discard the new configuration and
reserve the original settings.
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System Log

As shown on the web page, you can
view the system log and configure
system log whenever you want.

To view the system log, you must
configure system log first. Press
Configure System Log to start.

Configuring System Log

You can enable or disable the log
function, and choose log level,
display level and proper mode as
you like. Then click Apply to invoke
the settings or press Cancel to
discard them.

There are 8 types of log level and
display level for you to choose.

Log Level:

This function enables you to decide
how detailed the messages will be
stored. Set a proper level according to
your needs. The default Log Level is

Debugging.

The Debugging Level logs all
messages to the file, while the
Emergency Level logs fatal
messages only. The lower the item is,
the more detailed information it
provides; i.e., debugging level stores
the most detailed information.

Owing to the limitation of the storage
on the ADSL router, the former
information will be erased and
replaced by the latest message
automatically when the buffer is

overflowed.

Display Level:

For the convenience of the users, the
display level can function as a filter. It
decides the level for the messages to
exhibit when the user wants to view
the logs on the local side. For

for a programmer or
engineer, he/she may want to know
about debugging or informational level
message; for general users, they may
only need or want to learn about error,
critical, alert, or emergency messages
only. The default Display Level is

example,

Error.

System Log

The Systern Log dialog allows you to view the System Log and configure the System Log
options,

Click "wiew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options.

[ View System Log ] [ Configure System Log ]

System Log Configuration

This dialog allows you to configure System Log settings. all events greater
than or equal to the selected level will be logged or displayed. If the
selected mode is "Remote” or "Both" events will be sent to the specified
UDP port of the specified log server.

Select the desired values and dlick "Apply" to configure the system log
options.

Log: © Disabled O Enabled
Log Level: Debugging %
Display Level: Errar v
Mode: Local b
Zoply
Log Level: Debugging ¢

Informational

Display Level: Error »

Errergency
Alert
| Critical

Wyarning
Maotice
Informational
Debugging
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Therefore, when the log level is
“Debugging” and the display level is
“Error”, the CPE logs the most
detailed message but shows error
level data only.

Mode:

You can choose where to store the
logs; the options include Local,
Remote and Both. Local means the
CPE, i.e., the ADSL Router. Remote
means the log server you specified to
forward the log information to. The
default mode is Local.

If you choose Remote or Both, you
have to specify the Server IP
Address and UDP Port, and all the
events will be sent to the specified
UDP port of the specified log server.

Note:

Display Level only filters for the local
side. All the messages will be
displayed on the remote Log Server.

Example

Mode:

Mode: .Remote bt
Server IP Address:

Server UDP Port:

Suppose we are going to record the system logs on both the ADSL Router and the
Server bearing IP address 10.11.95.2, the procedures below illustrate the situation:

System Log Configuration
1. Choose Enabled Log.

2. Select Debugging as the Log
Level, and Error as the Display
Level. (Or select other level
according to your needs.)

3. Setthe Mode as Both, key in the
Server IP Address as 10.11.95.2,
and leave the Server UDP Port
as the default value 514.

4. Press Apply to invoke the
settings.

System Log Configuration

This dialog allows you to configure System Log settings. all events greater
than or equal to the selected level will be logged or displayed. If the
selected mode is "Remote” or "Both" events will be sent to the specified
UDP port of the specified log server.

Select the desired walues and click "apply" to configure the system log
options,

Log: O Disabled @ Enahled
Log Level: Debugging  +
Display Level: Errar v
Mode: Both A
Server IP Address: 1011852
Server UDP Port: 514
£oply
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Viewing System Log — Remote Side (Server)

To view the system log on the Log .: About -. x|
Server (10.11.95.2), a log viewing tool
must be installed.

. gomonevesuson | K| ENTERPRISES
Daemon from KIWI Enterprlses. Quality networking tools at affordable prices

+ Kiwi Syslog Daemon is a

freeware SySlOg Daemon for Kiwi Syslog Daemon Version 7.1.4
Windows. It receives, IOgS, Copyright 1936-2004 Kiwi E nterprises

displays and forwards Syslog s

messages from hosts such as Mame:

routers, switches, and any other Cormpany:

syslog enabled device. You can EMail

choose other logger tools; here, Sl

we use Kiwi for example. i Gk

Download the tool from the/V Website: woww. kiwisyslog.com
Kiwi EnterDrises website Suppart: www. Kiwisvslog.com/support

Purchase:  www. kiwisvelog.com/purchase

2. Install the Kiwi Syslog server
software on the PC (10.11.95.2).

3. Open the Kiwi Syslog Daemon application. You will get to a screen shown as
follows.

ElE. Kiwi Syslog Daemon (Yersion 7.1.4) i = Dlﬂ

Fie ¥iew Help

] m A Display 00 Defaull] |

Date | Time | Priority | Hostname |Message [«
07-19-2006  10:31:22 User.Debug 10.11.65.12 igmp[946]. iptables -t filter -D FORWARD -i ppp_0_39_1 -d 224.0.0.22 -] ACCEPT 2>/dev/null
07-19-2006 10:31:22 User.Debug 10.11.65.12 igmp[944]: iptables -t filter -| FORWARD 1 -i ppp_0_39 1 -d 224.0.0.22 -j DROP 2> /dev/null
07-19-2006 10:31:22 UserDebug 10.11.65.12 igmp[942] iptables - filter -D FORWARD -i ppp_0_39_1 -d 224.0.0.22 -j DROP 2> /dev/null

kemel: Intrusion -> IN=ipa 0 33 OUT=br0 SRC=201.239.170.60 DST=211.21.179.146
07-19-2006 10:31:21 UserAlett  10.11.95.4 LEN=48 T0O5=0x00 PREC=0x00 TTL=109 ID=33333 DF PROTO=TCP SPT=4733
DPT=4899 WINDOW=65535 RES=0x00 5YN URGP=0
kemel: Intrusion -> IN=ipa 0 33 OUT=br0 SRC=201.239.170.60 DST=211.21.179.146
07-19-2006 10:31:15 UserAlett  10.11.95.4 LEN=48 T05=0x00 PREC=0x00 TTL=109 ID=32976 DF PROTO=TCP SPT=4733
DPT=4899 WINDOW=65535 RES=0x00 5YN URGP=0
kemel: Intrusion -> IN=ipa 0 33 OUT=br0 SRC=201.239.170.60 DST=211.21.179.146
07-19-2006 10:31:12 UserAlett  10.11.95.4 LEN=48 T05=0x00 PREC=0x00 TTL=109 ID=32772 DF PROTO=TCP SPT=4733
DPT=4899 WINDOW=65535 RES=0x00 5YN URGP=0
kemel: Intiusion -> IN=ipa_0_34 OUT=br0 SRC=61.222 198.226 D5T=61.222 223 189
07-19-2006 10:30:00 UserAlert 10.11.956  LEN-48 TO5=-0x00 PREC=0x00 TTL=118 ID=58236 DF PROTO=TCP SPT-4268
DPT=139 WIND OW=64240 RES=0x00 SYN URGP=0 )
kemel: Intrusion -> IN=ipa 0 33 0UT= MAC=aa aa:03:00:00:00:08:00 SRC=61.64.235.203
07-13-2006 10:29:10 User Alert 10.11.95.4 DS5T=211.21.179.145 LEN=48 PREC=0x00 TTL=116 ID=57975 DF PROTO=TCP
S5PT=3168 DPT=16881 WINDOW=16384 RES5=0x00 5YN URGP=0
07-19-2006 10:26:59 UserDebug 10.11.65.12 igmp[805]: iptables -t filter | FORWARD 1 -i ppp_0_39_1 -d 239.255.255 250 -j ACCEPT 2> /dev/null
07-19-2006 10:26:59 User.Debug 10.11.65.12 igmp[803]: iptables -t filter -0 FORWARD -i ppp_0_39_1 -d 239.255.255.250 -| ACCEPT 2>/dev/null
07-19-2006 10:26:58 User.Debug 10.11.65.12 igmp|[770]: iptables -D FORWARD -i ppp_0_39_1 -d 239.255.255.250 -j DROP 2> /dev/null
07-19-2006 10:26:56 UserDebug 10.11.65.12 syslog: sntp -s lime_windows_com -s time_nist.gov -t “Amsterdam, Berlin. Bern, Rome, Stockholm. Vienna™ &
07-19-2006 10:26:56 User.Debug 10.11.65.12 syslog: kill -1 418
07-19-2006 10:26:55 UserMotice 10.11.6512 igmp[731} interface 192 168.1.1. DOWNSTREAM ver=0x16 name=hrD index=8
i I I L 12. UPSTREAM ver=0x16 name=ppp_0_39_1 index=13

107-13-2006

10:26:55 User.Motice 10.11.65.12 igmp[731]: igmp started!
LR Ser Debu Syslog. /DIn/1Igmp ppp_|

RLLR -2’ a9 L1163, yslog: _ad_
07-19-2006 10:26:55 User.Debug 10.11.65.12 syslog: kill -SIGTERM 174

4| | i

[ [100% [ 142 MPH | [1037 [o7192008

The Date and Time record the logging time. The Priority field shows the log level,
the Hostname exhibits the position of the host, and the Message column displays
the process the description of it—before the colon is the name of the process and
after the colon is the elaboration for that process.

For example, message 1 shows alert level information which is a kernel process
containing detailed intrusion information; message 2 displays notice level
information which is an IGMP process exhibiting that the IGMP function had been
started.
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Viewing System Log — Local Side (ADSL Router)

For viewing the system log on local System Log

S'de C“Ck the VI ew SyStem LOg E’;Zuﬁnyss.tgm Log dialog allows you to view the System Log and configure the System Log
button on the Webpage fOI’ System |Og Click "view Systam Log” to view the System Log,

- . Click "Configure System Log" to configure the System Log options.
configuration.

[ iew System Log ] [ Configure System Log ]

The system log record on the router will be displayed on a screen shown as below.

2} hitp=1/192.168.1 1flogview.cmd - Microsoft Internet Explorer

Date/Time Facility Severity Message K
391-026504?519 A5t re Eﬁﬁﬂﬁ%i?o]r; Ebej?ewed valid IP address from server.
4:57:40 daeman|crit pppd[S17]: PP LCP UP.
3302‘5‘;037&19 daermon crit pppd[517]: PPP session established.

S‘D‘_DQE‘;D;QIQ daermon crit pppd[517]: PPP server detected,
52026503219 user crit kermel: ADSL link up, fast, us=832, ds=8000
S‘D‘.DEEu;D;é-’lQ user crit kermel: ADSL 3.992 message exchange
330265027;19 user crit kernel: ADSL G.992 channel analysis
552:026;:027%19;. ------ . |user erit kernel: ADSL 5.992 started
§EDEID7{1§4 user crit kernel: ADSL 5,994 training
33055027{19 user crit kernel: ethd Link UP.
532:055:02{19' ERETEg T ?Sgﬁiméﬁﬁmd’ BusyBow v IO (200607 .17
[ o o o o D e

The Date/Time records the logging time, and the Facility field distinguishes
different classes of system log message. The Severity field shows the log level,
and the Message column displays the process and the description of it—the name
of the process appears before the colon and the elaboration for that process after
the colon.

For example, message 3 shows critical level information which is a pppd (PPP
daemon) process showing that a valid IP address had been received from server,
and connection is up; message 4 is a kernel process belonging to critical level
information which reveals that the Ethernet O link is up.

You can press Refresh to update the log files or press Close to close the window.

Note that the earlier messages may be automatically replaced by the updated
information when the buffer is overflowed on the router.
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Backup Config

To backup your settings of the router
into your computer, you can use
Backup Config web page to save the
settings.

Click Backup button and the warning
window will be prompted. Click OK to
continue the backup procedure.

The system will ask your command
about the next procedure. Click Save
to backup.

You may change the file name and
choose a place to save the backup
file.

And when you want to restore the
settings in the future, simply open
Backup Config web page and use
Browse button to locate the file.

Backup Configuration

Use to save your ADSL router's current settings into the computer.,

Restore Configuration

Use to reset your ADSL router with settings previously saved on the computer,

Backup File: | |(Browse._|

X

Microzoft Intermet Explorer

AN

The router's configuration is going to be saved 10 your computer.
Pleaze don't tum off this router |

X

File Download

Do you want to open or zave this file?

Mame: backupsettings.xml

Type: ML Document
Fram: 192.168.1.1

](L Save ]/YD Cancel |

Open

‘while files from the Internet can be useful, some files can potentially
harm your computer. If you do not trugt the source, do not open or
save this file. What's the rigk?

Savein | ) backup v Q3 E

[=backipsettings

&

My Recent
Dcuments

I

Desktop

27

My Documents

g

My Computer

File pame | backupsettings v s

My Network [ XML Document v [cence |

Choose file Fx]

Lookin: [ 3 backup oz
My Recent
Documents

Save as lype:

psetings

D:Ektnp
My D;c{nenns
58
My Computer

<
My Netwark

Places

.4

Open
Cancel

File name:

[backupsettings |
=l

[ Files 1)

Files of type:
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After opening the backup file, click
Restore.

Update Firmware

If you have to or want to update the
firmware for this router, you can open
the Update Firmware web page and
choose the correct file by pressing
Browse. Then click the Update
Firmware button. The system will
execute the update procedure
automatically. When it is finished, the
system will tell you the update is
successfully.

Note: Router must not turn off during
firmware updates.

Reset Router

To make the settings that you set for
this router take effect, please open the
Reset Router web page and click the
Reboot button to invoke all settings.

You can restore your web pages with
default settings. Simply check Reset
to factory default settings and click
Reboot.

Backup Configuration

Use to save your ADSL router's current settings into the computer.

Restore Configuration

Use to reset your ADSL router with settings previously saved on the computer.

Backup File: D:\backup\backupsettings.xml Browse|

Update Firmware
Warning: DO KNOT turkn off your router during firmware updates.

Current Firmware Version: 361

Mew Firmware File Name:

The update process takes shout 2 minutes ta complste, then
Update Firmware your ADSL router will reboot,

Reset Router

This page allows you to restart your ADSL router after changing settings that
require rebooting. It also allows you to reset all settings to factory default
settings if you have problems with your current configuration,

[ reset to factory default settings
after clicking "Reboot”, please wait for 2 minutes to let the system reboot.

Restore Factory Default Settings

The ADSL router configuration has been restared to factory default settings and the router is
rebaoting

Close the ADSL router Configuration window and wait for 2 minutes before reopening your
weh browser. If necessary, reconfigure your PC's IP address to match your new
configuration.
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UPNP for XP

Universal plug and play (UPnP) is architecture for pervasive peer to peer network
connectivity of intelligent appliances and PCs of all form factors. It is designed to
bring easy-to-use, flexible, standards-based connectivity to ad-hoc or unmanaged
networks whether in the home, in a small business, public spaces, or attached to the
Internet.

Only Windows XP supports UPnP function.
Please follow the steps below for installing UPnP components.

1. Click on the Start menu, point to
Settings  and click on Control
Panel.

2. Select Add or Remove PrOgramS Windows Components Wizard
> Add/Remove Windows Windaws Camponents
Components tO Open WlndOWS “You can add o remove companents of Windows =P,
Components Wizard dialog box.

To add o remove a component, click the checkbox. A4 shaded box means that only
part of the component will be installed. To see what's included in a component, click

Dritails
LComponents:

[ =2 Message Queuing 00ME A
] ¥ MSN Explorer 13.5 MB

= Networking Services

O Eﬂ (Other Network File and Print 5 ervices 00ME —
W1 TE= Indate Rot Certifinates: nnme_¥

Description:  Containg a wariety of specialized, netwark-related services and pratocals.

Total disk space required; 0.2MB -
Space available on disk; 1034.2 B @

[ < Back H Hext > I [ Cancel ]
3. Select Networking Services and Networking Services X
CIICk Detal | S. CIICk the U PN P User To add or remove a component, click the check box. & shaded box means that only part
I n terface CheCk bOX of the component will be installed. To see what's included in a component, click Details.
Subcompanents of Metwarking Services:
4_ Cllck OK . The System W|” |nSta” Internet Gateway Device Discovery and Control Client 0.0MB
i O Peerto-Peer 0.0 MB
UPnP components automatically. O B R Listerer 00ME
[} Simple TCP/IP Services 00HMB

LU UPRP User Irterface

Description:  Displays icons in by Netwaork Places for UPRP devices detected on the
network. Also, opens the required ‘Windows Firewall ports.

Taotal disk zpace required: 56.3 MB
Space available on disk: 7831.1 MB

5. After finishing the installation, go o

My Network Places. You will find an | = & e Feoes e b
icon (e.g., ADSL2+ Router) for UPnP | @ - (0 (D seacn [ rokes [
function. adress [N My Nstnork Places

“ | Local Network

.g ADSLZ+ Router

The Internet

10.11.95.2

Network Tasks &

o Add anetwork place

& vizw network
connections

# Setup ahome or small

= office network.

& setup awireless
network for & home or
small office

oy View workgroup
computers

@ Hide icons far

networked UPnP

devices
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6. Double click on the icon, and the
ADSL router will open another web
page via the port for UPnP function. _ T = .
The IE address will be directed to the | @& ~ () (%] [Z] [ 0 sewsh ' Favortes
management main webpage as Address | &] hep:(192,168.1,1f
shown in the graphic. I

2} Wireless ADSL2+ Router - Microsoft Internet Explorer.

File Edit Wiew Faworites Tools  Help

7. Now, the NAT traversal function has
already been provided. The ADSL
router will create a new virtual server
automatically when the router
detects that some internet
applications is running on the PC.
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Chapter 5: Troubleshooting

If the suggested solutions in this section do not resolve your issue, contact your
system administrator or Internet service provider.

Problems with LAN
PCs on the LAN cannot get IP addresses from the ADSL Router.

The chances are that the interface used as DHCP server is modified and the client
PCs do not renew IP addresses.

If your DHCP server is enabled on Private IP Address previously and you modify the
interface to Public IP Address, the client PCs should renew IP addresses.

The PC on the LAN cannot access the Web page of the ADSL Router.
Check that your PC is on the same subnet with the ADSL Router.

Problems with WAN

You cannot access the Internet.

O  Check the physical connection between the ADSL Router and the LAN.

If the LAN LED on the front panel is off or keeps blinking, there may be problem
on the cable connecting to the ADSL Router.

At the DOS prompt, ping the IP address of the ADSL Router, e.g., ping
192.168.1.1. If the following response occurs:

Reply from 192.168.1.1: bytes=32 time=100ms TTL=253

Then the connection between the ADSL Router and the network is OK.
If you get a failed ping with the response of:

Request timed out

Then the connection is fail. Check the cable between the ADSL Router and the
network.

O  Check the DNS setting of the ADSL Router.

At the DOS prompt, ping the IP address of the DNS provided by your ISP. For
example, if your DNS IP is 168.95.1.1, then ping 168.95.1.1. If the following
response occurs:

Reply from 168.95.1.1: bytes=32 time=100ms TTL=253
Then the connection to the DNS is OK.

If you get a failed ping with the response of:
Request timed out

Then the DNS is not reachable. Check your DNS setting on the ADSL Router.
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Problems with Upgrading

The following lists the error messages that you may see during upgrading and the
action to take.
O  Error message: All the ADSL LEDs light up and cannot light off as usual.

Possible cause: When users are executing firmware upgrade or saving
settings to the router, the power for the router is lost for some unknown reasons,
the normal web page for the router might be damaged. After power on your
router, the LEDs might not work normally.

Boot Loader, version 1.0.37-5.5.05

This device is currently running on the boot loader,

Update Firmware

Step 1: Obtain an updated firmware image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click "Browse" to
locate the image file,

Step 3: Click "Update Firmware" once to upload the new image file,

MNOTE: The update process takes about 2 minutes to complete, and your DSL Router will reboot,

Mew Firmware File Mame: | Bmwse.]

Update Firmware I

Action: Setup you PC with a static IP address, such as 192.168.1.2, and then
access the router’s web page by entering http://192.168.1.1. Then update the
firmware again.

O  Error Message: Image uploading failed. The selected file contains an illegal
image.
Possible cause: The firmware file format is invalid.

Action: Check to see whether the file format is correct; otherwise download a
firmware file with correct format.

O  Error Message: Image uploading failed. The system is out of memory.
Possible cause: It may be caused by the lack of memory.

Action: Reboot your ADSL Router and perform the upgrade task again.

O  Error Message: Image uploading failed. No image file was selected.
Possible cause: You did not select a file correctly.

Action: Download a compatible firmware from the web.
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Chapter 6: Glossary

ARP (Address Resolution Protocol)
ARP is a TCP/IP protocol for mapping an IP address to a physical machine address that is
recognized in the local network, such as an Ethernet address.

A host wishing to obtain a physical address broadcasts an ARP request onto the TCP/IP network.
The host on the network that has the IP address in the request then replies with its physical
hardware address.

Inverse ARP (In-ARP), on the other hand, is used by a host to discover its IP address. In this case,
the host broadcasts its physical address and a RARP server replies with the host's IP address.

DHCP (Dynamic Host Configuration Protocol)

When operates as a DHCP server, the ADSL Router assign IP addresses to the client PCs on the
LAN. The client PCs “leases” these Private IP addresses for a user-defined amount of time. After
the lease time expires, the private IP address is made available for assigning to other network
devices.

The DHCP IP address can be a single, fixed public IP address, an ISP assigned public IP address,
or a private IP address.

If you enable DHCP server on a private IP address, a public IP address will have to be assigned
to the NAT IP address, and NAT has to be enabled so that the DHCP IP address can be
translated into a public IP address. By this, the client PCs are able to access the Internet.

LAN (Local Area Network) & WAN (Wide Area Network)
A LAN is a computer network limited to the immediate area, usually the same building or floor of a
building. A WAN, on the other hand, is an outside connection to another network or the Internet.

The Ethernet side of the ADSL Router is called the LAN port. It is a twisted-pair Ethernet
10Base-T interface. A hub can be connected to the LAN port. More than one computers, such as
server or printer, can be connected through this hub to the ADSL Router and composes a LAN.

The DSL port of the ADSL Router composes the WAN interface, which supports PPP or RFC
1483 connecting to another remote DSL device.

NAT (Network Address Translation) IP Address

NAT is an Internet standard that translates a private IP within one network to a public IP address,
either a static or dynamic one. NAT provides a type of firewall by hiding internal IP addresses. It
also enables a company to use more internal IP addresses.

If the IP addresses given by your ISP are not enough for each PC on the LAN and the ADSL
Router, you need to use NAT. With NAT, you make up a private IP network for the LAN and
assign an IP address from that network to each PC. One of some public addresses is configured
and mapped to a private workstation address when accesses are made through the gateway to a
public network.

For example, the ADSL Router is assigned with the public IP address of 168.111.2.1. With NAT
enabled, it creates a Virtual LAN. Each PC on the Virtual LAN is assigned with a private IP
address with default value of 192.168.2.2 to 192.168.2.254. These PCs are not accessible by the
outside world but they can communicate with the outside world through the public IP 168.111.2.1.

Private IP Address

Private IP addresses are also LAN IP addresses, but are considered “illegal” IP addresses to the
Internet. They are private to an enterprise while still permitting full network layer connectivity
between all hosts inside an enterprise as well as all public hosts of different enterprises.
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The ADSL Router uses private IP addresses by assigning them to the LAN that cannot be directly
accessed by the Internet or remote server. To access the Internet, private network should have an
agent to translate the private IP address to public IP address.

Public IP Address

Public IP addresses are LAN IP addresses that can be considered “legal” for the Internet,
because they can be recognized and accessed by any device on the other side of the DSL
connection. In most cases they are allocated by your ISP.

If you are given a range of fixed IP addresses, then one can be assigned to the router and the
others to network devices on the LAN, such as computer workstations, ftp servers, and web
servers.

PVC (Permanent Virtual Circuit)

A PVC is a logical point-to-point circuit between customer sites. PVCs are low-delay circuits
because routing decisions do not need to be made along the way. Permanent means that the
circuit is preprogrammed by the carrier as a path through the network. It does not need to be set
up or turned down for each session.

UDP (User Datagram Protocol)

UDP is a connectionless transport service that dispenses with the reliability services provided by
TCP. UDP gives applications a direct interface with IP and the ability to address a particular
application process running on a host via a port number without setting up a connection session.

Virtual Server
You can designate virtual servers, e.g., a FTP, web, telnet or mail server, on your local network
and make them accessible to the outside world. A virtual server means that it is not a dedicated
server -- that is, the entire computer is not dedicated to running on the public network but in the
private network.

VPI (Virtual Path Identifier) & VCI (Virtual Channel Identifier)

A VPl is a 8-bit field while VClI is a 16-bit field in the ATM cell header. A VPI identifies a link
formed by a virtual path and a VCI identifies a channel within a virtual path. In this way, the cells
belonging to the same connection can be distinguished. A unique and separate VPI/VCI identifier
is assigned in advance to indicate which type of cell is following, unassigned cells, physical layer
OAM cells, metasignaling channel or a generic broadcast signaling channel. Your ISP should
supply you with the values.
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Interface

®  One RJ-11 port for ADSL connection

®  Four RJ-45 ports for IEEE 802.3/802.3u 10/100 Base-T
auto-sensing and auto-crossover Ethernet connection

® One USB port compliant to USB 1.1

® One hidden reset button for restoration of factory default
settings

Regulatory Approvals
and Compliance

EMC: FCC part 15 Class B, CE
Telecom: FCC part 68
Safety: UL, CB, LVD

Power Requirement
and Operation
Environment
Requirement

Power Adaptor: Input 120+10 or 230+10 VAC;
Output 9 VAC, 1A
Power Consumption: less than 10 Watt

Ambient Temperature: 0 to 40°C (32 to 96°F)
Relative Humidity:  20% to 90% (non-condensing)

Physical

PCB: 80 mm (L) x 105 mm (W) x 20 mm (H)
Housing: 125 mm (L) x 90 mm (W) x 35 mm (H)
Weight:  58g
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